**基于多元属性访问控制机制**

**引言**

在大数据和云计算环境中，安全有效的访问控制机制是保障数据服务共享信息平台安全的重要技术措施。访问控制实际上就是根据实际需求和安全性考虑，制定访问规则或策略，用来控制用户对数据或服务的访问。

当前信息环境中的数据服务具有多样性、动态性、匿名性和异构性等特点，细粒度的访问控制变得十分困难，面临着诸如用户和资源海量多样，访问环境动态变化，信息环境具有多域特征，访问需求细粒度等困难。传统的访问控制机制很难适应当前需求，基于属性访问控制成为研究热点，得到广泛发展和应用。

本文针对基于属性访问控制机制的特点和不足之处，结合多元属性和控制策略自身特点，采用策略树和LSSS属性矩阵的思想设计算法，从而实现高效、安全、细粒度的访问控制。

**1、相关研究**

访问控制一直都是信息安全研究的重点问题，不论是传统的IT、互联网领域，还是物联网领域，访问控制在其中都扮演着重要的角色，对于保证服务器软硬件、资源和用户数据的安全性起着举足轻重的作用。

传统的访问控制机制已经无法适应当前大数据和云环境下的数据服务访问，自主访问控制（DAC）[1]在用户和资源非常庞大时，分散的访问权限变得难以管理，效率低下；强制访问控制（MAC）[2]过于严苛，灵活性差，实现困难；基于角色访问控制（RBAC）[3]在开放式的环境中效率不高，授权不够灵活。因而都很难适应当前环境。

基于属性访问控制(Attribute-Based Access Control ABAC)思想源于信任管理及其扩展[4-6]，文献[7]和文献[8]分别提出基于主客体属性的访问控制矩阵模型ABAM和用有限集合论描述主、客体属性的访问控制逻辑框架LABAC，二者对属性描述均为粗粒度，也没有给出访问控制具体实现方法。ABAC模型考虑用户、资源、操作、执行动态请求时的运行上下文与授权相关的各种属性，细化了访问控制的粒度，ABAC模型及其扩展模型[9-11]能够根据用户、资源、动作和运行上下文的属性动态的进行授权，具有更好的灵活性和扩展性。

属性基加密机制[12]是利用属性值对数据机密性进行保障的密码机制，自Sahai和Waters提出该类方案[13]以来，得到广泛研究和应用，尤其是云计算、云环境兴起后，属性集加密机制发展迅速。其核心是如何将秘密拆分并映射到不同的访问控制属性集上。

基于LSSS（Linear-Secret-Sharing Schemes）的共享矩阵是一种将访问策略和属性集相结合转化到一个关联矩阵的方案，通过矩阵的运算减少大量子秘密和属性集进行匹配运算过程的开销，得到广泛应用。文献[14]提出的算法可对“（n，t）门限策略”的各参与方进行处理，构造规范化的共享矩阵。文献[15]提出对“AND/OR策略”进行

1. **准备知识**

**2.1、多元属性划分**

不同于传统的访问控制模型（DAC，MAC以及RBAC等），基于属性的访问控制（ABAC）是由参与访问请求的主客体及当前访问环境等多方面的属性来决定的，属性在这里是指访问控制过程中用来描述用户、数据资源、访问环境和操作请求等性质的特征。结合当前研究成果和实际需求，可对属性进行如下划分和定义：

**定义2.1**：访问控制结构，由四元组（S，O，E，Act）组成，其中，S={}代表主体属性集合，O={}代表客体属性集，E={}代表环境属性集，Act={}代表操作属性集，上述集合中n1。

**定义2.2：**主体属性集，对于任意∈S，i=1,2,3…n，则有描述当前访问请求访问主体的属性集。

**定义2.3：**客体属性集，对于任意∈O，i=1,2,3…n，则有描述当前访问请求被访问客体的属性集。

**定义2.4：**环境属性集，对于任意∈E，i=1,2,3…n，则有描述当前访问请求访问环境的属性集。

**定义2.5：**操作属性集，对于任意∈Act，i=1,2,3…n，则有描述当前访问请求访问操作的属性集。

本文的访问控制机制都是基于上述四类属性集合所构成的四元组，综合多种属性进行访问权限计算和验证。

**2.2、策略表达式**

访问控制策略是访问控制的基础和核心，对于访问控制功能模块，合理安全的访问控制策略是不可或缺的内容。访问控制策略则是由一个或多个属性通过逻辑关系组合而成，组成策略的各个属性可构成策略属性集。多个策略属性集内的所有属性共同构成策略属性域。

**定义2.6：**策略属性集，对于策略内所包含的任意一个属性，j=1,2,3…，都有∈，且，则={,,…}表示策略的策略属性集。

**定义2.7：**策略属性域Z，对于任意策略内的任意属性，都有∈Z，则Z={}表示所有策略属性集内包含的属性共同构成的策略属性域。

为了实现动态、安全、细粒度的访问控制，本文对访问控制策略进行规范化的描述，主要分为门限策略表达式和与或策略表达式两类。

门限策略主要针对策略属性集内包含多个属性的策略，采用（n,t）门限条件的方式构成，其中n为策略属性集内属性的个数，t为策略的门限条件。

与或策略主要是针对两个单一的属性，采用逻辑与（∧）、逻辑或（∨）两种逻辑运算符连接而成。

实际上，与或策略又可以看作是门限策略的特例，即（2，t）门限条件，t=1表示或策略，t=2表示与策略。因而本文采用一种的规范化表达式对上述两种类型的策略进行整理，从而保证策略的完备性和一致性。

**定义2.8：**

**（1）**访问控制策略P=(,t),为组成访问控制策略的子策略，当子策略的个数大于等于t时，满足访问控制策略的约束条件。否则，不满足控制策略的约束条件。

**（1）**访问控制策略=(,t),为组成访问控制策略的属性，当属性的个数大于等于t时，满足访问控制策略的约束条件。否则，不满足控制策略的约束条件。

1. **基于多元属性访问控制机制设计**

**3.1**

**3.2**

1. **实验结果**

**4.1实验环境**

本次实验是在Win10系统上，通过JAVA开发得以实现。实验相关数据通过在本机模拟得到，软硬件的环境如表1所示。

表1 实验环境

|  |  |  |
| --- | --- | --- |
| 硬件环境 | CPU | Intel(R) Core(TM) i5-2450M 2.50GHz |
| Memory(RAM) | 4.00GB |
| Disk | 500GB |
| 软件环境 | OS | Windows10 64-Bit |
| 开发工具 | Java Version | Java 1.7.0\_80 |
| Compiler | Intellij IDEA 15.0.2 |
| Database | MySQL 5.7 |

**4.2实验验证**

实验分别从功能验证和效率验证两方面进行验证，得到如下结果。

**4.2.1功能验证**

实验分别对预先设置的5条访问控制策略进行处理和描述，表示访问控制策略内的任意属性，。

访问策略描述如表2：

表2 访问控制策略

|  |  |  |
| --- | --- | --- |
| 编号 | 访问控制策略 | 策略属性集 |
| 1 |  | {} |
| 2 | 与 | {，} |
| 3 | 或 | {，} |
| 4 | (,)中至少有2个 | ,} |
| 5 | {;,)中至少有两个;或}全部满足 | ,,} |

对发送访问请求的多个用户进行权限验证，实验结果如表3:

表3 实验结果

|  |  |  |
| --- | --- | --- |
| **访问控制策略** | **基于属性访问控制机制** | **验证结果准确率** |
| 1 | （, 1） | 100% |
| 2 | （,,1） | 100% |
| 3 | （,,2） | 100% |
| 4 | （,,,2） | 100% |
| 5 | （,,,2),(,,1),3） | 100% |

**4.2.2效率验证**

实验选取，属性域的大小为100。随机生成五组访问控制策略，每组策略的属性集大小分别为1，2，5，10。设置三组用户，用户的数目分别为1，100，10000.依次采用门限策略机制、与或策略机制和基于属性访问控制机制对三组用户进行权限验证，时间开销设为T1，T2，T3。实验结果如表4:

表3 实验结果

|  |  |  |  |
| --- | --- | --- | --- |
| 用户数量  属性集大小 | 1 | 100 | 10000 |
| 1 | T1=T2=T3 | T1=T2=T3 | T1=T3>T2 |
| 2 | T1=T2=T3 | T1>T2=T3 | T1>T3>T2 |
| 5 | T1=T2=T3 | T2>T1=T3 | T2>T1>T3 |
| 10 | T2>T1 =T3 | T2>T1=T3 | T2>T1>T3 |

实验结果可以看出，随着属性集大小的增长，与或策略机制的效率逐渐降低；随着用户数目的增多，门限策略机制的效率逐渐降低。因而针对大数据和云计算环境下海量的用户和属性，本文提出的基于属性访问控制机制可以有效地实现对于用户权限的验证和控制，在时间开销上又比单一的门限策略机制和与或策略机制小。
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