AVAILABLE PLACEHOLDERS:

======================

Basic Information:

- {report\_name} - The name of the report

- {report\_id} - Unique report identifier

- {report\_version} - Report version number

- {create\_date} - Report creation date

- {last\_update} - Last modification date

- {current\_date} - Current date

- {scope} - Testing scope description

- {summary} - Report summary/overview

Statistics:

- {total\_issues} - Total number of vulnerabilities found

- {critical\_count} - Number of critical severity issues

- {high\_count} - Number of high severity issues

- {medium\_count} - Number of medium severity issues

- {low\_count} - Number of low severity issues

- {info\_count} - Number of informational issues

Logo:

- {logo} - Company/report logo (if uploaded)

LOOPS (for repeating sections):

==============================

Issues Loop:

{#issues}

Issue #{index}: {title}

Severity: {severity}

CVSS Score: {cvss}

Description:

{description}

Proof of Concept:

{proof\_of\_concept}

References:

{references}

CVE: {cve}

Tags: {tags}

{/issues}

Changelog Loop:

{#changelog}

{date}: {description}

{/changelog}

Researchers Loop:

{#researchers}

Name: {name}

Email: {email}

Role: {role}

{/researchers}

EXAMPLE TEMPLATE STRUCTURE:

==========================

{logo}

VULNERABILITY ASSESSMENT REPORT

Report: {report\_name}

ID: {report\_id}

Version: {report\_version}

Date: {create\_date}

EXECUTIVE SUMMARY

=================

This report presents the findings of a security assessment conducted on {current\_date}.

Total Issues: {total\_issues}

- Critical: {critical\_count}

- High: {high\_count}

- Medium: {medium\_count}

- Low: {low\_count}

- Info: {info\_count}

SCOPE

=====

{scope}

DETAILED FINDINGS

================

{#issues}

Finding #{index}: {title}

Severity: {severity}

CVSS: {cvss}

Description:

{description}

Proof of Concept:

{proof\_of\_concept}

References:

{references}

---

{/issues}

REPORT SUMMARY

==============

{summary}

RESEARCH TEAM

=============

{#researchers}

{name} - {role}

Email: {email}

{/researchers}

CHANGELOG

=========

{#changelog}

{date}: {description}

{/changelog}

{generated\_by}