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Part A:

Encryption Scheme – Data is encrypted by:

1. XOR the contents of the data (each character) using the secret key generated in the Diffie-Hellman scheme
2. Increase the numerical value of the contents of a character by (2 \* secret-key)

Decryption Scheme – Data is decrypted by:

1. Subtract (2 \* secret-key) from each received character
2. XOR each of the received characters with the secret key generated in the Diffie-Hellman scheme

Program Files:

* ASN4-a-client.cpp – compile the program using g++ -o asn4-a-client ASN4-a-client.cpp, run using ./asn4-a-client 172.16.1.16 (server’s address)
* ASN4-a-server.cpp – compile the program using g++ -o asn4-a-server ASN4-a-server.cpp, run using ./asn-a-server