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# Career Objective

Dedicated and proactive Cloud Security Architect Associate with a strong background in cybersecurity, cloud security architecture, and IT support services. Seeking to leverage technical expertise, analytical skills, and passion for information security to contribute to a forward-thinking organization. Committed to delivering secure, scalable solutions while continuously evolving with emerging technologies and industry best practices.

# Professional Summary

* Cloud Security Architect Associate with 7+ years of experience in cybersecurity, cloud security architecture, and IT infrastructure support.
* Currently working with Le Human Resources Solutions Pvt. Ltd., assigned to Majid Al Futtaim, specializing in designing secure cloud environments and risk assessments (September 2022 – Present).
* Previously served at Udeels Technologies Pvt. Ltd. supporting Aspire Systems India Pvt Ltd as a Security Analyst and Desk Support Engineer (April 2017 – September 2022).
* Skilled in vulnerability assessment, incident response, threat detection, cloud security compliance, and security operations center (SOC) activities.
* Strong background in desktop support, IT troubleshooting, and end-user training with a focus on minimizing security risks.
* Excellent problem-solving, analytical, and communication skills, ensuring secure and efficient IT environments.
* Committed to continuous learning, aligning cybersecurity strategies with business objectives, and driving proactive security initiatives.

# Professional Experience

## Cloud Security Architect Associate

Le Human Resources Solutions Pvt. Ltd. (Client: Majid Al Futtaim)  
Duration: September 2022 – Present

* **Support Security Architecture Design:**
* Assist in designing secure IT systems and networks.
* Help create secure frameworks for cloud, on-premise, and hybrid environments.
* **Technical Risk Assessment:**
* Identify potential security threats and vulnerabilities.
* Participate in security risk assessments and audits.
* **Compliance and Standards Support:**
* Help ensure systems meet security regulations (like ISO 27001, NIST, GDPR, HIPAA).
* Assist in documenting security policies, controls, and procedures.
* **Security Tool Implementation:**
* Work with teams to integrate security solutions like firewalls, IDS/IPS, SIEMs, and encryption technologies.
* Support vulnerability management and patching efforts.
* **Collaboration with IT Teams:**
* Work closely with network, software development, and operations teams.
* Help translate security requirements into technical solutions.
* **Incident Response Preparation:**
* Assist in setting up security monitoring and alerting.
* **Reporting:**
* Help prepare security reports, dashboards, and risk summaries for senior leadership.
* Document findings from assessments and propose remediation plans.
* Keep architecture diagrams, security policies, procedures, and incident reports up-to-date.

## Security Analyst

Udeels Technologies Pvt. Ltd. (Client: Aspire Systems India Pvt Ltd)  
Duration: April 2018 – September 2022

* Worked in Offshore SOC team monitoring SOC events, detecting and preventing intrusion attempts.
* Generated customized and scheduled reports for various event sources.
* Collected and analyzed network logs to detect suspicious activities.
* Investigated security incidents and prepared incident and root cause analysis reports.
* Handled daily, weekly, and monthly security analysis reports.
* Conducted threat hunting and forensic analysis investigations.
* Monitored offenses using ArcSight and QRadar tools.
* Performed intrusion analysis using IPS (Sourcefire) and IDS (Snort), and administered WAFs.
* Conducted device troubleshooting for firewalls, endpoints, syslogs, log grabbers, and EDR tools.
* Knowledgeable in DLP solutions and McAfee access provisioning.

## Desk Support Engineer

Udeels Technologies Pvt. Ltd. (Client: Aspire Systems India Pvt Ltd)  
Duration: April 2017 – March 2018

* Handled daily technical support activities across desktop, data network, and server management.
* Set up desktop computers, peripherals, and tested network connections.
* Installed and tested desktop software applications and internet browsers.
* Trained end-users on computer hardware and software usage.
* Developed and maintained professional working relationships with contractor personnel, co-workers, and clients.
* Extended computer support for system software and hardware.

# Tools and Technologies

* Cloud Platforms: AWS, Microsoft Azure, Google Cloud Platform (GCP)
* Security Solutions: Splunk, IBM QRadar, Symantec, McAfee
* Firewall Management: Palo Alto Networks, Fortinet
* Productivity Platforms: Office 365 Administration and Support

# Academics

* MBA HR from Kakatiya University, 2008.
* B.Com from Kakatiya University, 2006.
* Intermediate from The Merit Junior College, 2003.
* SSC from ZPHS Amaravaram, 2000.

# Declaration

I hereby declare that the above-furnished details are true and correct to the best of my knowledge.
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