# Vnet

<https://docs.microsoft.com/en-us/azure/virtual-network/virtual-network-troubleshoot-peering-issues>

## Deploy dedicated Azure services into virtual networks

<https://docs.microsoft.com/en-us/azure/virtual-network/virtual-network-for-azure-services>

TASK:

<https://docs.microsoft.com/en-us/azure/virtual-network/virtual-network-multiple-ip-addresses-portal#os-config>

# Subnet

# FAQs

<https://docs.microsoft.com/en-us/azure/virtual-network/virtual-networks-faq>

## Virtual Network basics

1. Can I have public IP addresses in my VNets?
2. Are there any restrictions on using IP addresses within these subnets?

Azure reserves 5 IP addresses within each subnet. These are x.x.x.0-x.x.x.3 and the last address of the subnet. x.x.x.1-x.x.x.3 is reserved in each subnet for Azure services.

x.x.x.0: Network address

x.x.x.1: Reserved by Azure for the default gateway

x.x.x.2, x.x.x.3: Reserved by Azure to map the Azure DNS IPs to the VNet space

x.x.x.255: Network broadcast address

1. 3.How small and how large can VNets and subnets be?

The smallest supported IPv4 subnet is /29, and the largest is /8 (using CIDR subnet definitions). IPv6 subnets must be exactly /64 in size.

1. Can I specify custom routing policies on my VNets and subnets?

Yes. You can create a route table and associate it to a subnet. For more information about routing in Azure, see Routing overview.

1. Do VNets support multicast or broadcast?

No. Multicast and broadcast are not supported.

1. Can I ping my default routers within a VNet?

No.

1. Can I use tracert to diagnose connectivity?

No.

1. Can I modify the size of my subnet after I create it?

Yes. You can add, remove, expand, or shrink a subnet if there are no VMs or services deployed within it.

1. Can a VNet span regions?

No. A VNet is limited to a single region. A virtual network does, however, span availability zones.

## Name Resolution (DNS)

1. Can I specify DNS servers for a VNet?

Yes. You can specify DNS server IP addresses in the VNet settings. The setting is applied as the default DNS server(s) for all VMs in the VNet.

1. Can I override my DNS settings on a per-VM or cloud service basis?

Yes. You can set DNS servers per VM or cloud service to override the default network settings. However, it's recommended that you use network-wide DNS as much as possible.

1. Can I bring my own DNS suffix?

No. You cannot specify a custom DNS suffix for your VNets.

## Connecting virtual machines

1. Can I deploy VMs to a VNet?

Yes. All network interfaces (NIC) attached to a VM deployed through the Resource Manager deployment model must be connected to a VNet. VMs deployed through the classic deployment model can optionally be connected to a VNet.

1. Can I reserve a private IP address for a VM that I will create at a later time?

No. You cannot reserve a private IP address. If a private IP address is available, it is assigned to a VM or role instance by the DHCP server. The VM may or may not be the one that you want the private IP address assigned to. You can, however, change the private IP address of an already created VM, to any available private IP address.

1. Do private IP addresses change for VMs in a VNet?

It depends. If the VM was deployed through Resource Manager, no, regardless of whether the **IP address was assigned with the static or dynamic allocation method**. If the VM was deployed through the classic deployment model, dynamic IP addresses can change when a VM is started after having been in the stopped (deallocated) state. The address is released from a VM deployed through either deployment model when the VM is deleted.

1. Can I manually assign IP addresses to NICs within the VM operating system?

Yes, but it's not recommended unless necessary, such as when assigning multiple IP addresses to a virtual machine. For details, see Adding multiple IP addresses to a virtual machine. If the IP address assigned to an Azure NIC attached to a VM changes, and the IP address within the VM operating system is different, you lose connectivity to the VM.

1. If I stop a Cloud Service deployment slot or shutdown a VM from within the operating system, what happens to my IP addresses?

Nothing. The IP addresses (public VIP, public, and private) remain assigned to the cloud service deployment slot or VM.

1. Can I configure a static MAC address for my VM?

No. A MAC address cannot be statically configured.

1. Will the MAC address remain the same for my VM once it's created?

Yes, the MAC address remains the same for a VM deployed through both the Resource Manager and classic deployment models until it's deleted. Previously, the MAC address was released if the VM was stopped (deallocated), but now the MAC address is retained even when the VM is in the deallocated state. The MAC address remains assigned to the network interface until the network interface is deleted or the private IP address assigned to the primary IP configuration of the primary network interface is changed.

1. Can I move VMs from one subnet to another subnet in a VNet without redeploying?

Yes. You can find more information in the How to move a VM or role instance to a different subnet article.

## Azure services that connect to VNets

1. Can I move my services in and out of VNets?

No. You cannot move services in and out of VNets. To move a resource to another VNet, you have to delete and redeploy the resource.

## VNet peering

1. What are the constraints related to Global VNet Peering and Load Balancers?

If the two virtual networks in two different regions are peered over Global VNet Peering, you cannot connect to resources that are behind a Basic Load Balancer through the Front End IP of the Load Balancer. This restriction does not exist for a Standard Load Balancer. The following resources can use Basic Load Balancers which means you cannot reach them through the Load Balancer's Front End IP over Global VNet Peering. You can however use Global VNet peering to reach the resources directly through their private VNet IPs, if permitted.

VMs behind Basic Load Balancers

Virtual machine scale sets with Basic Load Balancers

Redis Cache

Application Gateway (v1) SKU

Service Fabric

SQL MI

API Management

Active Directory Domain Service (ADDS)

Logic Apps

HDInsight

Azure Batch

App Service Environment

You can connect to these resources via ExpressRoute or VNet-to-VNet through VNet Gateways.

1. Can I enable VNet Peering if my virtual networks belong to subscriptions within different Azure Active Directory tenants?

Yes. It is possible to establish VNet Peering (whether local or global) if your subscriptions belong to different Azure Active Directory tenants. You can do this via PowerShell or CLI. Portal is not yet supported.

1. My VNet peering connection is in Initiated state, why can't I connect?

If your peering connection is in an Initiated state, this means you have created only one link. A bidirectional link must be created in order to establish a successful connection. For example, to peer VNet A to VNet B, a link must be created from VNetA to VNetB and from VNetB to VNetA. Creating both links will change the state to Connected.

1. My VNet peering connection is in Disconnected state, why can't I create a peering connection?

If your VNet peering connection is in a Disconnected state, it means one of the links created was deleted. In order to re-establish a peering connection, you will need to delete the link and recreate it.

1. Can I peer two VNets with matching or overlapping address ranges?

No. Address spaces must not overlap to enable VNet Peering.

1. How much do VNet peering links cost?

There is no charge for creating a VNet peering connection. Data transfer across peering connections is charged.

1. Is VNet peering traffic encrypted?

No. Traffic between resources in peered VNets is private and isolated. It remains completely on the Microsoft Backbone.

1. If I peer VNetA to VNetB and I peer VNetB to VNetC, does that mean VNetA and VNetC are peered?

No. Transitive peering is not supported. You must peer VNetA and VNetC for this to take place.

1. Are there any bandwidth limitations for peering connections?

No. VNet peering, whether local or global, does not impose any bandwidth restrictions. Bandwidth is only limited by the VM or the compute resource.

## Virtual network service endpoints

todo