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# Content:

Where to scan information in webserver?

* Websever application
* Operating System
* Database Management System

Approaches used to scan and analyze webserver system include:

* Pentest Method
* Packet sniffing base – passive base
* Scan information then match with vulnerability DB – there are some tools:
  + Nmap
  + Nessus

New assumption for this system:

* DBMS used for webserver will be outsourced.

# Tasks:

* NMap researching:
  + How to use it?
  + What is its output format?
  + How to translate from nmap’s output to predicate that is further used in program.
  + How does it detect vulnerability from scanned information?
* Have responsibility: C.Thang, Q.Thang, Tan, Kim
* Report about TIAA source code
  + Thi
* Add DBMS to the architecture
* Thi