Minutes

# Data Flow and Data Element Review:

* Alert Rules: change NIDS-Rules’ Source IP and Destination IP to range of IP address.
* Rules: use structure of Snort rule.
* Packet: use structure of network packet (IPv4 + IPv6).
* Change data flow’s name from D2 to P6 to Vulnerability Info

# New issues:

* Structure of Data Flows: Server Data, Server info, Vulnerability Info
* How to determine Volume/Time of a Data Flow?

# New Rules:

* The one who has responsibility to write report at the meeting must update project at 0h that day.
* Punishment for unfinished work or not commit before deadline is 10.000VND once.
* Punishment for incomplete project committing is 10.000VND once.

# Tasks:

* Each member must complete his previous tasks.
* Each member must do studying about the structure of Data Flows: Server Data, Server Info, Vulnerabilities Info
* C.Thang: ask SAD teacher directly about:
  + Have to write 1 or 2 data flow if they have same name but in 2 different flows.
  + Can configuration information be one data flow?