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**Лабораторная работа №1**

**«Концепция национальной безопасности республики Беларусь»**

**Цель работы:** Изучить концепцию национальной безопасности РБ.

Информационная безопасность - состояние защищенности сбалансированных интересов личности, общества и государства от внешних и внутренних угроз в информационной сфере.

Национальные интересы - совокупность потребностей государства по реализации сбалансированных интересов личности, общества и государства, позволяющих обеспечивать конституционные права, свободы, высокое качество жизни граждан, независимость, территориальную целостность, суверенитет и устойчивое развитие Республики Беларусь.

Национальные интересы Республики Беларусь охватывают все сферы жизнедеятельности личности, общества и государства, тесно взаимосвязаны и являются концептуальными ориентирами для ее долгосрочного развития.

Основными национальными интересами в информационной сфере являются:

* реализация конституционных прав граждан на получение, хранение и распространение полной, достоверной и своевременной информации;
* формирование и поступательное развитие информационного общества;
* равноправное участие Республики Беларусь в мировых информационных отношениях;
* преобразование информационной индустрии в экспортно-ориентированный сектор экономики;
* эффективное информационное обеспечение государственной политики;
* обеспечение надежности и устойчивости функционирования критически важных объектов информатизации.

Основными потенциальными либо реально существующими угрозами национальной безопасности в ИТ-сфере являются:

* деструктивное информационное воздействие на личность, общество и государственные институты, наносящее ущерб национальным интересам;
* нарушение функционирования критически важных объектов информатизации;
* недостаточные масштабы и уровень внедрения передовых информационно-коммуникационных технологий;
* снижение или потеря конкурентоспособности отечественных информационно-коммуникационных технологий, информационных ресурсов и национального контента.

В информационной сфере внутренними источниками угроз национальной безопасности являются:

* распространение недостоверной или умышленно искаженной информации, способной причинить ущерб национальным интересам Республики Беларусь;
* зависимость Республики Беларусь от импорта информационных технологий, средств информатизации и защиты информации, неконтролируемое их использование в системах, отказ или разрушение которых может причинить ущерб национальной безопасности;
* несоответствие качества национального контента мировому уровню;
* недостаточное развитие государственной системы регулирования процесса внедрения и использования информационных технологий;
* рост преступности с использованием информационно-коммуникационных технологий;
* недостаточная эффективность информационного обеспечения государственной политики;
* несовершенство системы обеспечения безопасности критически важных объектов информатизации.

В информационной сфере внешними источниками угроз национальной безопасности являются:

* открытость и уязвимость информационного пространства Республики Беларусь от внешнего воздействия;
* доминирование ведущих зарубежных государств в мировом информационном пространстве, монополизация ключевых сегментов информационных рынков зарубежными информационными структурами;
* информационная деятельность зарубежных государств, международных и иных организаций, отдельных лиц, наносящая ущерб национальным интересам Республики Беларусь, целенаправленное формирование информационных поводов для ее дискредитации;
* нарастание информационного противоборства между ведущими мировыми центрами силы, подготовка и ведение зарубежными государствами борьбы в информационном пространстве;
* развитие технологий манипулирования информацией;
* препятствование распространению национального контента Республики Беларусь за рубежом;
* широкое распространение в мировом информационном пространстве образцов массовой культуры, противоречащих общечеловеческим и национальным духовно-нравственным ценностям;
* попытки несанкционированного доступа извне к информационным ресурсам Республики Беларусь, приводящие к причинению ущерба ее национальным интересам.

В информационной сфере с целью нейтрализации внутренних источников угроз национальной безопасности совершенствуются механизмы реализации прав граждан на получение, хранение, пользование и распоряжение информацией, в том числе с использованием современных информационно-коммуникационных технологий. Государство гарантирует обеспечение установленного законодательством порядка доступа к государственным информационным ресурсам, в том числе удаленного, и возможностям получения информационных услуг. Значимым этапом станет разработка и реализация стратегии всеобъемлющей информатизации, ориентированной на развитие электронной системы осуществления административных процедур, оказываемых гражданам и бизнесу государственными органами и иными организациями, и переход государственного аппарата на работу по принципу информационного взаимодействия. Ускоренными темпами будет развиваться индустрия информационных и телекоммуникационных технологий. Особое внимание будет уделяться последовательному повышению качества, объема и конкурентоспособности национального контента, который призван занимать доминирующее положение внутри страны, и его продвижению во внешнее информационное пространство.

Приоритетным направлением является совершенствование нормативной правовой базы обеспечения информационной безопасности и завершение формирования комплексной государственной системы обеспечения информационной безопасности, в том числе путем оптимизации механизмов государственного регулирования деятельности в этой сфере. При этом важное значение отводится наращиванию деятельности правоохранительных органов по предупреждению, выявлению и пресечению преступлений против информационной безопасности, а также надежному обеспечению безопасности информации, охраняемой в соответствии с законодательством. Активно продолжится разработка и внедрение современных методов и средств защиты информации в информационных системах, используемых в инфраструктуре, являющейся жизненно важной для страны, отказ или разрушение которой может оказать существенное отрицательное воздействие на национальную безопасность.

Нейтрализации ряда внутренних источников угроз национальной безопасности способствует информационное обеспечение государственной политики, которое заключается в доведении до граждан Республики Беларусь и внешней аудитории объективной информации о государственном курсе во всех сферах жизнедеятельности общества, официальной позиции по общественно значимым событиям внутри страны и за рубежом, о деятельности государственных органов. Важной задачей при этом является расширение каналов и повышение качества информирования зарубежной общественности. Составной частью информационного обеспечения государственной политики выступает информационное противоборство, представляющее собой комплексное использование информационных, технических и иных методов, способов и средств для воздействия на информационную сферу с целью достижения политических, экономических и иных задач либо защиты собственного информационного пространства.

Защита от внешних угроз национальной безопасности в информационной сфере осуществляется путем участия Республики Беларусь в международных договорах, регулирующих на равноправной основе мировой информационный обмен, в создании и использовании межгосударственных, международных глобальных информационных сетей и систем. Для недопущения технологической зависимости государство сохранит роль регулятора при внедрении иностранных информационных технологий.

**Вывод**: Изучена концепция национальной безопасности РБ. Подробно изучены основные национальные интересы в информационной сфере, внутренние и внешние источники угроз национальной безопасности в информационной сфере, а также основные методы борьбы с источниками угроз безопасности в информационной сфере.

**Лабораторная работа №2**

**«Решение задачи разработки средств защиты для обеспечения максимальной эффективности объекта в условиях несанкционированного доступа»**

**Цель работы:** научится решать задачи разработки средств защиты для обеспечения максимальной эффективности объекта в условиях несанкционированного доступа.

**Теоретическое введение**

Все методы защиты информации по характеру проводимых действий можно разделить на:

* законодательные (правовые);
* организационные;
* технические;
* комплексные.

Для обеспечения защиты объектов информационной безопасности должны быть соответствующие правовые акты, устанавливающие порядок защиты и ответственность за его нарушение. Законы должны давать ответы на следующие вопросы: что такое информация, кому она принадлежит, как может с ней поступать собственник, что является посягательством на его права, как он имеет право защищаться, какую ответственность несет нарушитель прав собственника информации.

Установленные в законах нормы реализуются через комплекс организационных мер, проводимых прежде всего государством, ответственным за выполнение законов, и собственниками информации. К таким мерам относятся издание подзаконных актов, регулирующих конкретные вопросы по защите информации (положения, инструкции, стандарты и т. д.), и государственное регулирование сферы через систему лицензирования, сертификации, аттестации.

**Задание для выполнения**

Решить задачу разработки средств защиты для обеспечения максимальной эффективности объекта в условиях несанкционированного доступа в соответствии с вариантом.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| № варианта | *E*0 | *E* | *K* | *C* |
| 23 | 33000 | 22000 | 5 | 6000 |

**Выполнение**

Пусть имеется информационный объект, который при нормальном (идеальном) функционировании создает положительный эффект (экономический, политический, технический и т.д.). Этот эффект обозначим через *Е0*. Несанкционированный доступ к объекту уменьшает полезный эффект от его функционирования на величину *ΔЕ*. Тогда эффективность функционирования объекта с учетом воздействия несанкционированного доступа:

|  |
| --- |
| , |

Относительная эффективность:

|  |
| --- |
| , |

Будем считать, что установка на объект средств защиты информации уменьшает негативное действие несанкционированного доступа на эффективность функционирования объекта. Обозначим снижение эффективности функционирования объекта при наличии средств защиты через ΔЕ3, а коэффициент снижения негативного воздействия несанкционированного доступа на эффективность функционирования объекта ‑ через К, тогда:

|  |
| --- |
| , |

где К≥1.

Тогда эффективность при наличии средств защиты:

![](data:image/x-wmf;base64,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)

а относительная эффективность :

|  |
| --- |
| . |

Если эффективность функционирования объекта имеет стоимостное выражение (доход, прибыль и т.д.), то UΣ (суммарный ущерб) непосредственно изменяет эффективность:

![](data:image/x-wmf;base64,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)

Таким образом, при разработке средств защиты для обеспечения максимальной эффективности объекта в условиях несанкционированного доступа ущерб стремится к минимуму при оптимальной стоимости установки самих средств защиты:

![](data:image/x-wmf;base64,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)

а также эффективность и относительная эффективность стремятся к своей максимальной величине:
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Из этого следует, что стоимость средств защиты:

*(BYN)*

**Вывод:** Изучен способ решения задачи разработки средств защиты для обеспечения максимальной эффективности объекта в условиях несанкционированного доступа для обеспечения безопасности данных с минимальными затратами и повышения эффективности защитного ПО. Получили, что ![](data:image/x-wmf;base64,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), следовательно, эта защита будет эффективна.