**11Практическое занятие №8**

**Тема «Криптографическая защита информации»**

Цель: Овладение навыков работы с известными криптографическими алгоритмами.

**Теоретическое введение**

Несмотря на достаточно большое число различных систем с открытыми ключами, одной из наиболее популярных остается криптосистема RSA, созданная в 1977 г. и названная в честь ее создателей Рона Ривеста, Ади Шамиpа и Леонарда Эйдельмана. Они воспользовались тем фактом, что нахождение больших простых чисел в вычислительном отношении осуществляется легко, а разложение на множители произведения двух таких чисел – сложно.

В статье этих авторов, вышедшей в 1978 г., премия в сто долларов была назначена тому, кто первым расшифрует сообщение

68613754622061477140922254355882905759991125743198746951209308162982251457083569314766288398962801339199055182994515781515.

Метод шифрования был известен, единственное, что требовалось – разложить на два сомножителя 129-значное число, приведенное в этой статье.

Это было сделано только в 1994 г.

Задача была решена с помощью 600 человек и потребовала 220 дней и 1600 компьютеров, связанных через Internet.

Теоретические основы алгоритма RSA

Рассмотрим математические результаты, которые положены в основу этого алгоритма.

Определение 1. Сравнением целых чисел a и b будем называть соотношение между ними вида a = b + mk, означающее, что их разность (a – b) делится на заданное положительное число m, называемое модулем сравнения. При этом а называется вычетом числа b по модулю m.

Определение 2. Говорят, что два целых числа a и b сравнимы между собой и обозначают этот факт через a = b (mod m), если a и b имеют одинаковые остатки при делении на m.

Приведем некоторые очевидные свойства сравнений.

Пусть a = b (mod m) и с = d (mod m). Тогда:

1. a (+-) c = b (+-) d (mod m),
2. a\*c (+-) b\*d (mod m).

Легко также проверить, что операция сравнения по модулю m является эквивалентностью (выполняются свойства рефлексивности, транзитивности и симметричности), и, следовательно, можно говорить о разбиении множества целых чисел Z на непересекающиеся классы эквивалентности.

Теорема 1. (Малая теорема Ферма). Если p – простое число, то (x в степени (p – 1)) = 1 (mod p) для любого х, простого относи-тельно p, и (x в степени p) = х (mod p) для любого х.

Определение 3. Функцией Эйлеpа Ф(n) называется число положительных целых, меньших n и простых относительно числа n.

Теорема 2. Если n = pq, (p и q – отличные друг от друга простые числа), то Ф(n) = (p – 1)(q – 1).

Теорема 3. Если n = pq, (p и q – отличные друг от друга простые числа) и х – простое относительно p и q, то (x в степени Ф(n)) = 1 (mod n).

Следствия:

Если n = pq, (p и q – отличные друг от друга простые числа) и е – пpостое число относительно Ф(n), то отображение Е(e,n): x -> (x в степени e) (mod n) является взаимно однозначным на алгебраическом кольце вычетов Z(n).

Если е – пpостое число относительно Ф(n), то существует целое число d, такое, что e\*d = 1 (mod Ф(n)).

Пусть n = pq, где p и q – различные простые числа. Если e и d удовлетворяют уравнению (см. следствие 2), то отображения Е(e,n) и Е(d,n) являются инверсиями на кольце Zn.

Как Е(e,n), так и Е(d,n) легко рассчитываются, когда известны e, d, p, q.

Если известны e и n, но p и q неизвестны, то Е(e,n) представляет собой однонаправленную функцию; нахождение Е(d,n) по заданному n равносильно разложению n на простые сомножители.

Если p и q – достаточно большие простые числа, то разложение n – достаточно сложная вычислительная операция.

Это и заложено в основу системы шифрования RSA.

Пользователь i выбирает пару различных простых p(i) и q(i) и рассчитывает пару целых (e(i), d(i)), которые являются простыми относительно Ф(n(i)), где n(i) = p(i)\*q(i).

Итак, в реальных системах RSA реализуется следующим образом:

Каждый пользователь выбирает два больших простых числа p и q, и в соответствии с описанным выше алгоритмом выбирает два простых числа e и d; как результат умножения первых двух чисел устанавливается n. После этого {e, n} образует открытый ключ, а {d, n} – секретный (хотя можно взять и наоборот).

Открытый ключ публикуется и доступен каждому, кто желает послать владельцу ключа сообщение, которое зашифровывается указанным алгоритмом. После шифрования, сообщение невозможно дешифровать с помощью открытого ключа. Владелец же секретного ключа без труда может pасшифpовать принятое сообщение.

**Пример.**

Процедура создания ключей RSA заключается в следующем.

1. Выбирается два простых числа ***p*** и ***q***, например ***p = 7*** и ***q = 13***
2. Вычисляется произведение ***n = p\*q***, в нашем примере ***n = 7\*13 = 91***

Вычисляется функция Эйлера ***φ(n)***

***φ(n) = (p-1)\*(q-1)***

В нашем примере ***φ(n) = (7-1)\*(13-1) = 72***. Функция Эйлера определяет количество целых положительных чисел, не превосходящих ***n*** и взаимно простых с ***n***.

Целые числа называются взаимно простыми, если они не имеют никаких общих делителей, кроме 1.

1. Выбирается произвольное целое ***e***: ***0 < e < n*** взаимно простое с значением функции Эйлера ***φ(n)***. В нашем примере возьмём ***e = 5***. Пара чисел ***(e, n)*** объявляется открытым ключом шифра. В нашем примере ***(e, n) = (5, 91)***
2. Вычисляется целое число ***d***  (обратное число по модулю от е) из соотношения

***(d\*e) mod φ(n) = 1***.

Операция ***mod*** вычисляет остаток от целочисленного деления двух чисел.

Это соотношение означает, что результатом деления произведения чисел ***e*** и ***d*** на значение функции Эйлера должно быть число 1. Поэтому ***d*** можно рассчитать по формуле
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придавая ***k*** последовательно значения 1, 2, 3,.. до тех пор, пока не будет получено целое число ***d***.

**Подсказка.** Подбор ***k*** удобнее проводить в табличном процессоре Excel.

Найдём ***d*** в рассматриваемом примере:
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при ***k = 1***, ***d*** – не целое, при ***k = 2***, ***d = 29***. Пара чисел ***(d, n)*** будет закрытым ключом шифра. В нашем примере ***(d, n) = (29, 91)***.

RSA-шифрование сообщения ***T*** выполняется с помощью открытого ключа получателя ***(e, n)*** по формуле
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где ***Ti*** и ***Ci*** числовые эквиваленты символов исходного и зашифрованного сообщений (см. табл. 1).

**Таблица 1. *Числовые эквиваленты русских букв, цифр и символа пробела***

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** | **11** | **12** | **13** | **14** | **15** | **16** | **17** | **18** | **19** | **20** | **21** | **22** | **23** |
| А | Б | В | Г | Д | Е | Ё | Ж | З | И | Й | К | Л | М | Н | О | П | Р | С | Т | У | Ф | Х |

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **24** | **25** | **26** | **27** | **28** | **29** | **30** | **31** | **32** | **33** | **34** | **35** | **36** | **37** | **38** | **39** | **40** | **41** | **42** | **43** | **44** |
| Ц | Ч | Ш | Щ | Ъ | Ы | Ь | Э | Ю | Я | пробел | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 |

Рассмотрим пример шифрования RSA. Зашифруем сообщение «КАФСИ» с помощью открытого ключа (5, 91) (см. табл. 2).

**Таблица 2. *Вычисление шифрограммы***

|  |  |  |
| --- | --- | --- |
| **Символы исходного сообщения, *Ti*** | **Коды символов *Ti*(табл. 1)** | **Зашифрованные коды символов*Ci*** |
| К | 12 | ***125mod 91 = 38*** |
| А | 1 | ***15mod 91 = 1*** |
| Ф | 22 | ***225mod 91 = 29*** |
| С | 19 | ***195mod 91 = 80*** |
| И | 10 | ***105mod 91 = 82*** |

Таким образом, мы исходное сообщение «КАФСИ» представили в виде шифрограммы «38, 1, 29, 80, 82».

Расшифровка RSA-закодированного сообщения ***T*** выполняется с помощью закрытого ключа получателя ***(d, n)***по формуле

![http://altaev-aa.narod.ru/security/images/im10.png](data:image/png;base64,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)

Рассмотрим пример восстановления исходного сообщения. В предыдущем примере была получена пара ключей и шифрограмма «38, 1, 29, 80, 82», созданная открытым ключом данной пары. Восстановим исходное сообщение, применив закрытый ключ ***(d, n) = (29, 91)*** той же пары (см. табл. 3).

**Таблица 3. *Восстановление сообщения***

|  |  |  |
| --- | --- | --- |
| **Зашифрованные коды символов *Ci*** | **Дешифрованные коды символов *Ti*(табл. 4.1)** | **Символы исходного сообщения,*Ti*** |
| 38 | ***3829mod 91 = 12*** | К |
| 1 | ***129mod 91 = 1*** | А |
| 29 | ***2929mod 91 = 22*** | Ф |
| 80 | ***8029mod 91 = 19*** | С |
| 82 | ***8229mod 91 = 10*** | И |

Таким образом, мы восстановили исходное сообщение «КАФСИ».

**Задание к выполнению**

1. Изучить теоретическое введение по данной теме.
2. Перенести в электронную тетрадь основные положения данной темы.
3. Реализовать пример шифрования сообщения в соответствии с вариантом:

|  |  |  |  |
| --- | --- | --- | --- |
| Номер варианта | Сообщение | p | Q |
|  | ABF | 5 | 107 |
|  | DFA | 7 | 103 |
|  | CDA | 11 | 101 |
|  | DCD | 13 | 97 |
|  | DCA | 17 | 89 |
|  | DAC | 19 | 83 |
|  | CAD | 23 | 79 |
|  | CBC | 29 | 73 |
|  | BCB | 31 | 71 |
|  | BBB | 37 | 67 |
|  | CCC | 41 | 61 |
|  | AAA | 43 | 59 |
|  | DDD | 47 | 53 |
|  | ADA | 53 | 47 |
|  | DAA | 59 | 43 |
|  | DDA | 61 | 41 |
|  | DAD | 67 | 37 |
|  | CCD | 71 | 31 |
|  | DDC | 73 | 29 |
|  | BBC | 79 | 23 |
|  | AAD | 83 | 19 |
|  | AAC | 89 | 17 |
|  | AAB | 97 | 13 |
|  | BAB | 101 | 11 |
|  | BAA | 103 | 7 |
|  | DCD | 107 | 5 |