尊敬的客户您好，

感谢您使用北京光环新网科技股份有限公司的服务！

接到公安部北京网安总队下发通知，贵司在光环新网使用的主机IP存在重大漏洞及安全隐患，请您于2018年8月21日中午12时前将如下主机IP漏洞情况按照相关解决建议进行整改或下线，并请务必回复本邮件告知我们您的整改结果（请在附件表“处理结果”列填报“完成”或“未完成”）；公安部要求所有漏洞均应得到处理，尤其是紧急、高危、中危漏洞必须在8月21日前完成处理，若您未能完成处理，公安部门可能会采取相应行动，后续还将组织复扫，将可能影响您的正常使用。

非常感谢您的严格执行与配合！

重大漏洞/安全隐患概要见邮件附件详情表。

以下是网安总队及技术安全单位的安全防护建议：

1、建议中小网站用户可使用公安部www.beian.gov.cn网站首页下载“中小网站安防系统”工具；

2、其他安全建议：

· Windows自动更新是Windows操作系统的一项功能，计算机的重要更新发布时，它会及时提醒下载和安装。通过使用自动更新可以在第一时间更新操作系统，修复系统漏洞，保护计算机安全。使用此更新同微软的在线升级并无冲突，仍然可以运行主机操作系统内的“Windows Update”程序或者访问http://update.microsoft.com/来进行在线升级。

· 对于大量终端用户而言，可以采用WSUS自动更新服务器，可以最快速、安全的进行系统更新，同时可以减少外网访问流量，特别是国际访问流量。我们建议采用WSUS的用户都启用此服务，实时更新系统补丁，降低安全隐患。

· 对于存在弱口令的系统或服务，建议修改密码，同时使用策略来强制限制密码长度和复杂性，对于一些可关闭的服务，建议关闭服务以达到安全的目的。

· 对于Linux、Unix系统的用户，也可以使用相应的更新命令来进行系统补丁升级，同时关注其他软件的厂商安全公告做好升级操作。

由于其他原因不能及时安装补丁的系统，考虑在网络边界、路由器、防火墙上设置严格的访问控制策略，以保证网络的动态安全。