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Protecting against Spectre and Meltdown in 2022

In today’s world, everything is just a fingertip away. The internet has connected us more than any other time in history. While the internet gives us access to vast amounts of information, it also brings security risks with it. One of these security risks is that of Spectre and Meltdown. Spectre and Meltdown are paired together because both exploits allow external programs to access the memory of another process. This allows private data to be scraped from your device without the operating system's authorization. Even though these exploits were discovered in 2017, their effects can still be seen today due to how lucrative the exploits are.

While Spectre and Meltdown were discovered nearly 5 years ago, the CPU and software industries are still being affected by the exploit. The Spectre and Meltdown exploits are not just a single algorithm to gain access to your data but instead are a family of security vulnerabilities. When one version gets patched by a newer CPU version, a new version pops up. A recent example of a new child of this family of exploits is the Branch History Injection (Nichols 2022). This exploit, if executed correctly could access your sensitive data such as plaintext passwords, encryption keys, banking information, and anything else that is being used on your device. Because this exploit was discovered recently, chip manufacturers and operating system developers might not have put a security update in place. The industry will always need to be on the lookout for these kinds of exploits.

To understand the decisions that must be made to be secure, we need to have at least a basic understanding of why Spectre and Meltdown exist in the first place. We have all learned about Moore’s law stating that “the number of transistors per silicon chip doubles every year.” (Britannica 2022). In recent years this law has been starting to slow down but the chip manufacturers need to keep advancing to stay on top. The leading CPU manufacturer, Intel, decided to put caches into almost every corner of their chip architecture to keep advancing. A cache is a small amount of memory that can be referenced and responds faster than RAM. These caches are the centerpiece of almost every Spectre and Meltdown exploit. If one process is temporarily stopped so another process can be processed, the values in the caches persist. If the new process needs a spot in the cache, then it is replaced with a new value which takes time. CPUs also use what is called speculative execution where some code can be executed before checking if it is valid. By using speculative execution and timing which cache values take longer to access, an external process can access the data of the previous process through any cache in a CPU.

A recent article by Kaspersky goes over how these security vulnerabilities are affecting us today and a couple of ways of guarding against them. There are three ways to protect against these vulnerabilities: modifying new CPUs, changing microcode, or releasing software updates (Root 2022). By changing one or more of these, a newly discovered security vulnerability can be partially or completely guarded against. Software updates provide an immediate solution to protecting your data. This prevents these vulnerabilities from being executed on different systems as long as they are up to date. Similarly, microcode can also be updated to provide an immediate response to save your private information from being spied on. Additional to these immediate patches, the design of the newer versions of CPUs is changed so that a specific type of exploit is physically unable to work on newer devices. All these solutions simply provide yourself and others the security they deserve, but while security at face value is desirable, there are costs to these changes that need to be considered.

As we discussed previously, there are three ways to protect against Spectre and Meltdown: software updates, microcode updates, and hardware. The first downside to these changes discussed in the article is that CPUs can “[disable] speculative code execution” (Root 2022). Speculative code execution is used so the CPU can start working before it gets an answer from RAM. By disabling it, these newer CPUs that are more secure against these vulnerabilities are inherently slower. The second downside to these measures of protecting against Spectre and Meltdown mentioned in the article is the optional security options when compiling the Linux kernel. Linux is most commonly used on large-scale databases and mainframes where speed and efficiency are extremely important. While speed is important, security is also a large requirement of these systems. By enabling all the “anti-Spectre precautions in the Linux OS” there is an average of a 25% performance decrease (Root 2022). While this performance hit wouldn’t be noticed too much if these precautions were on our personal machines, these large computer systems cost millions of dollars to build and upkeep. A 25% decrease in performance to keep the data secure will cost additional millions of dollars just to have the same performance as before. Lastly, all of these security vulnerabilities have to actively be fought against. When a new vulnerability is found, it is up to the chip companies and the software developers to secure their systems against it. Without constant upkeep and careful observation, our computer systems will eventually become vulnerable. This fact is especially important for old, unsupported systems such as windows 7 or older CPU models.

There is one main way of securing our private data while not sacrificing our devices’ performance: reducing the number of CPU caches. Most of these vulnerabilities do not affect AMD chips because instead of focusing on a faster CPU, they’ve focused on adding more cores and threads per chip. This doesn’t require the overuse of caches that Intel and other’s architectures require. By using fewer caches, AMD has unknowingly protected themselves from Spectre and Meltdown. in recent years AMD has finally started to take up a significant portion of the CPU market share because they got lucky with their CPU architecture. This doesn’t mean that the problem doesn’t exist for AMD though, they still need to keep a careful eye for exploits on the few caches they use and communicate with software developers about what precautions still need to be made.

In conclusion, Spectre and Meltdown are significant risks to our privacy when using our electronic devices. These vulnerabilities can be actively protected against but at the cost of the performance of our devices. This might cost us more for our devices or might cost companies more for their servers. While these vulnerabilities heavily affect intel’s CPU architecture, AMD chips are far less affected. This is one of the main reasons why AMD has seen a resurgence in popularity since 2017 and why Intel is likely to focus on increasing their core counts.
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