TOP 10 OWASP > A1: 2017 – FAILLE D’INJECTION

Les failles d’injection telles que les injections SQL, NoSQL, OS et LDAP sont communes dans les applications Web. L'injection se produit quand des données écrites par l'utilisateur sont envoyées à un interpréteur en tant qu'élément faisant partie d'une commande ou d'une requête. Les données hostiles de l'attaquant dupent l'interpréteur afin de l'amener à exécuter des commandes fortuites, à changer des données, etc.