| **Địa chỉ website** | **Phân loại** | **Giải thích (ít nhất 2 lý do)** |
| --- | --- | --- |
| [https://www.vietcombank.com.vn](https://www.vietcombank.com.vn/) | **An toàn** | 1. Giao thức **HTTPS** được sử dụng (có “https://” và biểu tượng khóa) – dữ liệu truyền giữa bạn và máy chủ được mã hóa.2. Tên miền chính thức, uy tín, hợp lệ (vietcombank.com.vn) và không có phần tên lạ thêm vào. |
| [http://secure-vietcombank-login.com](http://secure-vietcombank-login.com/) | **Không an toàn** | 1. Giao thức chỉ là **HTTP**, không mã hóa dữ liệu – dễ bị nghe lén hoặc đánh cắp thông tin.2. Tên miền giả mạo: thêm phần “secure‑...‑login” nhằm đánh lừa người dùng — không phải tên miền chính thức của ngân hàng. |
| [https://facebook.com](https://facebook.com/) | **An toàn** | 1. Sử dụng **HTTPS**, mã hóa dữ liệu giữa người dùng và máy chủ.2. Facebook là tên miền uy tín, widely known, không có dấu hiệu giả mạo (ví dụ không có tiền tố lạ, tên miền phụ lạ). |
| [http://free-gift-now.info](http://free-gift-now.info/) | **Không an toàn** | 1. Giao thức HTTP, không có bảo mật mã hóa – thông tin gửi đến trang này dễ bị chặn hoặc thay đổi.2. Tên miền có vẻ “mồi nhử” (như “free-gift-now”) thường dùng trong lừa đảo, phishing — hứa quà miễn phí để dụ người dùng nhấp vào hoặc nhập thông tin cá nhân. |