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이번 특강에서는 국가보안기술연구소에서 오신 김원호 동문 선배님께서 오셔서 정보보안에 관한 다양한 이야기를 해 주셨다. 그 중에도 기억에 남았던 것은 사이버전에 대한 것이었는데, 특정 국가의 네트워크에 위해를 가하여 대상 국가를 약화시키는 것으로 사이버 심리전, 첩보활동, 랜섬웨어, 디도스 등이 해당된다. 얼마 전 전 세계를 떠들썩하게 했던 러시아-우크라이나전의 발발 전에도 러시아군의 사이버 공격이 있었다고 한다. 전초전이자 군사적 공격의 일부로 취급되는 것이다. 보안이 단순한 개인을 넘어 산업과 국가까지도 보호할 수 있는 중요한 수단이라는 것이 느껴졌다.

특히 러시아-우크라이나 전쟁에서는 딥페이크로만든 대통령의 항복 영상을 뿌리는 등 다양한 기술들이 활용된 것으로 전해진다. 우리가 배우고 다루는 기술들이 세상에서 어떤 파급력을 가지고 어떤 영향력을 발휘할 수 있는지 늘 되새기는 것이 좋겠다는 생각이 들었다. 기술의 발전이라는 것이 늘 양지에만 영향을 주지는 않기에, 발전되는 만큼 악용되는 사례도 다양하고 넓은 범위로 뻗어 나가기 마련인 까닭이다. 실제로 과거 널리 유행했던 랜섬웨어를 서비스적으로 제공하는 청부업체가 오늘날 존재하는 상황을 보면 그 위험성이 더욱 실감된다. 아직 학부생이나, 더욱 다양한 분야를 열심히 공부하고 언젠가 나의 전문 분야를 정하게 되었을 때 더욱 넓은 시야와 관점을 가지고 연구할 수 있었으면 좋겠다.