Diffie-Hellman密钥交换算法实现

1. 实现DH密钥交换协议（算法参数，p是128bit的任意一个素数 ， g 为 2）
2. 利用1.实现的算法，设计一个服务端和客户端，进行通信，在通信的过程中，消息要使用协商好的密钥加密消息。（加密算法是AES的cbc模式, 密钥长度为128）
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