${FINDING\_NAME}  
**Dread Score Summary                                                         STATUS:** CONFIRMED

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | --- | | **Risk Rating** | | | | MODERATE | | | | | Damage Potential | Reproducibility | Exploitability | Affected Users | | Discoverability | Total | Remediation Effort | | 3 | 4 | 5 | ${CRI\_AFEC} | | 4 | ${CRI\_TTL} | MEDIUM | |

**Summary of Finding**  
${CRITICAL\_SUMMARY}  
**Proof of Concept**  
${CRITICAL\_PROOF}  
**Recommendations**  
It is best business practice that any cookies that are sent (set-cookie) over an SSL connection to explicitly state secure on them. As such, make sure that sensitive cookies, which are sent over an encrypted connection to the server, are set with the "secure" attribute.
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