# Arbeitsprotokoll

**Datum:** 25.09.2025  
**Verantwortlicher:** Noé

**Arbeitspaket:** Test- und Sicherheitskonzept erstellen

**Tätigkeiten / Schritte:**

* Testkonzept für alle KMU-Dienste (MediaWiki, Nextcloud, GitLab/Gogs, Portainer) erstellt
* Sicherheitskonzept erarbeitet: containerspezifische Risiken und Massnahmen dokumentiert
* Testfälle für Nextcloud und CVS definiert und protokolliert
* Dateien strukturiert ins lokale Repository gebracht
* Ordnerstruktur für das Projekt-Repo angepasst und vorbereitet für Commit/Push

## IPERKA-Schritte:

* **Informieren:** Anforderungen der KMU-Dienste überprüft
* **Planen:** Testfälle und Sicherheitsmassnahmen konzipiert
* **Entscheiden:** Vorgehen für Dokumentation und Commit-Struktur festgelegt
* **Realisieren:** Test- und Sicherheitskonzept erstellt und strukturiert
* **Kontrollieren:** Struktur im Repository überprüft
* **Auswerten:** Fortschritt dokumentiert, Grundlage für nächste Arbeitsschritte geschaffen

### Bemerkungen:

* Test- und Sicherheitskonzept kann nun ins GitHub-Repo gepusht werden
* Arbeitsplanung für die nächsten Schritte vorbereiten (z. B. MediaWiki und Nextcloud Deployment testen)