# 密码明文回显

## 前置知识

**威胁描述：**

当用户在移动应用上输入登录密码时，如果直接将输入的密码回显在页面上，而如果用户的移动系统中又存在恶意应用，那么恶意应用可能会在用户输入登录密码时对屏幕录像或者截图，这样就可以获取到用户的登录密码了，这将导致用户的敏感信息泄漏。

**涉及功能点：**

登录

## 修复方案

1. 对于用户输入的密码信息不要直接回显在页面上，可以用特殊字符（如：\*）代替密码字符。
2. 可以使用安全软键盘来确保密码信息不直接回显在页面上。
3. 也可以设置密码输入框的属性为password，这样将用\*号代替显示密码字符。