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# **Chapter 1 - Introduction**

As the title suggests, in this piece of writing I will discuss, with examples, the possible security problems that may arise when designing, configuring and using software in a financial institution.

Firstly, I want to discuss the definition of a financial institution in the context of this paper.The United Stated Government through the Financial Crimes Enforcement Network [1] defines a financial institution as any person (as in individual, business, partnership, trust or estate) doing business in one or more of the following capacities:

1. Bank
2. Broker or dealer in securities
3. Money services business
4. Telegraphy company
5. Casino
6. Card club
7. A person subject to supervision by any state or federal bank supervisory authority

For the context of this paper, I will be refering to financial institution as a business that has the capacity of a bank, broker or dealer in securities or money services business.

The structure of the dissertation goes as following: presenting the general structure of a financial institustion (ex: a bank), exposing the possible weak points of the structure from an IT prespective and presenting possible fixes for those problems. The text will be accompanied by example projects posted in the following repository :” REPO”, which will showcase the aforementioned weak points and fixes.

# **Chapter 2 – The general structure of a financial institution’s IT system**

In this opening chapter, I would like to discuss the structure of the financial institution that I will be analysing from a secirity perspective. I will be taking on a top-down perspective, from the design of the systems to the outward facing capilaries.

## Chapter 2.1 – Structure of the critical internal systems

In this subchapter, I will be describing the internal structure of the critical internal systems of a financial institution, mostly Databases and Networks.

Databases are a critical piece of any infrastructure. For financial institutions, reputation plays a big role in their business. Thus, client data must always be kept safe.

A good rule is for any organization to have backups online and offline, as well as onsite and offsite. Since we are dealing with a financial organization such as a bank, we can assume that most data stored is of high value to the institution. Such data shall always be as protected as possible. Keeping backups will lead to an easy recovery in case of emergency. They also allow for minimization of risk.

-- another one or two points about database security

-- (here I can link with the idea of the app)

Networks and their management are another key component to any organization. Having proper security on any level of the iso/osi model [2] is of upmost importance. Although most software is not assuming a high level of security within the same organization when communicating, a multitude of security issues can lead to an incident.

When dealing with sensitive data, not only the access points, but the mode of transfer must also be secure. A secure network is not only maintained and guarded physically; it also must be maintained logically.

When discussing physical security, we can talk about maintaining proper procedures for entering restricted areas and maintaining the equipment.

On the other hand, logical security of a network has many components. There are passive security solutions such as honeypots and canaries. There are active security solutions such as intrusion detection systems.

There can also be layers of security, in the forms of DeMilitarized Zones (DMZ -- add source) with ever-more restrictive firewall rules.

With this subchapter, we can start painting a more holistic picture of an organization. We can now assume that an organization has databases that connect to software through networks and that these must be secure.

## Chapter 2.2 – Ways most clients of a financial institustion interact with it

As the title suggests, this subchapter will take on the task of presenting the ways in which clients can interact with the IT systems of financial institutions.

--talk about hardware facing clients such as atms

--talk about websites facing clients

--talk about networks facing clients (such as wifi in subsidiaries)

## Chapter 2.3 – Ways most employees of a financial institustion interact with it

--study that most attacks come from within

--protocols and training in relation to this

--talk about following protocols and training

--talk about data safety through training

--talk about accont safety through training

---make callbacks to ISO and network for dummies + audit

# **Chapter 3 – Types of possible attacks**

Within the structure described above, there can be a big number of attacks. In this chapter, I will be emphasizing some of the most prevelent. According to OWASP Top 10 API Security Risks – 2023 [3], the most problematic vulnerabilities are:

1. Broken Object Level Authorisation
2. Broken Authentification
3. Broken Object Property Level Authorisation
4. Unrestricted Resource Consumption
5. Broken Function Level Authorisation
6. Unrestricted Access to Sensitive Business Flows
7. Server Side Request Forgery
8. Security Misconfiguration
9. Improper Inventory Management
10. Unsafe Consumption of APIs

Besides all of the above mentioned problems when writing a software APIs, there exist a lot more misconfiguration and mismanagement problems when using third-party software and hardware.

## Chapter 3.1 – Third-party software and hardware security problems

Firstly, I would like to discuss about possible problems with third-party software and hardware.

--add database security here

## Chapter 3.2 – API problems

Asdasda

# **Chapter 4 – Prevention and mitigation of attacks**

-- Description of this chapter

## Chapter 4.1 – Prevention and mitigation of third-party software and hardware security problems

According to the Plan-Do-Check-Act principle, any component must go through cycles of planning changes, implementing them, checking for issues (being security or otherwise) and acting to minimise the issues.

-- Risk avoidance

--database security

## Chapter 4.2 – Prevention and mitigation of API problems

-- Add API Prevention and Mitigation

# **Chapter 5 – Conclusiton**

-- Add conclusion
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# **Anex 2 – Acronym list**

|  |  |
| --- | --- |
| *API* | Application Programming Interface |
| *DB* | Data Base |
| *TCP* | Transmission Control Protocol |