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# 物理安全

## 物理位置选择（机房位置等）

## 物理访问控制（出入刷卡等）

# 网络安全部分

## 访问控制

### 应在网络边界部署访问控制设备，启用访问控制功能

### HTTP、FTP等协议层的网络控制

### 。。。

## 安全审计

### 网络运行状况，设备等的日志记录

## 入侵防范

### 在网络边界处监视：

1. 端口扫描
2. 强力攻击
3. 木马后门攻击
4. 拒绝服务攻击
5. 缓冲区溢出攻击
6. IP碎片攻击、
7. 网络蠕虫攻击等

攻击出现时，网络端需记录类型目的时间等

### 恶意代码防范：

1. 网络层对恶意代码进行检测清除
2. 维护恶意代码库的升级检测系统更新

### 网络设备防护：

1. 登录网络设备的用户进行身份鉴别
2. 应对网络设备的管理员登录地址进行限制

# 主机安全

## 身份鉴别

1. 应对登录操作系统和数据库系统的用户进行身份标识和鉴别
2. 操作系统和数据库系统管理用户身份标识应具有不易被冒用的特点，口令应有复杂度要求并定期更换
3. 应启用登录失败处理功能，可采取结束会话、限制非法登录次数和自动退出等措施
4. 。。。

## 访问控制

1. 启用访问控制功能，依据安全策略控制用户对资源的访问
2. 应实现操作系统和数据库系统特权用户的权限分离
3. 应及时删除多余的、过期的帐户，避免共享帐户的存在
4. 。。。

## 安全审计

1. 审计范围应覆盖到服务器和重要客户端上的每个操作系统用户和数据库用户
2. 。。。

## 入侵防范

1. 能够检测到对重要服务器的入侵行为，记录IP，类型，目的，时间等
2. 。。。

## 恶意代码防范

1. 安装防恶意代码软件（杀毒软件）并定期更行软件版本和恶意代码库
2. …

## 资源控制

1. 对重要服务器进行监视，包括CPU硬盘等资源
2. 限制单用户的最大或最小使用限度

# 应用安全

## 身份鉴别

1. 应提供专用的登录控制模块对登录用户进行身份标识和鉴别
2. 应对同一用户采用两种或两种以上组合的鉴别技术实现用户身份鉴别
3. 应提供登录失败处理功能，可采取结束会话、限制非法登录次数和自动退出等措施
4. 。。。

## 访问控制

1. 应提供访问控制功能，依据安全策略控制用户对文件、数据库表等客体的访问
2. 应由授权主体配置访问控制策略，并严格限制默认帐户的访问权限
3. 应提供登录失败处理功能，可采取结束会话、限制非法登录次数和自动退出等措施

## 是否有超时限制，也就是说，用户登陆后在一定时间内（例如15分钟）没有点击任何页面，是否需要重新登陆才能正常使用上传控制

### 上传类型限制

### 上传文件大小限制

## 安全审计

1. 审计记录的内容至少应包括事件的日期、 时间、发起者信息、类型、
2. …

## 剩余信息保护

1. 应保证用户鉴别信息所在的存储空间被释放或再分配给其他用户前得到完全清除无论这些信息是存放在硬盘上还是在内存中
2. 。。。

## 通信完整性

1. 应采用密码技术保证通信过程中数据的完整性

## 通信保密性

1. 在通信双方建立连接之前，应用系统应利用密码技术进行会话初始化验证
2. 应对通信过程中的整个报文或会话过程进行加密

## 软件容错

1. 应保证用户鉴别信息所在的存储空间被释放或再分配给其他用户前得到完全清除，无论这些信息是存放在硬盘上还是在内存中
2. …

## 资源控制

1. 当应用系统的通信双方中的一方在一段时间内未作任何响应，另一方应能够自动结束会话
2. 应能够对系统的最大并发会话连接数进行限制；
3. …

# 数据安全

## 数据完整性

1. 应能够检测到系统管理数据、鉴别信息和重要业务数据在传输过程中完整性受到破坏，并在检测到完整性错误时采取必要的恢复措施
2. …

## 数据保密性

1. 应采用加密或其他有效措施实现系统管理数据、 鉴别信息和重要业务数据传输保密性

## 数据备份恢复

1. 应提供本地数据备份与恢复功能，完全数据备份至少每天一次，备份介质场外存放
2. …

# 其他安全管理要求

…我在网上看到的资料，显示有一些很常见的WEB安全测试都要包含的内容，如：SQL注入测试；跨站点脚本攻击；跨站点伪造请求；邮件标头注入；目录遍历。。。。考虑一下这些测试是否可行，把这些也加进去。