**网络安全等级保护**

**{{organName}}-{{aplatName}}系统工具测试指导书**

被测单位：{{organName}}

测评单位：内蒙古信元网络安全技术股份有限公司

项目时间：2020年 月 日-2020年 月 日

目录

[1 测试准备 3](#_Toc58876225)

[2测评过程 4](#_Toc58876226)

[2.1测评参考点选取 4](#_Toc58876227)

[2.2 工具测试 4](#_Toc58876228)

[2.2.1 JA接入点 4](#_Toc58876229)

[3测试结束 4](#_Toc58876230)

1 测试准备

本次测试是根据《测评方案》中相关要求进行的现场工具测试，由于测试可能会危及到网络设备、主机和/或应用业务系统和数据的安全，请确认已做好了如下应对预防措施：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 确认各主机数据是否已备份，保证数据安全，如果没有备份则不进行扫描。 | | | |
| 1 | 扫描过程可能产生的意外情况都已有应急处理措施。 | | | |
| 2 | 在工作结束后，应恢复网络正常工作。 | | | |
| 3 | 确认各主机数据是否已备份，保证数据安全，如果没有备份则不进行扫描。 | | | |
| 开始时间 | |  | 确认签字 |  |

# 2测评过程

2.1测评参考点选取

针对{{aplatName}}的网络结构情况，需要在系统及其边界中设置**1**个测试工具接入点JA进行扫描测试。如图所示。“接入点”标注表示进行工具测试时，需要从该网络设备上接入，对应的箭头路线表示工具测试数据的主要流向示意：

2.2 工具测试

2.2.1 JA接入点

入口IP地址：

扫描对象：

| {{ScanHost}}序号 | 设备名称 | 操作系统/版本/补丁 | IP |
| --- | --- | --- | --- |
| [index] | [hostName] | [osName] | [ipAddr] |

主要用途：在该接入点接入测试工具，探测目标系统服务器，测试服务器对该点暴露出的安全漏洞情况。

测试需要的条件：提供1个此区域可用的IP地址。

测试状况记录：

|  |  |  |  |
| --- | --- | --- | --- |
| 开始时间 |  | 结束时间 |  |
| 观察记录 | | | |
| 记录人 |  | 确认人 |  |

# 3测试结束

本次测试工作得到有关工作人员的大力配合，已圆满结束。请确认网络和应用系统在测试后仍正常工作，技术测试未对其产生影响。

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 内容 | | | |
| 1 | 系统正常 | | | |
| 2 | 所有接入点已扫描 | | | |
| 结束时间 | |  | 确认签字 |  |

**【结束】**