|  |  |
| --- | --- |
|  | **УТВЕРЖДАЮ**  Генеральный директор  ООО «ВЛАДЕЛЕЦ ИСПДН»  \_\_\_\_\_\_\_\_\_\_\_\_\_\_  М.П. |

**АКТ**

определения уровня защищенности персональных данных при их обработке

в информационной системе персональных данных «ВЛАДЕЛЕЦ ИСПДН»  
 ООО «ВЛАДЕЛЕЦ ИСПДН»

1. **Комиссия по определению уровня защищенности персональных данных**

Комиссия в составе:

Председатель комиссии:

- (Генеральный директор)

Члены комиссии:

- \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

- \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**2. Нормативная база**

Установление уровня защищенности персональных данных, при их обработке в ИСПДн «ВЛАДЕЛЕЦ ИСПДН» осуществляется в соответствии с нормативно-правовым актом «Требования к защите персональных данных при их обработке в информационных системах персональных данных», утвержденным постановлением Правительства Российской Федерации от 1 ноября 2012 года № 1119 (далее – Постановление № 1119).

**3. Сведения о ИСПДн**

3.1 В ИСПДн «ВЛАДЕЛЕЦ ИСПДН» осуществляется обработка персональных данных как сотрудников, так и субъектов, не являющихся сотрудниками оператора. В ИСПДн «ВЛАДЕЛЕЦ ИСПДН» предусмотрена возможность внесения следующего набора персональных данных: фамилия, имя, отчество, дата рождения, пол, сведения о трудовом стаже.

3.2 Количество субъектов ПДн – менее 100 000.

3.3 ИСПДн «ВЛАДЕЛЕЦ ИСПДН» предназначена для осуществления деятельности в соответствии с Уставом ООО «ВЛАДЕЛЕЦ ИСПДН», оформления трудовых отношений, ведения кадрового и бухгалтерского учёта, оформления гражданско-правовых отношений и в иных законных целях.

**4. Установление уровня защищенности ИСПДн**

4.1 Комиссия, рассмотрела следующие исходные данные для установления уровня защищенности персональных данных при их обработке в ИСПДн «ВЛАДЕЛЕЦ ИСПДН»:

– в ИСПДн «ВЛАДЕЛЕЦ ИСПДН» осуществляется обработка иных категории персональных данных, менее чем 100 000 субъектов персональных данных как сотрудников, так и субъектов не являющихся сотрудниками оператора.

– в соответствии с документом «Модель угроз и нарушителя безопасности информационной системы персональных данных…» для ИСПДн «ВЛАДЕЛЕЦ ИСПДН» актуальны угрозы, не связанные с наличием недокументированных (недекларированных) возможностей в системном и прикладном программном обеспечении, используемом в информационной системе.

4.2 На основании пп. б) п.12 Постановления Правительства РФ от 1 ноября 2012 г. №1119 для ИСПДн «ВЛАДЕЛЕЦ ИСПДН» устанавливается необходимость обеспечения 4-го уровня защищенности персональных данных.

**5. Заключение**

На основании рассмотренных данных в соответствии с пп. б) п.12 Постановления Правительства РФ от 1 ноября 2012 г. № 1119 и с учетом перспектив увеличения объема обрабатываемых персональных данных до количества более 100 000 субъектов персональных данных, не являющихся сотрудниками оператора, комиссия установила для ИСПДн «ВЛАДЕЛЕЦ ИСПДН» ООО «ВЛАДЕЛЕЦ ИСПДН» необходимость обеспечения **3-го уровня** защищенности персональных данных (УЗ3).

|  |  |  |
| --- | --- | --- |
| **Председатель комиссии:** | | |
| Генеральный директор | \_\_\_\_\_\_\_\_\_\_\_\_  (подпись) |  |
| **Члены комиссии:** |  |  |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | \_\_\_\_\_\_\_\_\_\_\_\_  (подпись) | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | \_\_\_\_\_\_\_\_\_\_\_\_  (подпись) | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_. |

**ЛИСТ ОЗНАКОМЛЕНИЯ**

**с Актом определения уровня защищенности персональных данных**

**при их обработке в ИСПДн «ВЛАДЕЛЕЦ ИСПДН»**

|  |  |  |  |
| --- | --- | --- | --- |
| **№ п/п** | **Фамилия, Имя, Отчество** | **Должность** | **Подпись, дата** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |