演讲者及议题概要

**PAC研究**

Brandon Azad

**议题概要**

苹果继续推出硬件缓解措施，使针对iPhone的攻击变得更加困难。在本议题中，我们将分析苹果在A12 SOC上实现的PAC机制。与原来的ARM设计相比，PAC大大加强了对内核攻击的防护。基于任意内核读/写，我们将测试PAC的行为表现、推测PAC的实现、并尝试找到绕过它的方法。我将介绍我发现的绕过PAC获得内核代码执行的5种不同技术。

**演讲嘉宾介绍**

Brandon Azad是Google Project Zero的安全研究员，专门研究MacOS和iOS安全。

**钉枪：突破ARM特权隔离**

宁振宇张锋巍

**议题概要**

现在的处理器都配备了调试功能，以方便程序的调试和分析。尽管调试体系结构已经提出多年，但是调试功能的安全性还没有得到充分的检查，因为它通常需要物理访问才能在传统的调试模型中使用这些功能。

ARM引入了一个新的调试模型，该模型自ARMv7以来不需要任何物理访问。在这种新的调试模型中，主机处理器能够暂停和调试同一芯片上的另一个目标处理器(处理器间调试)。Nailgun攻击的思想是利用这种处理器间调试能力，因为它允许低权限处理器暂停和调试高权限的目标处理器。

我们的实验发现了许多易受攻击的设备，包括Raspberry Pi这样的物联网设备、所有基于ARM的商业云平台，以及华为、摩托罗拉和小米等移动电话。为了进一步验证，我们证明了钉枪攻击可以用于访问Raspberry PI上的安全配置寄存器(只有在安全状态下才能访问)，并使用非安全内核模块提取存储在华为Mate 7安全内存中的指纹图像。

**演讲嘉宾介绍**

宁振宇是韦恩州立大学计算机科学系的博士生。他2011年从同济大学毕业，获得了计算机科学的硕士学位，研究方向是硬件辅助系统安全、嵌入式系统和可信执行环境。

张锋巍是韦恩州立大学计算机科学系COMPASS(计算机与系统安全)实验室主任、助理教授。2015年，他获得乔治梅森大学(George Mason University)计算机科学博士学位。他的研究兴趣在系统安全领域，重点是可信执行、硬件辅助安全等。张锋巍在系统安全方面有10年以上的工作经验。他的工作得到了安全社区的广泛认可，发表了30多篇顶级会议/期刊论文。

**危险的文件快传应用：亿级用户量的隐私泄露漏洞的发现、利用和防御**

张向前刘惠明

**议题概要**

目前，大部分厂商的手机都会预装文件快传应用，这些应用相比蓝牙、WiFi等传统的传输工具更方便快捷。然而，用户在享受方便快捷的同时面临着巨大的安全风险。我们的研究发现大部分的文件快传应用都存在安全风险，这会造成文件被窃取、篡改等，甚至造成更加严重的后果。

通过对主流的Android手机厂商预装的文件快传应用逆向分析，我们发现了数十个高危漏洞。这些应用在设计上存在许多安全缺陷，导致用户隐私数据泄露、文件被窃取、任意文件下载甚至远程代码执行等。我们将展示详细的漏洞细节和利用方法。我们也对市面上大量的第三方应用进行了研究，发现它们同样存在严重的安全漏洞。这些应用加起来有超过十亿的用户量，但是它们的安全风险却一直被人们忽略，攻击者可以轻松获取和篡改附近使用此类应用传输的文件。我们详细总结了快传类应用的所有攻击面，并展示两种通用的攻击方法。我们也会展示相关demo和工具。

另外，我们也会分享对相关漏洞的修复建议，并提出了一种兼顾安全和便捷性的文件快传方案。目前我们正在与主流的手机厂商合作推动修复漏洞。通过这次分享，希望手机厂商和第三方开发者重视此类应用的安全性，共同保护用户的数据安全。

**演讲嘉宾介绍**

张向前是腾讯安全玄武实验室安全研究员，研究方向是移动安全。曾发现多个Android内核和系统安全漏洞，并获得google致谢。

刘惠明是腾讯安全玄武实验室安全研究员，研究方向是移动安全和iot安全。他曾经在包括CanSecWest和BlackHat Asia等多个会议上发表过演讲。

**全球卫星搜救系统的安全性分析**

郝经利

**议题概要**

全球卫星搜救系统是一个基于卫星的搜索与救援系统，针对分析这些信号时发现，这个系统被严重干扰，同时也发现了这个系统的其他一系列脆弱环节及被攻击的可能性。

**演讲嘉宾介绍**

360 安全研究院研究员，独角兽团队成员，主要研究方向为卫星通信。

**模糊测试蜂窝网络(如果允许的话)**

Yongdae Kim

**议题概要**

为防止意外故障，3GPP等标准已经定义了LTE的安全特性，但有研究发现了一些LTE的漏洞，如DNS劫持、使用虚假基站的DoS攻击和用户位置跟踪。然而，这些研究都没有将重点放在分析运营LTE网络中的网络侧问题上，尽管这种性质的漏洞一旦被利用就会影响到许多用户。由于LTE中的控制平面组件（control plane components）仍未得到充分的研究，我们通过构造精心制作的恶意输入、动态分析产生的核心网络响应，研究了在运行的LTE网络(以及蜂窝调制解调器)中控制平面过程中的潜在问题。

在这篇演讲中，我将介绍LTEFuzz，这是一种用于LTE的半自动测试工具，它对LTE控制平面程序的安全属性进行了广泛的测试。LTEFuzz动态生成测试用例并将其发送到目标网络或设备，然后通过检查来自目标的测试器和受害者设备的响应，确定性地分类发现有问题的行为模式。为了系统地生成测试用例，我们首先通过广泛分析3GPP规范中规定的网络组件的正确行为和它们的安全需求，创建了三个安全属性。通过对运行中的网络进行测试，我们发现了51个漏洞(36个新漏洞和15个以前已知的漏洞)，这些漏洞主要是由于对1)未受保护的初始过程、2)精心编制的普通请求、3)具有无效完整性保护的消息、4)重放消息和5)安全过程绕过而造成的。我将通过利用我们在运行网络中发现的漏洞来展示新的攻击场景，介绍确切的根源分析。分析和解决这些问题的潜在对策。

**演讲嘉宾介绍**

Yongdae Kim是韩国科学技术院（KAIST）教授、网络安全研究中心的主任。他于南加州大学计算机科学系获得博士学位。2002至2012年间，他在明尼苏达双城大学计算机科学与工程系担任副教授/助理教授。去美国之前，他在ETRI工作了6年，以确保韩国网络基础设施的安全。2013至2016年间，他担任KAIST主席教授，并于2005年获得了美国国家科学基金会职业成就奖和明尼苏达大学McKnight Land-Grant教授奖。目前，他是ACM TOPS的副主编，并在2012-2018年间担任NDSS的指导委员会成员。他的主要研究包括针对新兴技术的新攻击和分析方法，如无人机/自动驾驶汽车、4G/5G蜂窝网络和BlockChain等网络物理系统。

**DramaQueen - Drammer和Rampage攻击之旅**

Victor van der Veen

**议题概要**

在过去的两年内，Rowhammer漏洞从一开始被认为是很难利用的内存错误逐渐变成一种稳定的攻击向量。研究人员不但演示了针对桌面系统的攻击，还通过单字节翻转成功攻陷了云和移动设备，这些都不依赖于任何的软件漏洞。本议题将会深入介绍利用Drammer（2016）和Rampage（2018）在安卓系统上实现权限提升的技术细节。

在简单介绍Rowhammer漏洞原理及如何在移动设备（ARMv7/ARMv8）上触发后，我们会详细介绍如何对物理内存进行布局的技术。我们将演示如果通过安卓的/dev/ion设备来控制分配连续的物理页面。通过ion接口，我们可以精确得控制页表所在的内存位置，这也是基于Rowhammer漏洞提权攻击的第一种方式：Drammer。随后我们来评估Google的相关修补：移除了ion中的连续堆内存。从而引出了本议题中介绍的第二部分内容：Rampage。我们会介绍一种新的技术来重新完成物理内存布局，这种方式不再依赖于连续内存的分配器。

最后作为结论，我们提出针对Rowhammer的缓解机制并预测未来的攻击会是如何的。

**演讲嘉宾介绍**

Victor van der Veen目前是高通（Qualcomm）的产品安全工程师。在此之前，Victor在阿姆斯特丹自由大学获取了计算机的硕士学位及网络安全的博士学位。在Herbert Bos教授的带领下，他的研究内容专注于软硬件相关的内存类错误。Victor第一个提出移动平台也受Rowhammer漏洞影响。相关的研究工作（Drammer, Rampage, Guardian）广受好评，包括在Blackhat 2017年获取了Pwnie。同时他还是TraceDroid和Andrubis的开发者之一，这两个平台用于分析安卓的恶意软件。

**无处安放的shellcode**

张弛韩洪立

**议题概要**

在Android用户态，实现完整的漏洞提权越来越困难。从Android N开始，一系列的SELinux策略被引入，用来限制在用户态进程中创建可执行内存。这使得，即使可以通过漏洞控制用户态进程的PC，仍然无法按照传统方式安放并执行shellcode，在用户态进程如system\_server中，执行完全可控的任意代码变成了一件几乎不可能的事情。

为了打破这一壁垒，绕过用户态的防护措施来实现提权，我们研究并实现了一种全新的用户态进程攻击方法，通过借助JavaVM解释器来执行恶意Java字节码。与以往的通过执行本地代码来实现提权的方式不同，由于Java字节码是以数据的形式存放，依靠Java的解释执行机制便不再需要可执行内存了，这就打破了目前SELinux防护策略的封堵。

同时，我们也会介绍一个C0RE Team率先发现的Binder漏洞。这个漏洞源于内核，受影响的是用户态进程。它可以被恶意APP用来攻击任意能通过Binder与之交互的系统服务进程。我们将会利用这个漏洞演示如何控制PC，并利用前述绕过技术在system\_server进程中执行恶意代码。

**演讲嘉宾介绍**

张弛是奇虎360 C0RE Team的一名安全研究员，他主要从事安卓框架层的漏洞挖掘与利用。

韩洪立是奇虎360 C0RE Team的一名安全研究员，他专注于安卓操作系统以及Linux内核的安全研究。在过去的几年里，他向谷歌、高通、英伟达、华为等厂商上报了数十个致命/高危漏洞，并得到了公开的致谢。

**举例XNU中的引用计数问题**

招啟汛

**议题概要**

XNU对很多内核对象使用引用计数机制进行生命周期管理，我会简单介绍该机制，对应的mitigation以及两个我发现的具体漏洞例子。

第一个是我在天府杯2018远程越狱项目中使用的内核提权漏洞(CVE-2019-6225)。我将会详细讲解这个漏洞的发现过程，root cause以及如何利用它 取得tfp0。

第二个是在iOS 12.2中修复的另一个类引用计数漏洞CVE-2019-8528。 这两个漏洞都是沙盒内可以直接调用的内核漏洞，危害性巨大。

**演讲嘉宾介绍**

招啟汛（@S0rryMybad）是奇虎360Vulcan团队的安全研究员，主要专注于浏览器及macOS/iOS系统。

他在Pwn2Own 2017/Mobile Pwn2Own 2017中攻破了Safari浏览器。

他在2018年天府杯中攻破了Edge/Chrome/Safari以及iPhoneX设备的远程越狱，并赢得了最佳个人大奖。

他在微软的MSRC2018最佳研究员中排名23。

**新一代移动网络和基带的崛起**

Marco Grassi

**议题概要**

过去的一年中有许多关于新的无线电技术的讨论，例如5G技术。

本议题会关注智能手机的基带以及相关领域的技术，阐述它们对智能手机、IoT设备、汽车及一些关键基础设施的影响。

我们会重点分析iPhone手机上全新使用的Intel基带并预言未来基带的发展方向。

**演讲嘉宾介绍**

Marco Grassi(@marcograss) 是腾讯科恩实验室的一名高级研究员。他所在的队伍赢得了Mobile Pwn2Own 2016的"Mobile Master of Pwn"。他也在同年的Pwn2Own 2016比赛中贡献了针对Safari到root权限的破解。在Pwn2Own 2017比赛中，他发现了VMWare逃逸的漏洞。在Mobile Pwn2Own 2017的比赛中，他参与了基带及iOS Wifi项目的破解，并第三次赢得"Master Of Pwn"。他在许多国际会议上发表过演讲，包括Black Hat美国，DEF CON，Infiltrate，CanSecWest，ZeroNights，Codegate，HITB及ShakaCon。

**灰烬中燃烧：基带的童话故事**

Guy

**议题概要**

如果你在平时使用的设备中发现了一个远程可利用的漏洞，会发生什么？

如果这个漏洞存在于设备中的重要通信芯片，会发生什么？

基带研究有着较高的准入门槛，因此阻挡了一些资金充裕的研究机构外的人们。

与此同时，基带研究的公开信息仍然不多，许多研究者还不知道基带研究其实并不是火箭技术那么高大上。

虽然没有太多的公开信息，在过去的一年中有一些可以通过空中触发的可利用漏洞被发现并修补。我会在演讲中分享我的经验方法，如何分析这些漏洞的成因。

**演讲嘉宾介绍**

Guy(@shiftreduce)是一位独立安全研究者，专注于底层安全研究。

然而他并不一直逆向嵌入式设备，他通常会玩塞尔达，任天堂明星大乱斗，然后给女朋友做一些很可爱的礼物。

**畅游EL3：终极提权之旅**

闻观行

**议题概要**

目前大部分使用了ARM芯片的移动设备都部署了TrustZone。最常见的TrustZone模型下，设备会被划分成四级特权(EL0-EL3)，以及可信和不可信区域(secure/non-secure)。这样划分结果使得，即便拥有不可信区域NS-EL1的操作系统内核权限，仍然无法访问全部内存和外设，很多功能仍被可信区域所阻拦(隐藏)。此前很多关于TrustZone的安全研究已经取得过，运行于S-EL0的应用(TA)和运行于S-EL1的内核(TEE Kernel)的执行权限。但鲜有人关注Android手机EL3这一层的安全问题。

本议题会带听众从NS-EL1开始，进行为期一小时的EL3深度游，内容包括：

EL3和两个区域的逻辑关系；攻击面以及如何找到一个可利用的漏洞 (去年7月已修复)；如何一步步利用该漏洞取得EL3的执行权限；最后通过一个例子说明EL3的特权之特。

**演讲嘉宾介绍**

闻观行是盘古实验室的安全研究员，他目前关注的是安卓底层的漏洞分析和利用。他之前在Infiltrate，Black Hat，44con等安全会议发表过议题。

**一些JSC的故事**

Luca

**议题概要**

随着不断加强的溢出缓解机制，针对iOS系统的远程漏洞攻击面也在迅速变化。本议题首先会介绍一个老的Webkit漏洞来展示某一类问题，并分析最新的缓解机制对漏洞利用的影响。随后会介绍一个JSC引擎中的高质量漏洞，并且演示如何绕过当前所有的漏洞缓解机制来利用该漏洞。

**演讲嘉宾介绍**

Luca（@qwertyoruiopz）是一位来自意大利的安全研究人员，他年轻而富有天赋，喜欢破解各种设备。他在去年发布了针对iOS 10.2的越狱 Yalu，并且完全绕过了KPP防护。他曾经破解过iPhone，PS4以及任天堂的Switch。

![http://mosec.org/static/images/time.png](data:image/png;base64,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)

**5月30日 DAY 1**

|  |  |
| --- | --- |
| 08:00 - 09:00 | 签到 |
| 09:00 - 09:05 | 开场致辞 |
| 09:05 - 09:55 | 全球卫星搜救系统的安全性分析 |
| 09:55 - 10:45 | 模糊测试蜂窝网络(如果允许的话) |
| 10:45 - 11:05 | 茶歇 |
| 11:05 - 11:55 | 举例XNU中的引用计数问题 |
| 12:00 - 13:30 | 午餐 |
| 13:30 - 14:20 | DramaQueen - Drammer和Rampage攻击之旅 |
| 14:20 - 15:10 | 危险的文件快传应用：亿级用户量的隐私泄露漏洞的发现、利用和防御 |
| 15:10 - 15:30 | 茶歇 |
| 15:30 - 16:20 | PAC研究 |
| 16:20 - 17:10 | 灰烬中燃烧：基带的童话故事 |

**5月31日 DAY 2**

|  |  |  |
| --- | --- | --- |
| 08:00 - 09:00 | 签到 |  |
| 09:00 - 09:50 | 无处安放的shellcode |  |
| 09:50 - 10:40 | 新一代移动网络和基带的崛起 |  |
| 10:40 - 11:00 | 茶歇 |  |
| 11:00 - 11:50 | 钉枪：突破ARM特权隔离 |  |
| 12:00 - 13:30 | 午餐 |  |
| 13:30 - 14:20 | 畅游EL3：终极提权之旅 |  |
| 14:20 - 15:10 | 一些JSC的故事 |  |
| 15:10 - 15:30 | 茶歇 |  |
| 15:30 - 17:20 | BaiJiuCon（Thomas Lim主持） |  |
| 17:20 - 17:30 | 闭幕 |  |