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第一章

关于RSA加解密算法
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程序员使用RSA函数库时, 一般不会直接触及底层的数学概念. 对于从未接触过RSA的开发人员, 我们也不强制要求每个人必须深入理解e、d是如何生成的. 但是作为开发人员, 理解这些基础概念仍然是有益的. 就好比在完全不理解汽车发动机/变速箱/刹车片中的机械结构的情况下, 新手开车上路虽然也可以开得很6. 但是只有当老司机们深入理解了汽车的内部原理后, 半道上车子出了毛病, 才有底气(思路)敢于去推导故障的原因.

问题一

RSA算法是个什么鬼？

问题二

RSA算法中用到的公钥和私钥, 葫芦里面装的什么鬼？

简单的回答

是公钥里面装的是两个数字(n,e), 私钥里面装的是两个数字(n,d)

详细的回答

需要先整理RSA公钥算法中的一堆纯数学概念:

1. 因子p和因子q
2. 模数n = p\*q
3. φ(n) = (p-1)\*(q-1)
4. 公钥指数e
5. 私钥指数d

另外被加密前和加密后的两个数字分别是

1. 明文数字m(取值范围0～n)
2. 密文数字c(取值范围0～n)

给定公钥和明文数字m可以计算加密后的密文数字c, 方法是: 用m的e次方除以模数n, 得到的余数就是密文数字c.

想把密文数字c还原回明文数字m的话, 必须知道私钥(n,d)或私钥指数d

创建RSA密钥的步骤:

假定A、B两个人(爱丽丝和鲍勃)想使用RSA进行加密通信, 首先要各自创建自己的公钥和私钥.

从爱丽丝开始, 爱丽丝如何创建自己的公钥和私钥呢:

首先爱丽丝挑选两个不相等的质数p和q, 而且永远不告诉鲍勃以及任何人.

公钥指数e与n没有直接关系但e必须与φ(n)互质

1. 随机选择两个不相等的质数p和q（例如爱丽丝(Alice)选择了61和53）

2. 计算p和q的乘积n=p×q=61×53=3233

3. 根据本文“欧拉函数”介绍过的公式  
φ(n)=(p-1)(q-1)  
将p和q代入计算n的欧拉函数值  
φ(n) =(p-1)(q-1)=(61-1)×(53-1)=60×52=3120

4. 随机选择一个整数e，条件是1<e<φ(n)，且e与φ(n)互质  
爱丽丝可以在1到3120之间，随机选择一个17

对于二进制的电子计算机系统, 公钥指数e取下列质数3, 5, 17, 257, 65537, 4294967297时,进行二进制运算最方便:

1 = (01)2进制

3 = (11)2进制 = 1\*1+1

5 = (101)2进制 = 2\*2+1

17 = (1001)2进制 = 4\*4+1

257 = (1 0000 0001)2进制 = 0x0101 = 16\*16+1

65537 = (1 0000 0000 0000 0001)2进制 = 0x10001 = 256\*256+1

比65537更大的下一个素数应该是:

65536\*65536+1 = 0x1 0000 0001 = 4294967297

注: 身边的软硬件厂商基本都倾向于选取公钥指数e=65537=0x10001作为运算效率和安全的折衷选择.

5. 求私钥指数d

已知e=17与φ(n)= 3120互质，根据求模反元素的公式计算e的模反元素d：

令(e\*d)÷3120的余数等于1,

即

令整数k = (17\*d+1) ÷ 3120

其中d的取值范围为[1～3233] 要求1<=d<=n=3233

最终确定d的值

d = 2753, k = 15

17\*d = (3120\*k – 1)

这个方程可以用["扩展欧几里得算法"](http://zh.wikipedia.org/wiki/%E6%89%A9%E5%B1%95%E6%AC%A7%E5%87%A0%E9%87%8C%E5%BE%97%E7%AE%97%E6%B3%95)求解，此处省略具体过程。总之，爱丽丝算出一组整数解为 (x,y)=(2753, 15)，即 d=2753。

至此所有计算完成。

**第六步，将n和e封装成公钥，n和d封装成私钥。**

http://www.ruanyifeng.com/blog/2013/07/rsa\_algorithm\_part\_two.html