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## 会话跟踪

### 什么叫会话跟踪

* 在无状态（一次请求响应就结束）的HTTP协议下,想要跟踪用户的路径（知道是谁，在干什么，要去哪）需要通过其他技术来辅助实现。

### 会话跟踪实现方式

* 常用的会话跟踪技术有四种
* URL方式：需要保存的信息直接追加到URL后，

例如：http://127.0.0.1:8080/chapter03/viewList?pageNo=12

* 隐藏域方式：可以使用表单中的隐藏域保存相关信息， 例如：

<input type="hidden" name=“status" value=“true">

* Session方式：将状态信息保存到服务器的会话对象中，通过唯一标记的ID值

与客户端进行绑定使用；例如访问控制功能就可以使用Session实现

* Cookie方式：将状态信息保存到客户端，服务器能够获得相关信息进行分析，

从而生成对客户端的响应；例如简化登录功能就可以使用Cookie实现；

## Cookie

### Cookie介绍

* Cookie译为小型文本文件或小甜饼，Web应用程序利用Cookie在客户端缓存服务器端文件。Cookie是以键值对形式存储在客户端主机硬盘中，由服务器端发送给客户端，客户端再下一次访问服务器端时，服务器端可以获取到客户端Cookie缓存文件。
* Cookie是由服务器端创建的，然后由服务器端发送给客户端，客户端以键值对形式存储Cookie，并标注Cookie的来源。客户端再次访问服务器端时，存储的Cookie会保存在请求协议中，服务器端可以获取上次存储的缓存文件内容。

### Cookie特点

* Cookie的用途：

电子商城中购物车功能（每买一样商品，保存一个Cookie）

用户自动登录功能（第一次登录时，将用户名和密码存储在Cookie）

* Cookie的缺点：

多人共用一台计算机（例如导致用户名和密码不安全等问题）。

Cookie被删除时，利用Cookie统计用户数量出现偏差。

一人使用多台计算机（网站会将看成多个用户等问题）

Cookie会被附加在每次Http请求协议中，增加流量。

Cookie使用明文（未加密）传递的，安全性低。

Cookie的大小限制在4KB左右，无法存储复杂需求。

* Cookie规范

Http协议提供了有关Cookie的规范，现今市场上出现大量浏览器，一些浏览器对该Cookie规范进行了一些“扩展”，但Cookie缓存文件不会占满硬盘空间。

Cookie存储的大小上限为4KB。

一个服务器最多在客户端浏览器中可以保存20个Cookie。

一个浏览器最多可以保存300个Cookie。

### Cookie主要属性

|  |
| --- |
| name：cookie的名字，每个cookie都有一个名字；  content：cookie的值，与名字一起作为键值对形式存在；  domain：域，该cookie的域名，例如csdn.net，说明当前cookie来自csdn.net;  path：路径，访问csdn.net下该路径时，当前cookie将被发送；  created：cookie被创建的时间；  Expired：cookie失效的时间；  最大生命时间：失效时间和创建时间的时间差，就是cookie的最大生命时间，超过该时间，cookie将失效，不再被发送到相应的域地址； |

### Cookie操作（java部分）

|  |
| --- |
| * 写cookie   //创建/修改cookie对象，键值对形式  Cookie cookie = new Cookie("username", "admin");  //设置过期时间 单位秒，删除Cookie只需要修改过期时间为负数  cookie.setMaxAge(60\*60);  //cookie还可以设置path等信息  //cookie对象存入response，响应给浏览器，浏览器接受到响应数据时才会把cookie存储在本地  response.addCookie(cookie);   * 读cookie   //从request对象中取值  Cookie[] cookies = request.getCookies();  //循环输出值  for(Cookie cookie : cookies){  //键: cookie.getName()  //值： cookie.getValue()  } |

### Cookie操作（js部分）

|  |
| --- |
| * Cookie写   document.cookie="jscook=jsval1;path=/;expires="+new Date("2021-11-11 11:11:11");   * Cookie读   var cookie = document.cookie //读到键值对格式的字符串 如果需要找到特定key的value需要手动解析  var mycks = document.cookie.split(";");  $.each(mycks,function(i,d){  var kvarr = d.split("= ");  console.log("key是："+ kvarr[0]+" value是："+kvarr[1]);  })   * 删除cookie   document.cookie="jskey=jsval;expires="+new Date(now.getTime()-1000).toGMTString(); |

注意：cookie在使用时，相同domain，不同path下可以存储同名cookie，为了让cookie设置统一，和解决cookie读取权限问题，经常会把cookie的path直接设置到根/

## Web storage使用

* HTML5 提供了两种在客户端存储数据的新方法 统称Web storage：

localStorage - 没有时间限制的数据存储

sessionStorage - 针对一个 session 的数据存储，数据在浏览器关闭后自动删除

* Web storage是一种设计由前端存储数据的技术，跟cookie有相似之处，但是因为设计给前端使用，所以操作上比cookie方便很多

|  |
| --- |
| https://images2015.cnblogs.com/blog/1120414/201707/1120414-20170702112005930-917310833.jpg |

* Web storage操作

|  |
| --- |
| localStorage.username = "admin";//设置值  console.log(localStorage.username)//取值  localStorage.setItem("user", "user\_name");//设置值  console.log(localStorage.getItem("user"));//取值  //以上两种方式存值/取值都可以  localStorage.removeItem("user");//移除指定的key  localStorage.clear();//清空所有的数据 |

注意：sessionStorage用法同localStorage

Web storage是前端的技术，跟服务端的session对象无直接关系

Web storage没有默认随请求发送到服务器的机制