**Grupo 3 - 501 (Listas de control de acceso)**

Agrega un esquema de seguridad que **impida el acceso**, desde cualquiera de los equipos de la red de **Administrativos** hacia el servidor de **Facebook** vía el protocolo **WEB**(puerto 80). El resto del tráfico fluye sin restricción.

**RHospital**

**access-list 100 remark Impedir trafico de pacientes a games.com**

**access-list 100 deny tcp 190.168.2.0 0.0.0.127 host 20.20.20.2 eq 80 (www)**

**access-list 100 permit ip any any**

**interface g0/1**

**ip access-group 100 in**

**interface Serial0/0/1**

**ip access-group 100 out**

Agrega un esquema de seguridad que **impida el acceso**, desde cualquiera de los equipos de la red de **Administrativos** hacia el servidor de **Facebook** vía el protocolo **WEB**. El resto del tráfico fluye sin restricción.

**RHospital**

**access-list 100 remark Impedir trafico de administrativos a Facebook**

**access-list 100 deny tcp 190.168.2.160 0.0.0.15 host 100.10.10.10 eq 80 (www)**

**access-list 100 permit ip any any**

**interface g0/0**

**ip access-group 100 in**

**interface Serial0/0/1**

**ip access-group 100 out**

**Grupo 3 - 501 (Listas de control de acceso)**

Diseña una**lista de control de acceso extendida**que:

* Impida que las computadoras de la subred de **EMPLEADOS**tengan acceso a la subred de **Directivos**vía el protocolo**FTP** (puertos 20 y 21).
* El resto del tráfico fluye sin restricción.

**Rbimbo**

**access-list 100 remark Impedir empleados accedan a directivos**

**access-list 100 deny tcp 180.40.240.0 0.0.15.255 170.50.224.0 0.0.3.255 eq 20**

**access-list 100 deny tcp 180.40.240.0 0.0.15.255 170.50.224.0 0.0.3.255 eq 21 (ftp)**

**access-list 100 permit ip any any**

**interface g0/1**

**ip access-group 100 in**

**interface Serial0/0/1**

**ip access-group 100 out**

Diseña una**lista de control de acceso extendida**que:

* Impida que la laptop del **Vendedor1**no tenga acceso a la subred de **Directivos**vía el protocolo**WEB** (puerto 80).
* El resto del tráfico fluye sin restricción.

**Rbimbo**

**access-list 100 deny tcp 172.30.24.1 0.0.0.0 170.50.224.0 0.0.3.255 eq 80  
access-list 100 permit ip any any  
  
interface G0/0  
ip access-group 100 in**

**interface Serial0/0/1**

**ip access-group 100 out**