Protocol Brief View

The code repository can basically be divided in 2 parts. One network component and one security part. The security part checks that the current blockchain and new blocks are correct (signature, legal transaction pow etc). It can also dowload a blockchain in cache from another peer, check if it is correct and if so replace its own blockchain.

The network part diffuses and update blockchain between peers. In order to do that each peer frequently periodically emit hello messages where they provide the number and the last hash of the block. Other peers can record a tables of the states of the peer (delayed, if they have smaller id last block , inconsistent if wrong hash etc.) If they notice there is some better peer than them (i.e. a peer that has a higher last block number) they can first download the hashs of missing blocks and check the pow. Then if it is correct (checking pow avoid flooding by some malicious peer), they can download the blocks and checks all the transaction.

Miner can forge new block with the security part. Some node could also it’s one transaction post transaction signed on the network (not implemented currently).
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Synchronisation :

A num = 6, B num = 9.

A : HASH A;B;6. B HASHRES B;A;6;loremipsum;
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