Report 28/9 - 5/10

1. Những việc đã làm:

* Đọc luận văn “ Xây dựng hệ thống Snort IDS – IPS trên CENTOS ”
* Cài CENTOS trên máy ảo

1. Những việc chưa làm được :

* Cài Snort trên Centos

1. Những việc sẽ làm :

* Làm giới thiệu đề tài
* Tìm hiểu demo tấn công DNS Spoofing

Report 6/10 - 12/10

1. Những việc đã làm:

* Cài Snort trên Centos
* Làm giới thiệu đề tài

1. Những việc chưa làm được :

* Phát hiện tấn công DNS Spoofing

1. Những việc sẽ làm :

* Nghiên cứu và thực hiện tấn công DDos

Report 13/10 – 19/10

1. Những việc đã làm:

* Sửa lại giới thiệu đề tài

1. Những việc chưa làm được :

* Phát hiện tấn công DNS spoofing
* Tấn công DDos

1. Những việc sẽ làm :

* Làm lý thuyết về bảo mật và IDS

Report 20/10 – 26/10

1. Những việc đã làm:

* Làm lý thuyết về bảo mật và IDS
* Tìm hiểu password attack ( Brute Force Attack)

1. Những việc chưa làm được :

* Phát hiện tấn công DNS spoofing

1. Những việc sẽ làm :

* Demo Brute Force Attack

Report 27/10 – 1/11

1. Những việc đã làm:

* Sửa lý thuyết chương “ Tổng quan về bảo mật ”
* Demo Brute-force Attack

1. Những việc chưa làm được :

* Phát hiện tấn công Brute-Force Attack và DNS spoofing

1. Những việc sẽ làm :

* Làm lý thuyết chương “ Hệ thống phát hiện xâm nhập IDS ”

Report 2/11 – 8/11

1. Những việc đã làm:

* Làm phần hiện thực

1. Những việc chưa làm được :

* Thực hiện tấn công Dos

1. Những việc sẽ làm :

* Hoàn thiện lý thuyết chương “ Tổng quan về bảo mật”

Report 9/11 – 15/11

1. Những việc đã làm:

* Sửa lại phần hiện thực

1. Những việc chưa làm được :

* Thực hiện phòng thủ Snort để phát hiện tấn công

1. Những việc sẽ làm :

* Hoàn thiện lý thuyết đề tài

Report 16/11 – 22/11

1. Những việc đã làm:

* Sửa tiếp phần hiện thực
* Hoàn thiện phần lý thuyết

1. Những việc chưa làm được :

* Thực hiện phòng thủ bằng Snort

1. Những việc sẽ làm :

* Tấn công Dos