IN THE COUNTY COURT OF LANCASTER COUNTY, NEBRASKA

|  |  |  |
| --- | --- | --- |
| **STATE OF NEBRASKA**  **COUNTY OF LANCASTER** | **)**  **) ss.**  **)** | **AFFIDAVIT FOR SEARCH WARRANT** |

{userName}, a certified law enforcement officer for the {agencyType}, being first duly sworn upon oath deposes and states that Affiant is currently involved in the investigation of {crimeName}, {statuteName}, occurring in {crimeLocation}, Nebraska.

**Affiant’s Background**

Affiant has been a law enforcement officer since YEAR. Affiant has received basic academy training and additional training through the SELECT AN AGENCY. Affiant has experience in conducting criminal investigations including misdemeanor and felony offenses. IF NECESSARY AND RELEVANT, ADD ADDITIONAL TRAINING/EXPERIENCE FOR CRIME TYPE (E.G. NARCOTICS, HOMICIDE, TECH, SEX ASSAULT/HT/CHILD ENTICEMENT)

This Affidavit is being submitted for the limited purpose of securing a search warrant. Affiant has not set forth every fact known regarding this investigation. The facts contained in this Affidavit are based in part on the investigation that Affiant has conducted or information provided to Affiant by other law enforcement officers.

**Case Facts**

INSERT CASE FACTS

**Property to be Searched and Seized**

Affiant requests the court order Verizon 180 Washington Valley Road, Bedminster, NJ to produce the records for the following account(s) and time frame(s):

INSERT ACCOUNT(S) AND TIME FRAME(S)

Specifically for the following items:

- Basic subscriber information, without limitation, and the following subscriber records associated with the telephone number(s) identified above, including but not limited to:  
 > All subscriber information to include name, tax identification number(s) (social security number(s) or employer identification number(s)).  
 > Physical address, mailing addresses, residential addresses, business addresses, e-mail addresses and any other address information.  
 > Credit information obtained or used to grant account status.  
 > All telephone numbers associated with account.  
 > All billing records.  
 > All payments to include method, date and time of payments, and location (store name, address, and phone number(s)of location where payment(s) were made).  
 > All authorized users on the associated account.  
 > Activation date and termination date of each device associated with the account and above listed number(s).  
 > Types of service subscriber utilized (e.g. A-list, AT&T Messages, friends and family).  
 > Device identifying information for the device(s) using/accessing the account including device make and model, IMEI, ESN, MEID, and MAC address associated with the above listed number(s) including any and all equipment or SIM card changes for the life of the account.  
 > Records pertaining to communication between the service provider and any person regarding the account, including contacts with support services and records of actions taken.  
 > Any and all telephone number(s) and/or account number changes prior to and after the telephone number(s) was activated.  
 > Any other records and other evidence relating to the listed phone number(s).  
 > If any outgoing calls were made to 9-1-1, provide the call details to include date and time, duration, and cell-site and sector information, by querying any other tools (e.g. Sable, ANI/ALI, etc.) necessary to identify the outgoing call(s), whether or not it was the specific carrier network equipment associated with this search warrant, or the 9-1-1 call was carried by a different service provider based on the best signal available from another service provider at the time of the 9-1-1 call.  
  
- Specialized location records associated with the telephone number(s) identified above, including but not limited to: call, voice, text (SMS & MMS), and data connection location information and transactions (registration of network events), related to all specialized carrier records that may be referred to as LOCDBOR (Location Database of Record), Historical Precision Location Information, Historical Mobile Locate (HML), vMLC (Virtual Mobile Locate - vLMC3, vMLC4, vMLC5), NELOS (Network Event Location System), RTT (Round Trip Time/Return Trip Time/Real Time Tool), PCMD (Per Call Measurement Data), TDOA (Time Difference of Arrival) or Timing Advance Information, Mediation Records, E9-1-1, and/or Historical GPS/Mobile Locate Information which shows GPS location (longitude and latitude) and cell site and sector of the device in relationship to the network when connected to the network for the above referenced telephone number(s).  
  
- Call/Text/Data detail records associated with the telephone number(s) identified above, including but not limited to:  
 > All telephone numbers that communicate with this listed telephone number(s) relating to all delivered and undelivered inbound and outbound calls, text messages, and text message content to any of the above listed numbers, and all voice mails.  
 > Cell-site and sector, date, time, direction, duration, number called or text to and/or received from, and bytes up/down, information related to each call, text or data connection.  
 > Call to Destination/Dialed Digits search for the listed telephone number(s). Please preserve all cell-site and sector information related to each call, text or data connections.  
  
- FCC TRACED Act STIR/SHAKEN Authentication Standard with the telephone number(s) identified above related to the FCC TRACED (Telephone Robocall Abuse Criminal Enforcement and Deterrence) Act, STIR/SHAKEN caller identification framework, identifying all incoming Voice, Text Message Service (SMS) and Multi-Media Service (MMS) traffic, and whether or not the caller ID passed or failed authentication. The report shall include the date, time (with time zone), originating and terminating numbers in their original state prior to Stir/Shaken authentication, the status whether it passed or failed authentication, the Attestation type, and the originating and terminating verified number that was used to validate Stir/Shaken Caller ID authentication. The report shall provide all usage events, even if the incoming usage event was blocked and flagged by the service provider (or other third-party entities), prior to delivery to the telephone number(s).  
  
- Time on Tower and/or Sector with the telephone number(s) identified above. Also, provide all cell-site and sector information related to each number called to and/or received from, and data connections, specific to the “Time on Tower" and/or Sector, to include information with the start and end date and time for each time the connection was involved in a “hand-off” to another cell-site and/or sector, to include the elapsed time (in seconds) for each “hand-off”, that was used during and throughout each voice call (whether completed or not), and/or which was used during and throughout each data session.  
  
- Electronically stored records, including “Electronically Stored Information” associated with the telephone number(s) identified above, including but not limited to:  
 > All stored communication or files, including voice mail, text messages, including numbers sent to and received from and all related content, e-mail, digital images (e.g. pictures), contact lists, video calling.  
 > Web activity (name of web site or application visited or accessed), domain accessed, data connections (to include Internet Service Providers (ISPs), Internet protocol (IP) addresses, (IP) Session data, (IP) Destination Data, bookmarks, data sessions, name of web sites and/or applications accessed), date and time when all web sites, applications, and/or third party applications were accessed and the duration of each web site, application, and/or third party application was accessed.  
 > Any other files including all cell site and sector information associated with each connection and/or record associated with the telephone number(s).  
  
- Carrier Key (company provided legend for the returned data) related to call detail, text messages, data connections, IP logs, IP Sessions, web site and/or application connections, and cell site information.   
  
- Cloud storage associated with the telephone number identified above, including but not limited to, content stored in remote storage or ‘cloud accounts’ such as contacts, call logs, SMS and MMS messages with associated content including audio, video, and image files, digital images and videos, and files or documents.  
  
- Cell Site List(s) for the telephone number(s) identified above, to include all cell-sites for the listed time period(s) for all state(s) in which the above records used cell locations. Cell site lists to include switch, cell-site number, name, physical address, longitude and latitude, all sectors associated with each cell-site, azimuth, and beam-width of each related sector. If multiple technologies (CDMA, UMTS, GSM, LTE etc.) are referenced in the records, all appropriate corresponding cell site lists shall also be provided.  
  
- Verizon Custom Experience (Verizon Selects): All records associated with the technology known as Verizon Selects, Verizon Custom Experience and Custom Experience Plus, to include device location information specific to the network, regardless of the device location services settings, as well as device location information specific to Verizon apps when permission has been provided by the subscriber to share such information via the device settings. Device Location information shall include Cell-site and sector, date, time, direction, duration, number called, or text to and/or received from, and bytes up/down, information related to each call, and text or data connections. The responsive data shall also include all specialized carrier records that may be referred to as RTT (Round Trip Time/Return Trip Time/Real Time Tool), and/or Historical GPS/Mobile Locate Information, which shows GPS location (longitude and latitude) and cell-site and sector of the device in relationship to the network when connected to the network for the above referenced number. The responsive data shall also include all numbers listed above, collected from Verizon applications and/or URLs and all numbers that communicate with the target number related to the Customer Proprietary Network Information (CPNI), to include all delivered and undelivered inbound and outbound calls, text messages, quantity, type, destination, location and amount of use of Verizon telecommunications and interconnected voice over internet protocol (VoIP) services and related billing information. All responsive records associated with websites/URLs/domains (top level domain and subdomain of the URL) visited, to include a list of all Verizon applications used on the mobile device, and any records related to information about Verizon Fios services. If no records are located associated with Verizon Selects, Verizon Custom Experience and Custom Experience Plus, or Verizon Fios, provide detailed information associated with the subscriber opting out of said services, to include opt-out date, time, and associated opt-out IP address.  
  
- Such records and other evidence include correspondence and other records of contact by any person or entity about the above-referenced account(s), the content and connection logs associated with or relating to postings, communications and any other activities to or through the above referenced phone numbers, whether such records or other evidence are in electronic or other form.

Affiant requests the court order Verizon to send the information electronically via email at OFFICER EMAIL, through other acceptable electronic means, or mail to Lincoln Police Department, Attn: [OFFICER NAME], 575 South 10th Street, Lincoln Nebraska 68508.

Affiant requests the court to require Verizon to produce records, regardless of whether such information is located within or outside of the United States.

(INSERT THE FOLLOWING NON-DISCLOSURE REQUEST IF RELEVANT TO YOUR CASE)

**Request for Non-Disclosure**

Affiant states this is an ongoing investigation, and that any disclosure of the requested search warrant would impede the investigation or otherwise cause an adverse result, as defined by Neb. Rev. Stat. § 86-2,108. Affiant requests the court order Verizon to NOT disclose the existence of the search warrant for a period of 90 days.

In the event records are not received from Verizon within ten (10) days, Affiant requests authorization to return the search warrant within ten (10) days of receipt of the records.

Further Affiant sayeth not.

Dated this \_\_\_ day of July, 2025.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

[INSERT OFFICER NAME], Affiant

SUBSCRIBED to in my presence and sworn to before me this ­­­\_\_\_ day of July, 2025.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Judge of the County Court

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Printed Name of Judge

IN THE COUNTY COURT OF LANCASTER COUNTY, NEBRASKA

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| |  |  |  | | --- | --- | --- | | **STATE OF NEBRASKA**  **COUNTY OF LANCASTER** | **)**  **) ss.**  **)** | **SEARCH WARRANT** | |  |

TO: [INSERT OFFICER NAME], a certified law enforcement officer with the SELECT AN AGENCY, Lancaster County, Nebraska, any and all law enforcement officers, or others as needed by law enforcement.

WHEREAS, [INSERT OFFICER NAME] has filed an Affidavit before the undersigned Judge of the County Court of Lancaster County, Nebraska, and said written Affidavit, having been duly considered, the court finds that the facts set forth in said Affidavit are true, and that those facts do constitute grounds and probable cause for the issuance of a Search Warrant pursuant to Neb. Rev. Stat. § 29-814.04.

THEREFORE, you are commanded to search and seize the items as described below.

**Property to be Searched and Seized**

Verizon 180 Washington Valley Road, Bedminster, NJ is ordered to produce records, regardless of whether such information is located within or outside of the United States, for the following accounts and time frames:

INSERT ACCOUNT(S) AND TIME FRAME(S)

Specifically for the following items:

- Basic subscriber information, without limitation, and the following subscriber records associated with the telephone number(s) identified above, including but not limited to:  
 > All subscriber information to include name, tax identification number(s) (social security number(s) or employer identification number(s)).  
 > Physical address, mailing addresses, residential addresses, business addresses, e-mail addresses and any other address information.  
 > Credit information obtained or used to grant account status.  
 > All telephone numbers associated with account.  
 > All billing records.  
 > All payments to include method, date and time of payments, and location (store name, address, and phone number(s)of location where payment(s) were made).  
 > All authorized users on the associated account.  
 > Activation date and termination date of each device associated with the account and above listed number(s).  
 > Types of service subscriber utilized (e.g. A-list, AT&T Messages, friends and family).  
 > Device identifying information for the device(s) using/accessing the account including device make and model, IMEI, ESN, MEID, and MAC address associated with the above listed number(s) including any and all equipment or SIM card changes for the life of the account.  
 > Records pertaining to communication between the service provider and any person regarding the account, including contacts with support services and records of actions taken.  
 > Any and all telephone number(s) and/or account number changes prior to and after the telephone number(s) was activated.  
 > Any other records and other evidence relating to the listed phone number(s).  
 > If any outgoing calls were made to 9-1-1, provide the call details to include date and time, duration, and cell-site and sector information, by querying any other tools (e.g. Sable, ANI/ALI, etc.) necessary to identify the outgoing call(s), whether or not it was the specific carrier network equipment associated with this search warrant, or the 9-1-1 call was carried by a different service provider based on the best signal available from another service provider at the time of the 9-1-1 call.  
  
- Specialized location records associated with the telephone number(s) identified above, including but not limited to: call, voice, text (SMS & MMS), and data connection location information and transactions (registration of network events), related to all specialized carrier records that may be referred to as LOCDBOR (Location Database of Record), Historical Precision Location Information, Historical Mobile Locate (HML), vMLC (Virtual Mobile Locate - vLMC3, vMLC4, vMLC5), NELOS (Network Event Location System), RTT (Round Trip Time/Return Trip Time/Real Time Tool), PCMD (Per Call Measurement Data), TDOA (Time Difference of Arrival) or Timing Advance Information, Mediation Records, E9-1-1, and/or Historical GPS/Mobile Locate Information which shows GPS location (longitude and latitude) and cell site and sector of the device in relationship to the network when connected to the network for the above referenced telephone number(s).  
  
- Call/Text/Data detail records associated with the telephone number(s) identified above, including but not limited to:  
 > All telephone numbers that communicate with this listed telephone number(s) relating to all delivered and undelivered inbound and outbound calls, text messages, and text message content to any of the above listed numbers, and all voice mails.  
 > Cell-site and sector, date, time, direction, duration, number called or text to and/or received from, and bytes up/down, information related to each call, text or data connection.  
 > Call to Destination/Dialed Digits search for the listed telephone number(s). Please preserve all cell-site and sector information related to each call, text or data connections.  
  
- FCC TRACED Act STIR/SHAKEN Authentication Standard with the telephone number(s) identified above related to the FCC TRACED (Telephone Robocall Abuse Criminal Enforcement and Deterrence) Act, STIR/SHAKEN caller identification framework, identifying all incoming Voice, Text Message Service (SMS) and Multi-Media Service (MMS) traffic, and whether or not the caller ID passed or failed authentication. The report shall include the date, time (with time zone), originating and terminating numbers in their original state prior to Stir/Shaken authentication, the status whether it passed or failed authentication, the Attestation type, and the originating and terminating verified number that was used to validate Stir/Shaken Caller ID authentication. The report shall provide all usage events, even if the incoming usage event was blocked and flagged by the service provider (or other third-party entities), prior to delivery to the telephone number(s).  
  
- Time on Tower and/or Sector with the telephone number(s) identified above. Also, provide all cell-site and sector information related to each number called to and/or received from, and data connections, specific to the “Time on Tower" and/or Sector, to include information with the start and end date and time for each time the connection was involved in a “hand-off” to another cell-site and/or sector, to include the elapsed time (in seconds) for each “hand-off”, that was used during and throughout each voice call (whether completed or not), and/or which was used during and throughout each data session.  
  
- Electronically stored records, including “Electronically Stored Information” associated with the telephone number(s) identified above, including but not limited to:  
 > All stored communication or files, including voice mail, text messages, including numbers sent to and received from and all related content, e-mail, digital images (e.g. pictures), contact lists, video calling.  
 > Web activity (name of web site or application visited or accessed), domain accessed, data connections (to include Internet Service Providers (ISPs), Internet protocol (IP) addresses, (IP) Session data, (IP) Destination Data, bookmarks, data sessions, name of web sites and/or applications accessed), date and time when all web sites, applications, and/or third party applications were accessed and the duration of each web site, application, and/or third party application was accessed.  
 > Any other files including all cell site and sector information associated with each connection and/or record associated with the telephone number(s).  
  
- Carrier Key (company provided legend for the returned data) related to call detail, text messages, data connections, IP logs, IP Sessions, web site and/or application connections, and cell site information.   
  
- Cloud storage associated with the telephone number identified above, including but not limited to, content stored in remote storage or ‘cloud accounts’ such as contacts, call logs, SMS and MMS messages with associated content including audio, video, and image files, digital images and videos, and files or documents.  
  
- Cell Site List(s) for the telephone number(s) identified above, to include all cell-sites for the listed time period(s) for all state(s) in which the above records used cell locations. Cell site lists to include switch, cell-site number, name, physical address, longitude and latitude, all sectors associated with each cell-site, azimuth, and beam-width of each related sector. If multiple technologies (CDMA, UMTS, GSM, LTE etc.) are referenced in the records, all appropriate corresponding cell site lists shall also be provided.  
  
- Verizon Custom Experience (Verizon Selects): All records associated with the technology known as Verizon Selects, Verizon Custom Experience and Custom Experience Plus, to include device location information specific to the network, regardless of the device location services settings, as well as device location information specific to Verizon apps when permission has been provided by the subscriber to share such information via the device settings. Device Location information shall include Cell-site and sector, date, time, direction, duration, number called, or text to and/or received from, and bytes up/down, information related to each call, and text or data connections. The responsive data shall also include all specialized carrier records that may be referred to as RTT (Round Trip Time/Return Trip Time/Real Time Tool), and/or Historical GPS/Mobile Locate Information, which shows GPS location (longitude and latitude) and cell-site and sector of the device in relationship to the network when connected to the network for the above referenced number. The responsive data shall also include all numbers listed above, collected from Verizon applications and/or URLs and all numbers that communicate with the target number related to the Customer Proprietary Network Information (CPNI), to include all delivered and undelivered inbound and outbound calls, text messages, quantity, type, destination, location and amount of use of Verizon telecommunications and interconnected voice over internet protocol (VoIP) services and related billing information. All responsive records associated with websites/URLs/domains (top level domain and subdomain of the URL) visited, to include a list of all Verizon applications used on the mobile device, and any records related to information about Verizon Fios services. If no records are located associated with Verizon Selects, Verizon Custom Experience and Custom Experience Plus, or Verizon Fios, provide detailed information associated with the subscriber opting out of said services, to include opt-out date, time, and associated opt-out IP address.  
  
- Such records and other evidence include correspondence and other records of contact by any person or entity about the above-referenced account(s), the content and connection logs associated with or relating to postings, communications and any other activities to or through the above referenced phone numbers, whether such records or other evidence are in electronic or other form.

Verizon shall send the information electronically via email at OFFICER EMAIL, or through other acceptable electronic means, or mail to Lincoln Police Department, Attn: [INSERT OFFICER NAME], 575 South 10th Street, Lincoln, Nebraska 68508.

(DELETE IF NOT NEEDED NON-DISCLOSURE IF REQUESTED IN AFFIDAVIT)  
**Non-Disclosure Order**

Pursuant to Neb. Rev. Stat. § 86-2,108, the court finds that the records which are the subject of this Search Warrant are material and relevant to a legitimate law enforcement ongoing investigation. Verizon is ordered NOT to notify any person of the existence of this Search Warrant, including the user of the account, or release any information related to this Search Warrant. This notice or disclosure restriction shall be for a period of 90 days.

This Search Warrant shall be executed and returned within ten (10) days to the undersigned Judge of the County Court of Lancaster County, Nebraska. In the event records are not received from Verizon within ten (10) days, law enforcement is authorized to return the search warrant within ten (10) days of receipt of the records.

Given under my hand and seal this \_\_\_ day of July, 2025.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Judge of the County Court

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Printed Name of Judge