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Invasión de Privacidad

Hasta qué punto es correcto invadir la privacidad de las personas para mantener segura a la sociedad y prevenir ataques de terrorismo? Hasta cierto punto, el uso de la invasión de privacidad es un mal necesario para atrapar a los criminales. En este ensayo veremos algunos casos en los que se ha violado de cierta manera la violación de ciertas personas, como por ejemplo el caso de terrorismo en San Bernardino, las recientes filtraciones de Edward Snowden de que el gobierno federal de Estados Unidos espía a los ciudadanos para prevenir ataques de terrorismo y como se usan otras maneras de expiación para atrapar criminales. Veremos puntos de vista de porque la sociedad está a favor de esto y porque es válido hacerlo en ciertas ocasiones.

Uno de los casos recientes más significativos y que causo más polémica es el ataque terrorista en San Bernardino, California. En el 2 de diciembre del 2015, 14 personas perdieron la vida y 22 fueron heridas gravemente debido a un ataque terrorista en el Inland Regional Center. Los responsables fueron Syed Rizwan Farook y Tashfeen Malik, una pareja de extremistas violentos inspirados por grupos terroristas foráneos. Este caso fue el ataque terrorista más grave que ha ocurrido en Estados Unidos de América desde las torres gemelas. Este caso está completamente relacionado con el tema a discutir debido a que el 9 de febrero del 2016, el FBI anuncio que no pudo desbloquear el teléfono móvil de uno de los perpetradores debido a las características de seguridad avanzada que tiene el teléfono. El dispositivo móvil era un iPhone 5C por lo tanto el FBI después de numerosos intentos fallidos le pidió a Apple Inc. que instalara una nueva versión del sistema operativo en el teléfono para que pudieran sobrepasar ciertas características de seguridad y así poder obtener la información dentro del teléfono relacionada con el tiroteo. Apple rechazo la propuesta ya que violaría los acuerdos de privacidad y políticas que tiene con sus clientes. Si Apple acordara en hacer esto perdería credibilidad con sus clientes y se vería sospechoso. Eventualmente fue posible acceder a la información del celular y ayudar a la investigación del caso.

Debido a este caso la policía se vio forzada a invadir la privacidad del perpetrador para proteger a las demás personas. En casos como estos es cuando la sociedad se pregunta si es correcto invadir la privacidad de las personas para poder atrapar a los criminales. En casos especiales como estos cuando la vida de otras personas están en peligro me parece completamente aceptable violar la privacidad de alguien para prevenir problemas y casos más graves. Es mucho más importante la seguridad de todos a que la privacidad de una sola persona. Se hace mucha controversia de acuerdo a la opinión del público ya que muchos piensan que es correcto y otros piensan que no, por ejemplo en este caso, si Apple hubiera desbloqueado el teléfono las personas hubieran desconfiado de Apple y sus políticas de privacidad ya que ellos mismos las rompieron y podrían hacerlo con cualquiera.

De acuerdo a noticias recientes sobre la invasión de privacidad que hace el gobierno de Estados Unidos contra los estadounidenses, noticias que llegaron a la luz gracias a Edward Snowden, se revelo que la Agencia de Seguridad Nacional recolectaba datos sobre los teléfonos de millones de americanos como parte de una misión de mantener a Estados Unidos seguro de los ataques de terroristas. ¿Pero que es más importante: Nuestra privacidad o la seguridad nacional? Es por esto que cientos de personas en la sociedad se ha empezado a cuestionar si es correcto lo que están haciendo para poner a los ciudadanos a “salvo”. De acuerdo a una encuesta de las noticias de CBS, 6 de cada 10 americanos no aprueban que el gobierno federal de Estados Unidos recolecte datos sobre los teléfonos ordinarios de los ciudadanos y no creen que ayude a reducir el terrorismo. Sin embargo, 3 de cada 4 americanos si están de acuerdo en que se recolecten datos sobre sospechosos terroristas en Estados Unidos e incluso de personas que viven en otros países. ¿Entonces a que se debe esto? ¿Porque la sociedad piensa que es correcto vigilar e invadir la privacidad de personas sospechosas o de otros países pero la de ellos no? Es obvio que la mayoría de las personas piensan que cierta forma de invasión de privacidad es necesaria o correcta para el bien de la sociedad para prevenir ataques terroristas.

En comparación con el caso anterior, existen otros casos de delitos menores en el que la policía también usa la tecnología y violan la privacidad de las personas para poder atraparlos. Por ejemplo, en Baltimore ocurrió un robo menor en el que una persona rompió el vidrio de un carro y se robó un teléfono celular. Después de que el propietario informo el robo, la policía logro rastrear el teléfono y recibir la ubicación exacta del ladrón. Gracias a esto la policía pudo encontrar al ladrón y recuperar el teléfono celular. Esto también cuenta como invasión de privacidad pero fue para un bien común y poder encontrar al responsable del robo y ponerlo tras las rejas. Es por esto que depende mucho de la situación para poder determinar si es justificable o no. La mayoría de las personas en la sociedad pensaría que es completamente aceptable y justificable hacer esto contra los criminales

Por lo tanto, podemos concluir que en ciertos casos la sociedad está de acuerdo en que se debería invadir la privacidad de sospechosos relacionados con el terrorismo o en delitos donde se ponga en peligro la seguridad de otras personas. De acuerdo a las filtraciones recientes de que el gobierno federal espía a los ciudadanos las personas sienten que es innecesario recolectar información de todos pero piensan que si deberían hacerlo para sospechosos o extranjeros. En el caso de San Bernardino piensan que está bien tener acceso a los teléfonos de terroristas pero no se sienten seguros de que las compañías como Apple pueda darle este acceso al gobierno para cualquier teléfono. Gracias a todo esto podemos argumentar que en realidad el uso de la invasión de la privacidad es mal necesario para poder atrapar a criminales o evitar ataques terroristas para poner a salvo a los ciudadanos.