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# UC3 Benutzer authentifizieren

|  |  |
| --- | --- |
| Format | Fully dressed |
| Primary Actor | Benutzer (Aussendienstmitarbeiter oder Sekretärin) |
| Stakeholders and Interests | |
| Benutzer  Unternehmen | Zugriff erhalten um die Daten einsehen und bearbeiten zu können  Zugriff nur autorisierten Benutzern erlauben |
| Preconditions | |
| * Der sich einloggende Benutzer muss im System erfasst und aktiv sein | |
| Success Guarantee (Postconditions) | |
| * Falls der Benutzername und das Password richtig sind, wird der Benutzer authentifiziert * Andernfalls wird der Benutzer nicht authentifiziert | |

|  |  |  |
| --- | --- | --- |
| Main Success Scenario | | |
| Benutzer | System | |
| 1. Benutzer gibt Loginname und Passwort ein | 2. System überprüft ob ein Benutzer mit diesem Loginnamen und Passwort vorhanden ist  3. Das System gibt einen Status zurück, ob der Benutzer existiert | |
| Extensions | | |
| - | |  |
| Special Requirements | | |
| - | | |
| Technology and Data Variations List | | |
| - | | |
| Frequency of Occurrence | | |
| Mehrmals am Tag (ca. 25-125mal) | | |
| Open Issues | | |
| - | | |