# 大作业题目

**1、题目范畴**

类目1：堆溢出漏洞调试（CVE漏洞为例） 难度：A

类目2：逆向分析与软件破解 难度：C

类目3：web漏洞挖掘或分析 难度：B

类目4：模糊测试工具使用过程分析 难度：A

类目5：面向源码的漏洞扫描工具使用过程分析 难度：B

类目6：android APP的漏洞调试 难度：A

上述题目不限平台，每位同学从6类题中任选一类，**独立**完成实验和大作业报告。**报告重复情况（如效果图重复），两位同学得分均为70以下**。所有分析过程必须包含至少一个实例（如使用源码扫描工具扫描某开源软件）。难度等级从A到C递减，等级越高难度权重越大。
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# B0303051C 安全编程技术

# 评分标准

根据准备情况、功能完成情况、报告撰写情况、验收答辩情况等综合打分，具体如下：

|  |  |  |
| --- | --- | --- |
| **评分内容** | **具 体 要 求** | **比例** |
| **准备情况** | 能独立查阅文献资料及从事其他形式的调研，能较好地理解任务并提出实施方案，有分析整理各类信息并从中获取新知识的能力。 | 10% |
| **功能完成情况** | 论证、分析、设计、实现、实验正确合理。 | 50% |
| **报告撰写质量** | 结构严谨，文字通顺，用语符合技术规范，图表清楚，书写格式规范，符合规定字数要求。 | 20% |
| **答辩** | 内容全面，紧扣课题，突出重点，语言简练准确，演示过程顺利。 | 20% |

大作业占期末成绩的60%，根据：

1. 选题的难度、工作量、完成情况
2. 大作业报告撰写的详实程度和格式
3. 验收答辩情况

综合打分。

要注意大作业的原创性，避免雷同。优秀率不超过25%。