**Code should be written in plain Javascript and production-level. Documentation, architecture etc will all be considered.**

**Part 1: Code logic, architecture and intelligence**  
  
**Task:**

Write a function, Function A, with the following characteristics:

* Takes in an array of points in string form [ex: *“([(1,2) (3,4)][(5,3) (7,8)])”]* where each element represents the coordinates of two points from which we can extract the corresponding line equations.
* Optional Parameter: Function A can also take in an array of random numbers that will be used as a key. If the array is not provided, the Function A will do the following.
* If array of random numbers is not provided, Function A generates an encryption key in the form of an an array of numbers [between numbers 1 and 30 (inclusive)] and uses the key to encrypt the array of points.
* After the key is used, the key is encrypted as well.
* The encrypted key and the input array are combined into one string and returned from function A.

Write another function, Function B, with the following characteristics:

* Receives an array that contains the concatenation of encrypted key & the encrypted point array.
* Separates the encrypted key and the encrypted point array.
* Then decrypts the key and then uses the key to decrypt the array.
* The function then uses the array of points to create the line equation for each pair of points.
* Finally, the function then creates an array where each entry is the string representation of the line equation and returns it.

**More detailed explanation of the task:** *Let’s use the following as a sample input for function A: “([(1,2) (3,4)][(5,3) (7,8)])”*

* Note: This data can be used to create 2 line equations.

*Now, let’s encrypt that input:*  
  
*Encrypting the input string:*

Generate an array with a length that is equal to the number of characters in the input, where each element is a random number between numbers 1 and 30 (inclusive). Iterate over the input string and:

* If corresponding random number is odd, subtract the random number from the current character (go left in accordance with ASCII table).
* If corresponding random number is even, add the random number from the current character (go right in accordance with ASCII table).

Example: For first 3 characters: if your input is “([(1,2) (3,4)][(5,3) (7,8)])” and your random number array looks like this [18,7,22,...] Then the first 3 characters of the input array will be transformed to “:” “T” and “>” accordingly.

**Encrypting the Encryption key (Random number array):**

*Once you are done encrypting your input string, now it is time to encrypt the encryption key itself. Here are the steps that you need to do to encrypt it.*

* For each number in the array:
  + Replace the digits with their corresponding alphabet character starting with 0 being equal to a and so on (Examples: 0 becomes a, 1 becomes b, 3 becomes d, 21 becomes cb, and so on.)
  + Convert each character to its string binary form and append space characters (“ “) at the beginning so that you end up with 8 character string for each of the characters.
* Then:
  + If the resulting string has an odd number of 1`s, replace all 0`s with the character “a” and all 1`s with character “b”, and after this, set the leading character (which was a space(“ “) character ) to 1.
  + If the resulting string has an even number of 1`s, replace all 0`s with character “b” and all 1`s with character “a”, and after this, set the leading character (which was a space(“ “) character ) to 0.
* Append the strings to each other if the original element had 2 characters.

**Example Walkthrough:**

*Let's say the first 2 numbers of your random number array were 1 and 14*

*Case 1: The number is 1*

* You replace 1 with it`s alphabetic value “b”.
* Then you convert this to its binary form, which becomes “1100010”.
* You append space characters until your string has 8 characters, so your string becomes (“ 1100010”).
* Since “ 1100010” has an odd number of 1`s, we replace all the 0`s with “a” and all the 1`s with “b” so the string becomes (“ bbaaaba”).
* Then, since the string “ bbaaaba” has odd number of 1`s, we replace the leading character with 1 so the final form of the string is (“1bbaaaba”).

*Case 2: The number is 14*

* You replace the 1 with it`s alphabetic value “b” and 4 with it`s alphabetic value “e” so your string becomes “be”.
* Then you convert each of these characters to their binary form so you end up with [“1100010”,”1100101”].
* You append space characters until your string have 8 characters so your strings become ( [“ 1100010”,” 1100101”].).
* The first of these has odd number of 1`s so it becomes “1bbaaaba”.
* The second one has even number of 1`s so it becomes “0aabbaba”.
* Finally, we append these to each other and get a final string of the form (“1bbaaaba0aabbaba”).

*So in order to encrypt the encryption key itself you need to repeat the procedure described above for each of the numbers in the encryption key array. The resulting array of strings is your encrypted encryption key.*

* Once the encryption is complete, the Function A concatenates the encrypted key array and encrypted input into one string by doing the following:
  + Join all the entries in the encrypted encryption key array by “,” and enclose the entire thing in square braces(“[“,”]”).
  + Enclose the encrypted string input into parentheses(“(“,”)”).

*For example: If your encrypted encryption key is an array containing 1aabbaba and 0aabbbba, and your encrypted string input is “34” the function A will return “[1aabbaba,0aabbba](34).*

* The output of Function A then can be passed to Function B. Function B decrypts the encryption key and then uses it to decrypt the string input.
* After this, Function B uses the data from the string input to generate line equations for each pair of points.

*Here is a solid example to better understand what are the inputs and expected outputs for each of the functions.*  
  
**Function A Example:**

* Suppose Function A receives the string “([(1,2) (3,4)][(5,3) (7,8)])”
* Suppose also that the random array generator comes up with this array:  
      [1,18,4,1,10,16,21,16,28,18,26,26,9,22,7,24,28,26,15,27,18,27,18,24,2,5,26,29]
* The function A encrypts the input string by using the random number array and produces the following encrypted input.

![https://lh6.googleusercontent.com/m7l_HRbhdDmHVvEhiM8fGrzbYVRTkfBT6XfDmo0_QSVTU1t1GHyH84F1gR8KvPBDf0vCaRNzYYNTW1hWZ7JdpzHs8tTr5PA0NsBcBrsoXNh1IZe2nHWN0dYl2QdmT9OsYWW8InnH](data:image/png;base64,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) **(IMPORTANT: It might have some invisible characters here, but we do not care about that when we are working with code)**

* Function A then encrypts the key and produces the following array.

["1bbaaaba", "1bbaaaba0aababba", "0aabbaba", "1bbaaaba", "1bbaaaba1bbaaaab", "1bbaaaba1bbaabbb", "0aabbbaa1bbaaaba", "1bbaaaba1bbaabbb", "0aabbbaa0aababba", "1bbaaaba0aababba", "0aabbbaa1bbaabbb", "0aabbbaa1bbaabbb", "0aababab", "0aabbbaa0aabbbaa", "1bbabaaa", "0aabbbaa0aabbaba", "0aabbbaa0aababba", "0aabbbaa1bbaabbb", "1bbaaaba0aabbaab", "0aabbbaa1bbabaaa", "1bbaaaba0aababba", "0aabbbaa1bbabaaa", "1bbaaaba0aababba", "0aabbbaa0aabbaba", "0aabbbaa", "0aabbaab", "0aabbbaa1bbaabbb", "0aabbbaa0aababab"]

* At the end of this, Function A concatenates the encrypted encryption key and encrypted input into one string as explained [above](https://docs.google.com/document/d/1XSUh-8YPswqd-AVxv1eQrlhJTtyT5n3VUueT361ROCM/edit#bookmark=id.65h2duqid160) and returns it.

**Function B Example:**

* Following the previous example, the Function B will receive the concatenated string (encrypted encryption key + encrypted string input) and will separate the key from the input.
* Function B will then decrypt the key, will use the key to decrypt input, and will use the input to produce the following line equations.  
    
      For point pair **(1,2),(3,4)** The line equation will be **y=1x+1**   
      For point pair **(5,3),(7,8)** The line equation will be **y=2.5x-9.5**
* The function B will then put these equations into an array and return the answer.

What we’ll need from you:

* Please upload your code to a private repository on Gitlab, and add the following users as admins:
  + Menejyan.hovhannes
  + rodrigoborgesdeoliveira
  + Danielhaiem93
* Email [dan@classcalc.com](mailto:dan@classcalc.com) when you’re done, or if you have any questions. Include any of the following:
  + Github
  + Resume
  + LinkedIn
  + Cool things you’ve experienced
  + Whatever else you think is worth mentioning