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| 学术  指标 | 提出一种考虑生成样本对分类模型过拟合度的影响的过采样方法  引入公共外部特征来提高安全漏洞分类模型提取语义特征的能力 | | | | | | | | 1.完成了以GPT2为基础的过采样方法的设计和实验。通过实验对比，本研究的方法相较于目前的过采样方法在精确率和F1-measure指标上分别提升了2.0%、4.6%。  2.完成了融合漏洞危险等级的安全漏洞分类模型的构建和实验。通过实验对比，本研究构建的模型相较于未融合漏洞危险等级的模型在精确率和F1-measure指标上分别提升了2.1%、0.8%。 | | | | | | | |
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| 实际执行的进度安排：  第一阶段（2022.12-2022.04）阅读相关文献资料，对安全漏洞分类相关的技术与理论进行研究，了解各种处理样本分布不平衡的方法和各种特征提取算法的研究现状。  第二阶段（2023.05-2023.07）对现有的样本分布不平衡方法进行研究，深入理解各种方法的理论原理，构建实验数据集并分析数据集，确定实验中可使用的数据。  第三阶段（2023.08-2023.9）完成以GPT2为基础的过采样方法的设计和实验，分析实验结果。  第四阶段（2023.09-2023.12）完成了融合漏洞危险等级的安全漏洞分类模型的构建和实验，分析实验结果。  第五阶段（2024.01-2024.03）完成论文的初稿并定稿。  第六阶段（2024.04-2024.06）毕业论文送审并完成毕业答辩。 | | | | | | | | | | | | | | | |
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| 工作进展情况说明 | | | | | | 目前初步完成了以GPT2为基础的过采样方法的设计和实验和融合漏洞危险等级的安全漏洞分类模型的构建和实验。正在完成两者的结合实验。 | | | | | | | | | |
| 目前存在的问题和举措 | | | | | | 目前融合漏洞危险等级的安全漏洞分类模型的对比试验不够充分，需要进一步补充实验。 | | | | | | | | | |
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| 列出学位论文的目录计划，一般应给出全部章节的一级和二级标题（此部分对梳理学位论文工作并按期完成撰写很重要，务必在导师指导下撰写并提交）。  部分样例：  摘要  Abstract  目 录  第一章 绪论  1.1 研究背景及意义  1.2 国内外研究现状  1.3 论文主要工作  1.4 论文组织结构  第二章 相关理论  2.1 安全漏洞分类  2.2 安全漏洞特征  2.3 词嵌入模型  2.3.1 词嵌入模型概述  2.3.2 Word2Vec模型  2.4 本章小结  第三章 针对不平衡样本分布的安全漏洞分类方法  3.1 相关定义  3.2 问题分析  3.3 研究方法  3.3.1 欠采样方法  3.3.2 过采样方法  3.4 实验与分析  3.4.1实验数据与处理  3.4.2实验设计  3.4.3实验结果与分析  3.5 本章小结  第四章 融合外部特征的安全漏洞分类模型  4.1 相关定义  4.2 问题分析  4.3实验与分析  4.3.1实验数据与处理  4.3.2实验设计  4.3.3实验结果与分析  4.4 本章小结  第五章 系统设计与实现  5.1 可行性分析  5.2 系统设计  5.3 系统实现  5.3.1开发环境  5.3.2开发技术介绍  5.3.3系统展示  5.4 本章小结  第六章 总结与展望  6.1 主要结论  6.2 研究展望  致谢  攻读硕士学位期间从事的科研工作及研究成果  参考文献 | | | | | | | | | | | | | | | | |
|  | | | | | | | | | | | | | | | | |
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