不成熟的思路：

1. 比特币的SPV（Simplified payment verification）技术使得用户在不需要下载全链数据的情况下可以对某笔交易进行验证，可以视为全链的一个精简，也可以视为一个实时同步的支链
   1. 那么，不需要下载全链的情况下进行查询？或者设计一种用于查询的支链？
2. 同时，以太坊也有一个类似的操作，即state-tree pruning，是将以太坊全数据的中的历史程序运行状态数据删除。这样的话，相当于每个人都存有一个自己的支链，同时通过主链完成共识
   1. 是否可以模仿这种不对称的主链-支链结构？
3. Cosmos Network是一个“区块链网络”，可以在运行同一的拜占庭容错协议（例如现在使用的是Tendermint）的基础上，实现链间的交互和交易
   1. 能不能在运行不同容错协议的平台上，利用智能合约等手段，实现交互（不一定是交易，也可能作为认证等功能的载体）
   2. 既然能区块链间网络，那理论上也可以在区块链和DAG（有向无环图，例如IOTA等加密货币正在使用）之间进行交互，或是区块链和传统数据库进行交互
4. 如果将实现了智能合约的区块链称作“虚拟机”（事实上，以太坊就实现了“以太坊虚拟机”），那么，现在的区块链就是高价的“内存”，而链外的交易（如闪电网络等）就是低价的“硬盘”。如果从这个角度做文章
   1. 这部分不了解，考虑参考一下体系结构内二级存储方面的文章
   2. 软件结构方向有几篇区块链相关的论文（不过基本没做出什么东西）可以参考一下。

偏可行的思路：

1. IPFS（InterPlanetary File System）和分布式存储的SiaCoin等应用使得区块链的一些节点有了距离，时间等概念，可以试着设计一种新的区块链结构，以优化链上的查询需求。
   1. 进度：做IPFS和SiaCoin的调研中，对“需求”增加了解
   2. 其它：本思路未必能有结果，主要还是看灵感
2. 通过将数据库日志存储在链上，实现数据的溯源
   1. 应该可以通过Hyperledger Fabric实现，整体来说是实现一个接口，将Oracle等数据库的日志写到链上，以实现多个（不同）数据库之间数据溯源，数据认证。
   2. 进度：正在配置HyperFabric
   3. 其它：主要的难度在于链的出块速度可能跟不上日志产生速度。
   4. 其它2：比较工程，方便上手，所以先以这个为例进行实现。
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