**Giới thiệu một số điển hình trong quản trị dữ liệu trong lĩnh vực công của một số quốc gia**

Vào đầu những năm 2000, những gã khổng lồ công nghệ như Facebook đã nhận ra cách các nền tảng kỹ thuật số và công dân được kết nối 24-7 cung cấp bối cảnh lý tưởng để thu thập và tái sử dụng dữ liệu cho các mục đích kinh doanh. Điều này đã mở ra một cơ hội để bắt đầu bán các sản phẩm và dịch vụ theo hướng dữ liệu cho bất kỳ công ty và cá nhân nào quan tâm đến việc thiết kế các chiến lược truyền thông và tiếp thị đặc biệt - từ các doanh nghiệp đến các chính trị gia.

Dữ liệu được thu thập thông qua nhiều nguồn (từ điện thoại di động đến thiết bị gia đình thông minh) hiện được phân tích để hiểu rõ hơn về người dùng và nhắm mục tiêu đến khách hàng tiềm năng hoặc người sử dụng dịch vụ. Những thông tin chi tiết này được sử dụng để thúc đẩy sự lựa chọn của công dân, tăng doanh thu kinh doanh, tác động đến cuộc bỏ phiếu của công chúng hoặc thiết kế và cung cấp các dịch vụ tốt hơn. Có rất nhiều giải pháp kỹ thuật được sử dụng cho mục đích này (ví dụ: trí tuệ nhân tạo [AI], dữ liệu lớn, quản lý quan hệ khách hàng), đặt quyền truy cập và chia sẻ dữ liệu (EASD) như một điều kiện tiên quyết cho các kỹ thuật phân tích dữ liệu để giúp tăng giá trị được tạo ra cho công ty và cổ đông.

Kể từ khi The Economist xuất bản bài báo, "Tài nguyên quý giá nhất của thế giới không còn là dầu mỏ, mà là dữ liệu" vào năm 2017 (The Economist, 2017 [1]), "dữ liệu là dầu mới" đã trở thành một cụm từ mới và đôi khi bị lạm dụng. và bị hiểu lầm bởi những người đam mê dữ liệu. Mặc dù sự tương tự giữa dữ liệu-dầu này nhằm mục đích nâng cao nhận thức của cộng đồng nhằm tăng cường độc quyền dữ liệu và các luồng dữ liệu được kiểm soát, nó cũng giúp nhấn mạnh cách các công nghệ và dữ liệu mới có thể giúp các tổ chức đưa ra quyết định tốt hơn và tăng cường trí tuệ kinh doanh.

Tuy nhiên, mặc dù diễn ngôn về “dữ liệu như một tài sản” ngày nay được chấp nhận rộng rãi, các tổ chức, bao gồm cả từ khu vực công, thường không quản lý và đánh giá dữ liệu theo cách giống như các tài sản khác có liên quan đến sự thành công của họ. Điều này làm suy yếu khả năng tận dụng các cơ hội do “sự đáp ứng của một lượng lớn thông tin vô hình trước đây” mang lại (Chiesa, 2019 [2]).

Tạo điều kiện cho môi trường văn hóa, chính sách, luật pháp, quy định, thể chế, tổ chức và kỹ thuật phù hợp là cần thiết để kiểm soát, quản lý, chia sẻ, bảo vệ và chiết xuất giá trị từ dữ liệu. Tuy nhiên, các tổ chức từ khu vực nhà nước và tư nhân thường phải đối mặt với những thách thức kế thừa từ các mô hình kinh doanh tương tự, từ cơ sở hạ tầng dữ liệu lỗi thời và kho chứa dữ liệu đến khoảng cách kỹ năng, rào cản quy định, thiếu lãnh đạo và trách nhiệm giải trình, và văn hóa tổ chức không dễ đổi mới và thay đổi kỹ thuật số.

Những thách thức mới cũng nảy sinh do các trường hợp sử dụng và lạm dụng dữ liệu của công dân, chủ yếu là do các tổ chức khu vực tư nhân thực hiện. Điều này đi đôi với việc các chính phủ không có khả năng chủ động hành động, theo kịp sự thay đổi công nghệ.

Để đối phó với những thách thức này đòi hỏi sự hiểu biết, kiến trúc và chia sẻ kiến ​​thức nhiều hơn liên quan đến cách các nước OECD giải quyết vấn đề quản trị dữ liệu trong khu vực công. Điều này được các bên trong khu vực tư nhân thừa nhận rõ ràng, nhưng gần đây mới thu hút được sự chú ý trong lĩnh vực công.

Bài viết này trình bày tổng quan ngắn gọn về cách thức một số chính phủ quốc gia ở các nước thành viên và đối tác của OECD đang giải quyết vấn đề quản trị dữ liệu nói chung.

**Một số trường hợp điển hình trong việc quản trị dữ liệu quốc gia**

Quản trị dữ liệu tốt có thể góp phần thiết lập một tầm nhìn chung; tăng cường sự đồng bộ và phối hợp; và củng cố nền tảng thể chế, quy định, năng lực và kỹ thuật để kiểm soát và quản lý tốt hơn chu trình giá trị dữ liệu, tức là thu thập, tạo, lưu trữ, bảo mật, xử lý, chia sẻ và sử dụng lại dữ liệu, như là các phương tiện để nâng cao lòng tin và cung cấp giá trị.

Quản trị dữ liệu tốt là điều bắt buộc đối với các chính phủ có mục tiêu thực hiện việc ra quyết định dựa trên dữ liệu nhiều hơn. Nó có thể giúp chiết xuất giá trị từ nội dung dữ liệu, cho phép truy cập, chia sẻ và tích hợp dữ liệu lớn hơn ở cấp tổ chức và hơn thế nữa, đồng thời tăng hiệu quả tổng thể và trách nhiệm giải trình. Tuy nhiên, trong khi khái niệm này không phải là mới, hầu hết các chính phủ OECD đang gặp khó khăn trong việc áp dụng nó vào thực tế.

OECD đã quan sát thấy các xu hướng sau đây trong điều hành, quản lý và chia sẻ dữ liệu khu vực công:

a) Quản trị dữ liệu ngày càng phù hợp với các thực tiễn bảo vệ dữ liệu ở quy mô toàn cầu theo cách rõ ràng hơn. Tuy nhiên, một cách tiếp cận quyết liệt và không cân bằng đối với việc bảo vệ quá mức dữ liệu có thể làm giảm giá trị của việc chia sẻ dữ liệu, chẳng hạn như trong việc cung cấp các dịch vụ công xuyên biên giới.

Gần đây, việc sử dụng sai dữ liệu của các công ty tư nhân và mối quan tâm ngày càng tăng của người dân về việc quản lý dữ liệu trong khu vực công đã dẫn đến sự can thiệp của chính phủ để cải thiện việc bảo vệ dữ liệu cá nhân. Do đó, việc sử dụng dữ liệu một cách có đạo đức và minh bạch hiện đang được đề cao trong chương trình nghị sự chính trị.

Luồng dữ liệu đã tăng lên giữa các tổ chức, lĩnh vực (ví dụ: doanh nghiệp với chính phủ) và biên giới, làm tăng thêm mức độ phức tạp khác cho quản trị dữ liệu trong một thế giới toàn cầu hóa và kết nối với nhau. Quản trị dữ liệu không còn là vấn đề giới hạn trong ranh giới tổ chức, mà là mối quan tâm đa quốc gia do chia sẻ dữ liệu xuyên biên giới.

Trong bối cảnh này, các công cụ quốc tế như Quy định chung về bảo vệ dữ liệu của Liên minh Châu Âu nhằm tìm giải pháp “trao lại cho công dân quyền kiểm soát dữ liệu của chính họ” và thực hiện các hành động xuyên quốc gia để ngăn chặn việc sử dụng sai dữ liệu. Quy định chung về bảo vệ dữ liệu đã thúc đẩy chương trình bảo vệ dữ liệu tiến lên phía trước, do đó, làm cơ sở cho nhu cầu về các khuôn khổ chung để đảm bảo vệ dữ liệu xuyên biên giới. Tuy nhiên, việc bảo vệ quá mức dữ liệu có thể dẫn đến việc hiểu sai các quy định quốc gia và quốc tế và dẫn đến sự thay đổi về cách tiếp cận chính sách (ví dụ: từ cởi mở theo mặc định thành “mở nếu có thể, được bảo vệ nếu cần”).

Do đó, thách thức toàn cầu ở giai đoạn này là đảm bảo sự cân bằng phù hợp giữa các luồng dữ liệu tự do và bảo vệ dữ liệu, như Thủ tướng Abe của Nhật Bản đã tuyên bố trong bài phát biểu quan trọng của ông tại Diễn đàn Kinh tế Thế giới vào tháng 1 năm 2019.

b) Các yếu tố quản trị dữ liệu ngày càng được áp dụng như một phần của các chính sách chuyển đổi số. Tuy nhiên, các thành phần này có thể bị phân tán, do đó làm giảm giá trị của toàn bộ chính phủ về hội nhập và gắn kết khu vực công.

Mặc dù các nước OECD thường xác định các yếu tố liên quan đến quản trị dữ liệu khu vực công trong bối cảnh chính phủ số, dữ liệu mở, quản lý dữ liệu và / hoặc các chiến lược và chính sách về AI, các yếu tố này thường bị phân tán. Trong một số trường hợp, sự mất kết nối này bắt nguồn sâu xa từ các thỏa thuận quản trị phức tạp hỗ trợ các chính sách đó (ví dụ: các tổ chức khu vực công khác dẫn đầu các chính sách này hoặc thiếu rõ ràng về lãnh đạo và trách nhiệm), do đó đặt ra các rào cản quan trọng cho việc tích hợp và chia sẻ dữ liệu.

Quản trị dữ liệu toàn diện cũng có thể giúp tạo điều kiện cho Chính đóng vai trò là Nền tảng (một trong những khía cạnh chính của chính phủ số). Ví dụ: sự phát triển của các công cụ dữ liệu phổ biến nhưng linh hoạt (ví dụ: nền tảng chia sẻ dữ liệu) cung cấp các giải pháp có thể được sử dụng lại trong toàn bộ khu vực công. Ở cấp độ kỹ thuật hơn, sự phân mảnh cũng là kết quả của những thách thức kế thừa về việc tổ chức tạo ra và kiểm soát dữ liệu cũng như việc không thể chia sẻ và truy cập những dữ liệu đó theo các thỏa thuận pháp lý cụ thể, dẫn đến các chính sách và giải pháp kỹ thuật bị trì trệ, tăng thêm tính bất khả thi xây dựng một chính phủ tích hợp và kết nối. Việc thiếu mô hình quản trị dữ liệu tổng thể có thể dẫn đến sự phổ biến hoặc trùng lặp của các tiêu chuẩn dữ liệu và giải pháp kỹ thuật để chia sẻ dữ liệu, do đó cản trở khả năng tương tác của dữ liệu giữa các tổ chức và lĩnh vực khác nhau và ảnh hưởng đến khả năng tích hợp dữ liệu, quy trình và tổ chức. Nó cũng có thể dẫn đến việc yêu cầu công dân cung cấp cùng một dữ liệu cá nhân nhiều lần cho khu vực công một cách không cần thiết.

Khung quản trị dữ liệu phải đảm bảo việc quản lý hiệu quả dữ liệu trong toàn bộ vòng đời của nó. Ví dụ, trong những năm qua, sáng kiến dữ liệu mở của chính phủ đã hướng đến nhu cầu tăng cường lãnh đạo và quản lý dữ liệu trong khu vực công. Điều này cũng mở ra một cuộc thảo luận mang tính kỹ thuật về cải thiện các phương pháp quản lý dữ liệu, ví dụ: xung quanh việc sản xuất, lưu trữ, xử lý và chia sẻ hướng tới độ mở dữ liệu cao hơn. Tuy nhiên, những yếu tố này không được xem là một phần của nỗ lực kết nối tất cả các giai đoạn của chu kỳ giá trị dữ liệu. Các quốc gia đã nhận ra giá trị của việc lập danh mục dữ liệu mở và khả năng khám phá dữ liệu, nhưng không thừa nhận rằng các sáng kiến ​​này cũng mang lại lợi ích liên quan như thế nào đối với năng suất trong khu vực công.

Mặt khác, ở một số nước OECD, một nền văn hóa được thiết lập tốt đã dẫn đến việc phát triển các sổ đăng ký dữ liệu như một phương tiện để cải thiện việc chia sẻ dữ liệu giữa các tổ chức. Tuy nhiên, tư duy này đã làm lu mờ giá trị ngày càng tăng của việc mở dữ liệu của chính phủ cũng như thu hút và hợp tác với các tác nhân bên ngoài để tìm ra giải pháp cho các thách thức của khu vực công. Kết quả là, những quốc gia từng dẫn đầu phong trào chính phủ điện tử trước đây (tập trung mạnh vào hiệu quả) đã tụt hậu xa so với những quốc gia đã tăng gấp đôi nỗ lực chia sẻ và mở dữ liệu cho người dùng như một phương tiện để thúc đẩy đổi mới kinh doanh và xã hội.

Các quốc gia OECD như Canada, Ireland, Hà Lan, Vương quốc Anh và Hoa Kỳ đã hoặc đang hướng tới định nghĩa chiến lược dữ liệu bao quát như là phương tiện để xây dựng sự gắn kết hơn trong khu vực công và thúc đẩy tích hợp các chính sách. Các chiến lược này bao gồm hầu hết, nếu không phải tất cả, các giai đoạn của chu trình giá trị dữ liệu của chính phủ (từ sản xuất và bảo vệ dữ liệu đến mở và sử dụng lại dữ liệu). Tuy nhiên, mỗi giai đoạn yêu cầu các thỏa thuận cụ thể, vì chúng tạo ra các lợi ích chính sách cụ thể (ví dụ: dữ liệu mở cho phép sử dụng dữ liệu làm nền tảng để người dùng tham gia và cộng tác nhiều hơn, đồng thời các phương pháp sản xuất thu thập dữ liệu tốt hơn có thể giúp giảm sai lệch về chính sách).
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