**Ứng dụng chữ ký số trong thương mại điện tử**

Hiện nay, với sự bùng nổ của cách mạng công nghệ 4.0, **chữ ký số** dần trở thành hình thức chữ ký điện tử phổ biến nhất trong các giao dịch điện tử. Tại Việt Nam, xu hướng phát triển và ứng dụng chữ ký số tại các doanh nghiệp (DN) đang trở nên phổ biến và phát triển rộng rãi. Do vậy, bài nghiên cứu tổng quan về thương mại điện tử, tìm hiểu về chữ ký số, lợi ích và ứng dụng của chữ ký số trong **thương mại điện tử.**

**1. Đặt vấn đề**

Ứng dụng mã hóa và **bảo mật thông tin** trong các hệ thống thương mại điện tử, giao dịch chứng khoán,… đã trở nên phổ biến trên thế giới và sẽ ngày càng trở nên quen thuộc với người Việt Nam. Tháng 7/2000, thị trường chứng khoán lần đầu tiên được hình thành tại Việt Nam; các thẻ tín dụng bắt đầu được sử dụng, các ứng dụng hệ thống thương mại điện tử đang ở bước đầu được quan tâm và xây dựng. Do đó, nhu cầu về các ứng dụng mã hóa và bảo mật thông tin trở nên rất cần thiết.

Chính vì những vấn đề thực tiễn trên, bài viết với đề tài: “Ứng dụng Chữ ký số trong thương mại điện tử” sẽ tập trung nghiên cứu một trong những phương pháp bảo vệ an toàn dữ liệu có tính an toàn cao nhất hiện nay là hệ mật mã có khóa công khai RSA, chữ ký số, chứng thực chữ ký số, công nghệ bảo mật sử dụng cho thương mại điện tử,…

**2. Tổng quan thương mại điện tử**

Thương mại điện tử hay còn gọi là E-commerce, là sự mua bán trao đổi sản phẩm hàng hóa, giao dịch, dịch vụ trên các hệ thống điện tử như Internet, mạng máy tính,… Thương mại điện tử dựa trên một số công nghệ như chuyển tiền điện tử, quản lý chuỗi cung ứng, giao dịch trực tuyến, tiếp thị Internet, hệ thống tự động thu nhập dữ liệu, hệ thống quản lý hàng tồn kho,… Việc sử dụng thương mại điện tử trong kinh doanh giúp cho các DN tiết kiệm được một  khoản chi phí cho việc thuê mặt bằng, thuê nhân viên, trang thiết bị, nhà kho,… Mặt khác, thương mại điện tử giúp các bên có thể tiến hành giao dịch khi ở cách xa nhau, từ thành phố đến nông thôn, giữa các nước với nhau mà không bị giới hạn về địa lý, thời gian. Điều này cho phép các DN tiết kiệm chi phí sản xuất, giao dịch. Đặc biệt, DN có thể mở rộng thị trường, tìm kiếm, liên lạc với đối tác và khách hàng ở bất kỳ đâu với chi phí thấp hơn phương pháp truyền thống. Với khả năng truyền bá thông tin và làm hài lòng các khách hàng, thương mại điện tử đã góp phần không nhỏ trong việc tăng doanh thu của DN. Đánh giá  được tầm quan trọng của thương mại điện tử, các DN đã và đang tích cực đầu tư vào hình thái hoạt động này. Tuy thấy được lợi ích và tầm quan trọng của thương mại điện tử nhưng không phải DN nào cũng có thể đáp ứng được những điều kiện cần để xây dựng thương mại điện tử. Sự đòi hỏi của thương mại điện tử là sự tổng hợp của hàng chục các vấn đề đan xen vào nhau bao gồm: hạ tầng cơ sở công nghệ, hạ tầng cơ sở nhân lực, bảo mật, an toàn, hệ thống thanh toán tự động, bảo vệ sở hữu trí tuệ, bảo vệ người tiêu dùng, môi trường kinh tế và pháp lý, tác động văn hóa xã hội, lệ thuộc công nghệ.

Nhằm giải quyết vấn đề bảo mật an toàn cho các giao dịch trao đổi văn bản trên mạng, đã có rất nhiều các giải pháp được đưa ra và đều xoay quanh việc mã hóa văn bản và chữ ký số là một trong số những giải pháp đó. Chữ ký số là công nghệ xác thực, đảm bảo an ninh, an toàn cho các giao dịch trong môi trường Internet, giúp chúng ta giải quyết vấn đề về toàn vẹn dữ liệu, là bằng chứng để ngăn chặn việc chối bỏ trách nhiệm trên nội dung đã ký, giúp các DN, tổ chức, cá nhân có thể yên tâm với các giao dịch của mình trong môi trường Internet.

**3. Chữ ký số**

**3.1. Khái niệm chữ ký số**

Theo Điều 1, Khoản 4, Nghị định số 26/2007/NĐ-CP, chữ ký số là một dạng chữ ký điện tử (hay còn gọi là sơ đồ chữ ký số) được tạo ra bằng sự biến đổi một thông điệp dữ liệu, sử dụng hệ thống mật mã không đối xứng. Người có được thông điệp dữ liệu ban đầu và khóa công khai của người ký có thể xác định được chính xác:

- Việc biến đổi nói trên được tạo ra bằng đúng khóa bí mật tương ứng với khóa công khai đó.

- Thông điệp được giữ nguyên vẹn toàn bộ nội dung kể từ khi thực hiện việc biến đổi dữ liệu.

Có thể hiểu, chữ ký số là phương pháp ký một bức điện lưu dưới dạng điện tử. Một sơ đồ chữ ký số thường chứa 2 thành phần: thuật toán ký và thuật toán xác minh.

Hay chữ ký số là một thiết bị được mã hóa tất cả các dữ liệu, thông tin của một DN/cá nhân/tổ chức thay cho chữ ký tay trên các loại văn bản và tài liệu số thực hiện đối với các giao dịch điện tử qua mạng internet. Cũng có thể hiểu chữ ký số như một con dấu điện tử của DN/cá nhân/tổ chức, được thừa nhận về mặt pháp lý khi giao dịch trên môi trường điện tử, như: ký hợp đồng điện tử, ký kê khai thuế, ký phát hành hóa đơn điện tử, ký giao dịch tài chính,…

**3.2. Đặc điểm của chữ ký số**

- Khả năng xác định nguồn gốc: Chữ ký số có thể xác thực danh tính chủ nhân của chữ ký số thông qua chứng thư số của cá nhân, tổ chức, DN.

- Tính bảo mật cao: Chữ ký số có 2 lớp mã khóa, đảm bảo tính bảo mật và không bị đánh cắp thông tin bởi hacker.

- Tính toàn vẹn: Chữ ký số đảm bảo chỉ có người nhận văn bản/tài liệu đã ký số mới có thể mở văn bản/tài liệu đó. Từ đó, đảm bảo tính toàn vẹn của văn bản/tài liệu điện tử trong môi trường điện tử.

- Tính không thể phủ nhận: Chữ ký số không thể xóa bỏ và thay thế.

**3.3. Vai trò của chữ ký số**

Chữ ký số đóng một vai trò quan trọng trong việc xác nhận, đảm bảo về trách nhiệm, quyền và nghĩa vụ của các chủ thể tham gia ký kết văn bản hay giao dịch điện tử.

Đặc biệt, chữ ký số có vai trò đảm bảo an toàn cho các giao dịch điện tử. Đây là yếu tố quan trọng nhất, là điều kiện tiên quyết khi chuyển các giao dịch có giá trị lớn trên giấy tờ sang giao dịch trên mạng, đem lại lợi thế cạnh tranh cho các DN trong bối cảnh hội nhập kinh tế quốc tế. Với các giao dịch thương mại điện tử B2C, giá trị các giao dịch nhỏ, các cá nhân thường sử dụng các thông tin trên thẻ tín dụng để xác thực sự đồng ý của mình và dùng các thông tin này tương đương với “chữ ký” khi thực hiện các giao dịch này. Với các giao dịch thương mại điện tử B2B có giá trị lớn, việc sử dụng chữ ký số là cần thiết vì tầm quan trọng của giao dịch và đòi hỏi về mức độ bảo mật cũng cao hơn.

**3.4. Cấu tạo của chữ ký số (Sơ đồ chữ ký RSA)**

RSA là một thuật toán mã hóa khóa công khai được sử dụng rộng rãi trong thương mại điện tử, là thuật toán đầu tiên phù hợp tạo ra chữ ký điện tử đồng thời với việc mã hóa. RSA đánh dấu sự tiến bộ vượt bậc của lĩnh vực mật mã trong sử dụng khóa công cộng, RSA đảm bảo an toàn với điều kiện độ dài khóa đủ lớn.

Có thể coi bài toán xác thực là bài toán "đối ngẫu" với bài toán bảo mật. Vì vậy, sử dụng ngược thuật toán RSA ta có thể có được một sơ đồ chữ ký số RSA như sau:

Giả sử n = pq, trong đó p và q là các số nguyên tố có kích thước tương đương.

![CT1](data:image/jpeg;base64,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)

Với K = (n, e, d), ta có D = d là khóa bí mật,

E = (n, e) là khóa công khai, m là bản tin cần ký.

Tạo chữ ký:  S = SigD(m) = mdmod n.

Kiểm tra chữ ký: VerE (m, S) = TRUE ↔ m = Semod n.

**3.5. Lợi ích của ứng dụng chữ ký số trong thương mại điện tử**

Trong thương mại điện tử, các ứng dụng chữ ký số sẽ mang lại cho DN/cá nhân/tổ chức nhiều lợi ích như:

- Tiết kiệm được chi phí giấy tờ, thời gian luân chuyển hoạt động quản lý công văn thư, thư điện tử.

- Đẩy nhanh các giao dịch qua mạng mà vẫn đảm bảo độ an toàn và bảo mật thông tin tuyệt đối.

Ứng dụng các công nghệ thông tin trong kinh doanh là một yếu tố quan trọng giúp DN giữ vững, tăng tính cạnh tranh, mở rộng thị trường, thực hiện các thỏa thuận về thương mại trong khu vực và thế giới. Tất cả quá trình này đòi hỏi lượng thông tin trao đổi không hề nhỏ qua mạng với yêu cầu độ an toàn và tính xác thực cao. Chỉ có chữ ký số mới bảo đảm được sự an toàn này.

**3.6. Ứng dụng chữ ký số trong thương mại điện tử**

Chữ ký số được các DN/cá nhân/tổ chức dùng để:

- Chứng thực danh tính người tham gia giao dịch, xác thực tính an toàn của giao dịch điện tử qua mạng Internet.

- Chứng thực tính nguyên vẹn của hợp đồng, tài liệu,...

- Ứng dụng xác thực trong Internet banking

- Ứng dụng xác thực trong giao dịch chứng khoán

- Ứng dụng xác thực trong mua bán, đấu thầu qua mạng

**4. Mã hóa RSA**

Mật mã RSA được viết tắt bởi tên của 3 nhà Toán học (Rivest, Shamir, Adleman). Trong phương pháp mật mã RSA, việc mã hóa và giải mã sử dụng hàm lũy thừa với modul không nguyên tố.

**4.1. Mô tả giải thuật RSA**

*Tạo khóa:*

Mỗi đầu cần tạo 1 khóa công khai và 1 khóa riêng tương ứng theo các bước sau:

(1) Tạo 2 số nguyên tố lớn ngẫu nhiên và khác nhau p và q, p và q có độ lớn xấp xỉ nhau.

(2) Tính n = p.q và Ф(n)= (p-1).(q-1).

(3) Chọn một số ngẫu nhiên e, 1 < e < Ф(n), sao cho (e, Ф(n)) = 1.

(4) Sử dụng thuật toán Euclidean mở rộng để tính một số nguyên duy nhất 1 < d < Ф(n) thỏa mãn e.d Ф1 (mod Ф(n)) (d là nghịch đảo của e đối với Ф (n)).

(5) Khóa công khai là cặp số (n, e). Khóa bí mật là d

Các số nguyên e và d ở trên được gọi là số mũ mã hóa và số mũ giải mã.

*Mã hóa:*

A mã hóa một thông báo m để gửi cho B bản mã cần giải. A phải thực hiện:

(1) Thu nhận khóa công khai (n, e) của B.

(2) Biểu diễn bản tin dưới dạng một số nguyên m trong dải [0, n -1]

(3) Tính c = me mod n.

(4) Gửi bản mã c cho B.

*Giải mã:*

Khôi phục bản rõ m từ c. B phải thực hiện phép tính m = cd  mod n  bằng cách dùng khóa riêng.

**4.2. Độ an toàn của RSA**

Vì khóa là công khai, nên người giải mã thường dựa vào cặp khóa này để tìm cặp khóa bí mật. Điều quan trọng là dựa vào n để tính 2 thừa số p, q của n từ đó tính được d.

Có một vài điều cần lưu ý khi chọn các số p và q để tránh rơi vào trường hợp tích của pq bị phân tích nhanh nhờ những thuật toán đặc biệt: p và q cần chọn sao cho p - 1 và q - 1 không chỉ có toàn các ước nguyên tố nhỏ. Ngoài ra, ước chung lớn nhất (p - 1, q - 1) phải là số nhỏ, p và q phải có chữ số trong khai triển thập phân khác nhau không nhiều.

**4.3. Sự che dấu thông tin trong hệ thống RSA**

Hệ thống RSA có một đặc điểm đặc trưng là thông tin không phải luôn luôn được che dấu. Giả sử người gửi có e = 17, n = 35. Nếu anh ta muốn gửi bất cứ data nào thuộc tập sau:

{1, 6, 7, 8,  13, 14, 15, 20, 21, 22, 27, 28, 29, 34} thì mọi mật mã cũng chính là data ban đầu.

Để xác định chính xác số message không được che dấu (không bị thay đổi sau khi mã hóa) ta sử dụng định lý sau:

"*Nếu các message được mã hóa trong hệ thống RSA được xác định bởi số modul n = pq (p, q là số nguyên tố) và khóa công khai e thì có:*

*m = [1 + UCLN(e-1, p-1)][1 + UCLN(e-1, q-1)] message không bị che dấu*".

**4.4. Một số lưu ý khi sử dụng hệ mật mã RSA**

RSA đã phải đương đầu với các kiểu tấn công đủ loại của giới thám mã chuyên nghiệp. Kết quả hơn 20 năm "công phá" hệ mã RSA của các nhà thám mã đã được tóm lược trong bài báo của Dan Boneh với tựa đề "Hai mươi năm tấn công hệ mã RSA" (đăng trong tờ Notices of the AMS, tháng 2, năm 1999), trong đó cho thấy rõ RSA có thể bị "bẻ"  khi người ta không biết dùng nó một cách "bài bản". Khi chìa khóa lập mã (hoặc giải mã) là những số nguyên tố nhỏ thì người ta có những giải pháp bẻ RSA một cách không mấy khó khăn. Thêm vào đó, không phải mọi hợp số lớn đều khó phân tích (kể cả khi nó là tích của 2 số nguyên tố rất lớn), cho nên việc chọn các số nguyên tố p, q phải rất thận trọng.

**5. Cài đặt một số ứng dụng**

Phần này trình bày một số giao diện và các chức năng chính của 2 phần mềm ứng dụng: phần mềm mã hóa và ứng dụng chữ ký số RSA, trang web bán hàng trực tuyến hỗ trợ giao thức bảo mật SSL.

**5.1. Phần mềm mã hóa và ứng dụng chữ ký số RSA**

Các chức năng chính của phần mềm:

- Soạn thảo văn bản;

- Chức năng tạo cặp khóa riêng và công khai;

- Chức năng demo giải thuật RSA;

- Mã hóa văn bản trong vùng nhập văn bản;

- Giải mã văn bản trong vùng nhập văn bản;

- Chức năng mã hóa và giải mã file;

- Lấy mã băm (SHA-1) của văn bản trong vùng nhập văn bản;

- Lấy mã băm (SHA-1) của một tập tin bất kỳ;

- Ký văn bản trong vùng nhập văn bản;

- Chức năng xác minh chữ ký.

**5.2. Trang web bán hàng trực tuyến hỗ trợ giao thức SSL**

Các chức năng chính của trang web:

- Đăng ký, đăng nhập;

- Liệt kê lịch sử đặt hàng của từng khách hàng;

- Hiển thị và nhóm sản phẩm theo từng danh mục và nhà sản xuất;

- Quản lý thông tin giỏ hàng;

- Hiển thị sản phẩm mới trong tháng;

- Hiển thị sản phẩm giảm giá, sản phẩm bán nhiều nhất;

- Tìm kiếm và tìm kiếm nâng cao bằng các toán tử AND, OR;

- Chức năng cho ý kiến về sản phẩm;

- Quản lý và chuyển đổi tiền tệ qua lại;

- Chức năng thanh toán qua mạng;

- Chức năng quản trị trang web dành cho administrator.

**6. Kết luận**

Mặc dù còn mới đối với phần lớn các DN Việt Nam, nhưng chữ ký số đóng vai trò hết sức quan trọng đối với tương lai của thương mại điện tử và Chính phủ điện tử trong bối cảnh hội nhập kinh tế thế giới hiện nay. Việc ứng dụng chữ ký số trong thương mại điện tử sẽ đem lại cho DN/cá nhân/tổ chức rất nhiều lợi ích, như: tiết kiệm chi phí giấy tờ, thời gian luân chuyển trong hoạt động quản lý công văn, giấy tờ, thư điện tử. Bên cạnh đó, còn góp phần đẩy nhanh các giao dịch qua mạng trong khi vẫn đảm bảo độ an toàn và bảo mật thông tin.
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