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# Appendices

## Appendix 1 Meeting minutes (assignment 4)

**MEETING MINUTES**

**Groupwork assignment 4**

**Place:**

Discord voice call

**Date and time:**

30.9.2021 10:00

**Chairperson:**

Marko Järvinen

**Present:**

* Marko Järvinen
* Elmeri Selänne
* Roope Pouta
* Jesse Järvi
* Tomas Kopra

**Not present:** -

**Summary of meeting participation after this meeting:**

No one has missed a single meeting.

**Chairperson opened the meeting at 10:00**

**Notes:**

* F-secure does not seem to have any good info about APTs.
* APTs are long duration targeted attacks against big corporations and governments.
* Injecting <img/> tags to the website was funny.
* We can't seem to figure out what the attack on a) is called. We will call it identity theft, for now.
* To prevent attacks like a) proper authentication measures should be taken.
* Attack on b) is HTML injection.
* To prevent attacks like b), the website developer should implement data validation on their inputs.
* Attack on c) seems to be called cross site request forgery.
* Alerting the user's session id works by injecting a <script> tag into the input field and running some JavaScript in it which fetches the correct cookie (PHPSESSID) from the browser cookies.
* Our injected JavaScript POST requests do not seem to work.
* Attacks like c) can also be prevented by proper input validation.
* Some challenges in securing IoT devices are, for example, the need to be able to control many devices at once wirelessly. This leads to them having similar security measures and cracking one device makes it possible to crack the other devices as well.
* Hardware limitations pose a challenge in securing IoT devices (not enough space for proper encryption methods, for example).

**Chairperson closed the meeting at 12:01**