שיעור 5 – DNS  
**תרגיל: Look Up!**

בתרגיל זה נכיר את הכלי nslookup ונלמד לעבוד איתו. כרגיל ניעזר בהסנפות כדי להבין מה קורה מאחורי הקלעים.

הוראות שימוש לפקודת nslookup:

|  |  |
| --- | --- |
| בקשה רגילה - רשומת A (מהשרת המוגדר במחשב) | nslookup yahoo.com |
| בקשה רגילה משרת DNS לבחירתי (בדוגמא זו 8.8.8.8) | nslookup yahoo.com 8.8.8.8 |
| בקשה של רשומה מסוג שהוא לא A | nslookup –type=NS yahoo.com |

**1. הסנפת DNS**

1. התחילו הסנפה חדשה ב-Wireshark, ופתחו cmd.
2. בעזרת הפקודהnslookup, בקשו את ה-IP של אתר yahoo.com. כתבו את הפקודה שכתבתם:

|  |
| --- |
| באופן הפשוט ביותר ניתן לחפש כך:  nslookup yahoo.com |
| הקש תשובה |

1. מהי כתובת ה-IP של יאהו שקיבלתם? מהי כתובת ה-IP של השרת שענה לכם?

|  |
| --- |
| כתובת של יאהו:  כתובת של השרת DNS שענה לי: |
| הקש תשובה |

1. בעזרת שימוש ב-type כמו בדוגמא למעלה, בקשו את הכתובות של **שרתי הדואר** (MX) של yahoo.com. כתבו את הפקודה:

|  |
| --- |
| nslookup –type=MX yahoo.com |
| הקש תשובה |

1. בקשו את ה-IP של אתר yahoo.com משרת ה-DNS החופשי של גוגל (8.8.8.8). כתבו את הפקודה:

|  |
| --- |
| nslookup yahoo.com 8.8.8.8 |
| הקש תשובה |

1. כעת עצרו את ההסנפה.
2. כתבו פילטר אשר מציגרק את בקשות ה-DNS שנשלחו **ממחשבכם** (חבילות יוצאות).

|  |
| --- |
| פילטר אפשרי הוא:  dns and ip.src=<my\_ip>  או  udp.dstport == 53 (אבל את זה לא למדנו ממש עדיין) |
| הקש תשובה |

1. כתבו כמה בקשות מופיעות לאחר ביצוע הפילטר (היעזרו ב-Displayed שמוצג בתחתית התוכנה).

|  |
| --- |
|  |
| הקש תשובה |

1. בחרו את אחת מבקשות ה-DNS וסמנו אותה במסך העליון של Wireshark. במסך האמצעי, סמנו את השורה התחתונה ביותר אשר נקראת Domain Name System (query).
2. ![](data:image/png;base64,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)תארו איזה מידע מסומן כעת בכחול בחלק התחתון של Wireshark. האם המידע הזה קריא? הסבירו מדוע.

מרבית המידע לא קריא (מוצג כנקודות) מכיוון שהפרוטוקול DNS **אינו טקסטואלי**. יש בו חלקים טקסטואלים, למשל איפה שכתובת כתובת האתר, אך מרביתו אינו טקסטואלי. זה לא אומר שלא עובר בו מידע או שהוא לא קריא בכלל, פשוט צריך עזרה בפירוש שלו ע"י תוכנה. Wireshark עוזרת לנו בכך שהיא מציגה לנו את הנתונים בצורה פשוטה.

1. כעת עברו לסינון**dns** כדי להציג את כל הבקשות והתשובות יחד.
2. כעת לחצו על החץ **<** שמופיע משמאל ל-Domain Name System (query). כעת אנו יכולים לצפות במידע שנכלל בפרוטוקול DNS בצורה מסודרת ונוחה (Wireshark מתרגם את המידע הבינארי עבורנו, במקום שאנחנו נעשה זאת בעצמו כפי שעשינו בתרגיל "כסף מלוכלך").
3. כתבו את הערך של מזהה השיחה (Transaction ID)

|  |
| --- |
|  |
| הקש תשובה |

1. הרחיבו את שדה ה-Flags (דגלים) וכתבו את כל המידע שאתם יכולים להבין על הבקשה משדה זה.

|  |
| --- |
| לפרוטוקולים רבים יש שדה flags שמאפשר לסמן לצד השני פרטים לגבי ההודעה. במקרה של DNS ישנם דגלים שונים המאפשרים להגיד האם מדובר בבקשה או תגובה, האם אנחנו דורשים שהחיפוש יהיה רקורסיבי, האם אנחנו מוכנים לקבל בקשות לא מוסמכות ועוד. |
| הקש תשובה |

1. כמה בקשות מופיעות תחת שדה Queries?

|  |
| --- |
| במקרה הזה שלחנו כל פעם בקשה אחת ולכן תהיה בקשה אחת בלבד. |
| הקש תשובה |

1. בתחתית המידע על DNS, מופיע קישור הכחול אשר מוביל לתשובה שנשלחה לבקשה זו. לחצו עליו לחיצה כפולה. האם החבילה שמסומנת במסך העליון השתנתה בעת הלחיצה? מהי החבילה שמסומנת כעת לדעתכם? מהו ה-Transaction ID בחבילה הנוכחית?

|  |
| --- |
| מדובר באותו Transaction ID, וככה המחשב שלנו יודע להצמיד את התשובה שהתקבלה לבקשה ששלחנו (יכול להיות ששלחנו מספר בקשות, ובדרך הזו אנחנו יכולים בקלות לדעת איזו תשובה מתאימה לאיזו בקשה). |
| הקש תשובה |

1. מצאו את שדה ה-Time to Live אשר מופיע בתשובה. מהו הערך שבו? מה מייצג הערך? אם אינכם יודעים, היעזרו בגוגל.

|  |
| --- |
| אם ניכנס לתוך רשומת A ספציפית שחזרה אלינו בתשובה, נראה שדה Time To Live עם מספר יחסית גדול (לא להתבלבל עם שדה ה-TTL של פרוטוקול IP שנמצא במקום אחר בחבילה – נלמד עליו בהמשך הקורס).  שדה ה-TTL אומר לנו כמה זמן בשניות עלינו לשמור את התשובה הזאת עד שהתוקף שלה פג (אז נצטרך לשלוח בקשה מחדש כי אנחנו כבר לא יכולים לסמוך על כך שכתובת ה-IP של הדומיין לא השתנתה). הנתון הזה נשמר ברשומת ה-A של שרת ה-DNS שמכיל את הרשומה הרלוונטית, ומי שאחראי על השרת מגדיר אותו.  עבור דומיינים שכתובת ה-IP שלהם נשארת יחסית קבועה, ה-TTL יהיה גבוה. לעומת זאת, דומיינים שיש חשש שה-IP שלהם ישתנה יגדירו TTL נמוך יותר... |
| הקש תשובה |

**2. קבלת תשובה מוסמכת**

1. חפשו את ה-IP של אתר אוני' בן גוריון bgu.ac.il (אין צורך בהסנפה בסעיף זה).
2. האם התשובה אותה קיבלתם היא תשובה מוסמכת (אשר מגיעה מהשרת ה-Authoritative)? אם לא, הסבירו מדוע לא? מאיפה לדעתכם הגיעה התשובה?

|  |
| --- |
| הסיכוי הסביר הוא שקיבלתם תשובה לא מוסמכת. זה קורה כי שרת ה-DNS הלוקאלי שלכם הוא לא שרת ה-DNS שמחזיק את הרשומות NS של אוניברסיטת בן גוריון, והוא כנראה מחזיר לכם תשובה מה-cache שלו. ניתן לקרוא עוד על כך בקישור הזה לדוגמה:  http://serverfault.com/questions/413124/dns-nslookup-what-is-the-meaning-of-the-non-authoritative-answer |
| הקש תשובה |

1. נסו להשיג תשובה מוסמכת לאתר bgu.ac.il. הסבירו כיצד הצלחתם ומה היתה הפקודה או הפקודות ששלחתם:

|  |
| --- |
| כדי לקבל תשובה מוסמכת, אנחנו צריכים לתשאל את שרת ה-DNS שמחזיק את הרשומות (שרת ה-DNS של אוניברסיטת בן גוריון). חיפוש באינטרנט יכול לעזור לנו להבין שניתן לתשאל את שרת ה-DNS שלנו לגבי מיהו שרת ה-DNS האותורטיבי המתאים (לדוגמה ניתן למצוא הסבר כאן - <https://support.rackspace.com/how-to/nslookup-checking-dns-records-on-windows/>).  נשתמש בפקודה –type=soa או  (גם זה יעבוד - -type=NS)  ונזהה ששרת ה-DNS האותורטיבי הוא dns2.bgu.ac.il, למשל. ועכשיו ניתן לפנות אליו ישירות ע"י פקודה כזאת:  nslookup bgu.ac.il dns2.bgu.ac.il  ונקבל תשובה מוסמכת! |
| הקש תשובה |

1. ns1.yahoo.com הוא השרת ה-Authoritative של אתר Yahoo. נסו לבקש ממנו את הכתובת לאתר bgu.ac.il. תארו את התשובה, והסבירו מדוע קיבלתם אותה לדעתכם.

|  |
| --- |
| אנו מקבלים תשובה של Query Refused. זה מכיוון שהשרת ה-Authoritative של יאהו לא אמור לענות על בקשות של אתרים שלא קשורים אליו! הוא לא שרת של ספק אינטרנט. |
| הקש תשובה |

**3. מתשאלים את מערכת ה-DNS העולמית בעצמנו!**

בתרגיל זה תמלאו את התפקיד שלרוב ממלא עבורנו שרת ה-DNS של ספק האינטרנט, והוא להתרוצץ במורד היררכיית ה-DNS כדי לקבל תשובה מוסמכת!

עליכם לגלות את כתובת ה-IP של הדומיין google.com. היעזרו בכלי nslookup ובצעו את השלבים הבאים:

בחרו בשרת Root כלשהו. איך מצאתם את ה-IP? מהי כתובת ה-IP שלו?

|  |
| --- |
| כתובות ה-IP של שרת ה-root מוכרים לכולם, אחרת שרתי ה-DNS לא היו יודעים איפה להתחיל... בדוגמה הזאת נשתמש בכתובת 198.41.0.4, אותה ניתן למצוא באינטרנט (כמו שאר הכתובות).  דרך נוספת כי פשוט לחפש את רשומות ה-NS של הדומיין הכללי (".") באופן הבא:  nslookup –type=NS . |
| הקש תשובה |

1. באמצעות תשאול שרת ה-Root, גלו מיהו שרת ה-TLD האחראי על ה-Zone של .com מיהו שרת ה-TLD? מהי כתובת ה-IP שלו?

|  |
| --- |
| אוקיי אז התשאול הנ"ל נתן לנו את שרת ה-ROOT שאנחנו רוצים לתשאל אותו. עכשיו אנחנו יכולים לשאול אותו למי יש את הרשומה של google.com, שזה שרת ה-TLD שמעניין אותנו!  נרשום את הפקודה הבאה:  nslookup google.com 198.41.0.4  נקבל תשובה מאוד ארוכה, אבל כל החלק הראשון שלה זה רק רשימת השרתים שענו לנו.  אם נגלול למטה נראה את התשובות הרבות:  Name: google.com  Served by:  - a.gtld-servers.net  192.5.6.30  - b.gtld-servers.net  192.33.14.30  כל השרתים שקיבלנו הם שרתי TLD (רואים לפי הכתובת שלהם) שמטפלים ב-.com. אם נחפש אתר של .ninja נקבל שרתים אחרים לגמרי.  פקודה נוספת שיכלנו להריץ היא  nslookup –type=NS com. 198.41.0.4  שימו לב שחיפשנו את “com.” ולא את “com” – במידה וחיפשתם בלי הנקודה, יכול להיות שדיפולטית קיבלתם את שרתי ה-TLD של “il” כי אנחנו פונים מישראל... |
| הקש תשובה |

1. באמצעות שרת ה-TLD האחראי על ה-Zone של .com, גלו מיהו השרת האחראי על google (ה-Authoritative שלו).

|  |
| --- |
| שוב, פשוט נבחר את אחד משרתי ה-TLD שקיבלנו ונחפש את google כמו שעשינו עד עכשיו:  nslookup google.com 192.5.6.30  ונקבל את שרתי ה-DNS ה-Authoritative של גוגל. |
| הקש תשובה |

1. באמצעות השרת ה-Authoritative של google, גלו מהי הכתובת של maps.google.com, וכתבו אותה פה.

|  |
| --- |
| עכשיו עלינו סוף סוף לבצע בקשת שאיננה בקשת NS, כי אנחנו מעוניינים ברשומת ה-A של שרת ה-DNS אליו אנחנו פונים!  nslookup google.com 216.239.34.10  פקודה זו תיתן לנו בשעה טובה את כתובות ה-IP שמתאימות לדומיין אותו חיפשנו. כתובת לדוגמה (יכול להיות שהכתובות יהיו שונות עבורכם במידה וגוגל משנים את הכתובות שלהם):  128.139.200.50 |
| הקש תשובה |

1. נסו להקיש את הכתובת בשורת הכתובת ב-Chrome. אם נטען האתר של גוגל - הצלחתם!