Relatório do Projeto “SeITChiz server”

Resumo do Projeto

*“A construção de uma aplicação distribuída a ser executada numa sandbox, focando-se essencialmente nas funcionalidades da aplicação. O trabalho consistiu na concretização do sistema SeiTchiz (uma versão portuguesa do Instagram), que é um sistema do tipo cliente-servidor que permite que os utilizadores (clientes) utilizem um servidor central para partilhar fotografias e comunicar com outros utilizadores. O sistema suporta dois modos de funcionamento. No modo mural (feed), os utilizadores colocam fotografias no seu perfil público guardado no servidor e podem seguir quaisquer outros utilizadores, vendo no seu mural as fotografias que estes publicaram. O serviço também permite a colocação de likes nestas fotografias. No modo conversação, podem enviar mensagens para grupos privados de utilizadores e ler as mensagens enviadas para os grupos a que pertencem. (…) . Na segunda fase do projeto vamos manter as várias funcionalidades definidas na primeira fase e adicionaremos vários mecanismos de segurança no sistema.”*

COmo compilar e correr o projecto

(ESTE PROJETO FOI TESTADO EM AMBIENTE LINUX E MACOS)

* 45678 é o Porto usado para a conexão
* Todas as keystores têm como password : 456789
* Existem 3 utilizadores criados (João, Rafael, Ana) com as suas respetivas keystores (JoãoStore, RafaelStore, AnaStore) e certificados.
* Os testes foram feitos com estes 3 utilizadores.

É possível fazer a ligação com o RafaelStore e Rafael, com o JoãoStore e João e com AnaStore e Ana, substituindo nos parâmetros do cliente na keystore e userID respetivamente

O Servidor usa como parâmetros: <porto> <keystore> <keystore-password>

O Cliente usa como parâmetros: <ip:porto> <truststore> <keystore> <keystore-password> <clientID>

**COM POLÍTICAS E COM .JAR:**

Para correr o servidor deve colocar-se na pasta SegC-grupo049-proj1-2 e correr o seguinte comando:

java -cp bin -Djava.security.manager -Djava.security.policy=server.policy -jar server.jar 45678 servidorStore 456789

Para correr o cliente deve colocar-se na pasta SegC-grupo049-proj1-2 e correr o seguinte comando:

(Entrando com o Rafael)

java -cp bin -Djava.security.manager -Djava.security.policy=client.policy -jar client.jar

127.0.0.1:45678 trustore.cliente RafaelStore 456789 Rafael

**SEM POLÍTICAS E SEM .JAR:**

Para correr o servidor deve colocar-se na pasta SegC-grupo049-proj1-2 e correr o seguinte comando:

java -cp bin Server.SeiTchizServer 45678 servidorStore 456789

Para correr o cliente deve colocar-se na pasta SegC-grupo049-proj1 e correr o seguinte comando:

(Entrando com o Rafael)

java -cp bin Client.SeiTchiz 127.0.0.1:45678 trustore.cliente RafaelStore 456789 Rafael

**NO ECLIPSE E COM POLÍTICAS:**

**1º** Importar a pasta do projeto

**2º** Ir a classe .java do servidor a SeiTchizServer e fazer: run as -> Run configuration -> Arguments -> 45678 servidorStore 456789 nos Argumentos e na VM -> -Djava.security.manager

-Djava.security.policy=server.policy

**3º** Fazer o mesmo na classe .java do cliente a SeiTchiz e fazer : run as

-> Run configuration -> Arguments -> 127.0.0.1:45678 truststore.client RafaelStore 456789 Rafael

nos Argumentos e na VM -> -Djava.security.manager

-Djava.security.policy=client.policy

Soluções implementadas

De forma a conseguirmos criar uma solução que atendesse a todos os pontos que nos eram pedidos neste trabalho desenvolvemos múltiplas estratégias como:

* De forma a conseguirmos alocar e guardar toda a informação decidimos criar um conjunto de ficheiros .txt onde toda a informação fica disponível para ser acedida e/ou alterada. Estes ficheiros que guardam de tudo deste a constituição dos grupos existentes no servidor, até ao número de likes numa fotografia. Maior parte das vezes o servidor cria estes ficheiros apenas quando necessita deles pela primeira vez
* De forma a conseguir uma forma do utilizador poder utilizar o comando “post” como é pedido no trabalho, deixamos uma pasta (postDirectory) que é criada no momento da compilação do servidor. Essa pasta tem uma imagem de exemplo chamada “teste.png” e todas as imagens que se queira publicar no servidor, deverão ser colocadas nessa pasta primeiro

SEGURANÇA

limitações do trabalho

* Ao adicionar um membro ao grupo (comando “addu”), partimos do suposto que este membro já existia (já autenticado, estando no ficheiro users.txt, alteramos a linha onde se vê que o utilizador existe na autenticação para “true”, na primeira do primeiro trabalho essa linha funcionava corretamente, mas nesta versão não conseguimos entender a razão então colocamos essa variável a “true” de forma a conseguir implementar este método, a mesma situação acontece com o “removeu”.
* O método msg não foi implementado nesta fase, contendo as funcionalidades(implementadas) da fase anterior.