Hi, I'm Mario and I'm going to talk about cybersecurity, specifically the use of passwords.

This presentation is not going to be any theory; I want to be aware of what we can avoid with a GOOD password.

(Diapo1)

Why a GOOD password?

Well, the password is one of the most important barriers we have to avoid a cyber-attack, but the password is not the most important barrier, the most important is the human, your own awareness, that is, you yourself, you have to know what things you risk by putting a weak password

(Crackers-hackers)

Why do I put this here? Well, hackers A hacker is a person who belongs to different communities and most of them are independent.

They are passionate about computer security and have a vast experience in operating systems. they find failures and comment to the community that belong so they can solve it

And crackers are people (no more than 5 per group) that are dedicated to stealing information (databases, credit cards, etc.), damage equipment / systems, extract from the servers everything they can sell and / or obtain an own benefit.

(DIAPO 2)

We have passwords, in all social networks, for example, but ... Are they really safe?

(preguntar a alguien si cree que su contraseña es segura)

(diapo 3)

Let's talk a little about the consequences of getting your password: cyber attacks

(Leer diapos, en la de common passwords, decir que miremos al dato, 17% es una burrada)

(diapo most common cyber)

Explicar el cuadro rojo, y ver un poco y explicar que se ve

(explicar demás diapos)