List of vulnerabilities

* SQL Injection (login page)
* Cross Site Scripting (All description boxes)
* Profile picture upload accepts other file formats (register/profile update page)
* Session does not expire on logout
* OTP is non-random
* User PIN is returned in API response
* Balance amount can be negative