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Об’єктом дослідження виступає дослідження методів шифрування веб-сервісу інтернет листування.

Метою є дослідження існуючих методів шифрування повідомлень користувача веб-сервісу інтернет листування, методів хешування паролів та створенню власного веб-сервісу інтернет листування.

У роботі розглянуто існуючи методи щодо шифрування повідомлень, такі як симетричне шифрування, асиметричне шифрування, наскрізне шифрування. Описані основні методи хешування конфіденційної інформації. Проведено аналіз використаних технологій та методів розробки. Розроблено базу даних, гнучкий інтерфейс користувача, допрацьовано алгоритм хешування паролів, спроектовано серверну частину.

Результат роботи – працюючий веб-сервіс для інтернет листування.

РЕФЕРАТ

Пояснительная записка к ДР: 96 с., 14 рис., 16р табл., 31 источник, 1 приложение.

Ключевые слова: ВЕБ-СЕРВИС, ИНТЕРНЕТ ПЕРЕПИСКА, ШИФРОВАНИЕ, ХЕШИРОВАНИЯ, СКВОЗНОЕ ШИФРОВАНИЕ.

Объектом исследования выступает исследование методов шифрования веб-сервиса интернет переписки.

Целью является исследование существующих методов шифрования сообщений пользователя веб-сервиса интернет переписки, методов хеширования паролей и созданию собственного веб-сервиса интернет переписки.

В работе рассмотрены существующие методы по шифрованию сообщений, такие как симметричное шифрование, асимметричное шифрование, сквозное шифрование. Описаны основные методы хеширования конфиденциальной информации. Проведен анализ использованных технологий и методов разработки. Разработана база данных, гибкий интерфейс, доработан алгоритм хэширования паролей, спроектировано серверную часть.

Результат работы - работающий веб-сервис для интернет-переписки.

ABSTRACT
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The object of the research is the study of methods of encryption of the Internet correspondence web service.

The goal is to study existing methods of encrypting messages of a user of a web service of Internet correspondence, methods of hashing passwords and creating your own web service for Internet correspondence.

The paper considers existing methods for encrypting messages, such as symmetric encryption, asymmetric encryption, end-to-end encryption. The main methods of hashing confidential information are described. The analysis of the technologies used and development methods is carried out. A database, a flexible interface has been developed, the password hashing algorithm has been improved, the server part has been designed.

The result of the work is a working web service for Internet correspondence.