**QUESTION 2.**

**Ethics:** The values and concepts that help people and organizations decide what is good or evil, fair or unfair, and right or wrong in their activities are referred to as ethics. It entails making choices with the common good, other people's welfare, and the harmony of rights and obligations in mind. Ethical behavior in the workplace necessitates upholding moral principles of justice, honesty, and integrity.

Ethics is centered on well-established moral principles that dictate what people should do, typically in terms of rights, duties, societal advantages, justice, or qualities. (University, n.d.)

1. **Hacking into the system:** computer hacking is broadly defined as intentionally accessing a computer without authorization or with exceeding authorized access.(Cekerevac et al., 2018).

**Ethical Approach:** It is a breach of privacy and trust to access someone else's system without authorization. Rather, the individual ought to adhere to privacy and data ownership regulations. To help improve security without abusing it, people should report vulnerabilities through the proper channels, such as a vulnerability disclosure program, if there are security concerns.

2. **Plagiarism of software development:** The word originates from the Latin *“plagiarius”*, meaning torturer, oppressor, or kidnapper.(Folea & Slusanschi, 2024)  
To finish a project or assignment, a developer steals software or code from someone else and passes it off as their own.

**Ethical Approach:** Respecting intellectual property by correctly identifying and recognizing the original developer of the software or code is the ethical method to go about this. The developer should adhere to attribution guidelines and license agreements when reusing open-source software.

3. **The development of malicious software, or malware:** Malicious software, or malware for short, is software designed with the nefarious intent of harming the computer user. (Ngo et al., 2020).

**Ethical Approach:** Software should not be created to harm or exploit people, but rather to address problems, increase security, or enhance user experiences. Using their expertise for good, such as creating security tools or ethical hacking software that assists corporations in identifying and patching holes to safeguard users, would be a more moral choice for such a coder.
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