|  |  |  |  |
| --- | --- | --- | --- |
| Use Case Identification and History | | | |
| **Use Case ID:** | UR-09 | | |
| **Use Case Name:** | Admin can block users | **Version No:** | 1 |
| **End Objective:** | User account is blocked. | | |
| **Created by:** | Hanna Loboda | **On (date):** | 3/6/17 |
| **Actors:** | Admin | | |
| **Frequency of Use:** | Rare | | |

|  |
| --- |
| Preconditions |
| User has an account and has entries in logs related to activities. Admin is logged in. |
| Post-conditions |
| User account is changed to blocked status. |

| **Basic Flow** | | |
| --- | --- | --- |
| **Step** | **User Actions** | **System Actions** |
| **1** | Admin clicks on ‘View Logs’ button. | Model retrieves logs. |
| **2** |  | View is updated with log output. |
| **3** | Admin enters userid and clicks ‘Block User’ button. | Model checks account is in database. |
| **4** |  | Model updates account to blocked. |
| **5** |  | View is updated with “Account Blocked” message. |

| Alternate Flow | | |
| --- | --- | --- |
| **Step** | **User Actions** | **System Actions** |
| **1** | Admin clicks on ‘View Logs’ button. | Model retrieves logs. |
| **2** |  | View is updated with log output. |
| **4** | Admin enters userid and clicks ‘Block User’ button. | Model finds account already blocked. |
| **5** |  | View is updated with “Account already blocked” message. |

| Exception Flow | | |
| --- | --- | --- |
| **Step** | **User Actions** | **System Actions** |
|  |  |  |

|  |
| --- |
| Other Notes (Assumptions, Issues,) |
| 1. Assumption here is that Admin would block user based on entries in logs (i.e. spam swap requests) |