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**Résumé**

Quand il s’agit de la détection d’anomalies, combien de fois on a pu entendre un collègue dire si tu rencontres tel ou tel bug fais ceci ou bien il y a seulement le lead qui connait comment résoudre le problème. Ne pas documenter, normaliser ou partager la façon d'analyser les données pour détecter les intrusions potentielles dans un réseau est plus courant qu’on ne le pense, surtout lorsqu’une équipe est très diverse du point de vue technique et de l'expertise. Cela n'affecte pas seulement les stratégies de détection mais aussi la dynamique de l’équipe ainsi que le bon avancement des projets.

Maintenant, combien de fois avons-nous également pensé à un moyen plus efficace, intuitif ou créatif d'analyser les événements de sécurité que notre organisation collecte, mais nous nous sentons limité aux capacités d'une barre de recherche dépendant d'une seule langue ?

Dans le développement de logiciels, il est absolument nécessaire de s'assurer qu'un système, une fois développé, fonctionne au mieux pendant toute sa durée de vie. Avec le temps, il génère des ressources de données à grande échelle impliquant une grande quantité d'informations de logs, dont le contenu est très significatif. Les données des journaux d'applications (logs) sont essentielles au maintien des performances des applications. Les techniques d'analyse, de compréhension et de détection des anomalies dans les journaux d'applications sont donc essentielles pour garantir l'efficacité du développement logiciel. Bien qu'initialement entravées par un matériel limité et un manque d'ensembles de données de qualité, les techniques de détection d'anomalies ont récemment bénéficié d'un regain d'intérêt grâce aux progrès de la technologie d'apprentissage automatique et notamment des réseaux neuronaux.

Dans cette étude, nous explorons la détection d'anomalies, les techniques historiques de détection d'anomalies et les progrès récents des méthodes d’apprentissage, qui promettent de révolutionner la détection d'anomalies dans les données des journaux d'applications. En outre, nous analysons les techniques de détection d'anomalies les plus prometteuses et proposons un modèle basé principalement sur les méthodes d’apprentissage automatique qui améliore les techniques existantes.

Nous verrons par la suite que les résultats de l'évaluation sont implémentés à travers un système d’alertes qui répond aux besoins de nos applications actuellement en production à TeamX. Ce qui améliore considérablement la précision de la fiabilité en temps réel et fournit ainsi une base de données précise et une base de localisation des anomalies pour l'intelligence artificielle pour les opérations informatiques. Dans ce document, nous avons apporté les innovations et les contributions suivantes à la détection des anomalies et à la mesure de la fiabilité. L'ensemble du processus a été établi depuis le journal original jusqu'à la mesure de la fiabilité en temps réel. De nouvelles méthodes ont été adoptées pour améliorer la précision, le rappel et la valeur F1 de la détection des anomalies.

Termes clés – **AIOps**, **Détection d'anomalies, journaux d'applications, apprentissage automatique.**

**Abstract**

When it comes to anomaly detection, how many times have we heard a colleague say if you encounter such and such a bug do this or only the leader knows how to fix the problem. Not documenting, standardizing, or sharing how to analyze data to detect potential network intrusions is more common than you might think, especially when a team is very diverse in terms of technical expertise. This affects not only detection strategies but also team dynamics and project progress.

Now, how many times have we also thought of a more efficient, intuitive, or creative way to analyze the security events our organization collects, but we feel limited to the capabilities of a single language-dependent search bar?

In software development, it is absolutely necessary to ensure that a system, once developed, works at its best throughout its life. Over time, it generates large-scale data resources involving a large amount of log information, the content of which is very significant. Application log data is critical to maintaining application performance. Techniques for analyzing, understanding, and detecting anomalies in application logs are therefore critical to ensuring effective software development. Although initially hampered by limited hardware and a lack of quality datasets, anomaly detection techniques have recently received renewed interest due to advances in machine learning technology, particularly neural networks.

In this paper, we explore anomaly detection, historical anomaly detection techniques, and recent advances in learning methods, which promise to revolutionize anomaly detection in application log data. In addition, we analyze the most promising anomaly detection techniques and propose a model based primarily on machine learning methods that improve on existing techniques.

We will later see that the results of the evaluation are implemented through an alerting system that meets the needs of our applications currently in production at TeamX. This significantly improves the accuracy of real-time reliability and thus provides an accurate database and anomaly location basis for artificial intelligence for IT operations. In this paper, we have made the following innovations and contributions to anomaly detection and reliability measurement. The whole process has been established from the original log to the real-time reliability measurement. New methods have been adopted to improve the precision, recall, and F1 value of anomaly detection.

Index Terms – **AIOps, Anomaly Detection, Application logs, Machine Learning.**
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## INTRODUCTION GÉNÉRALE

La détection des anomalies est l'une des tâches les plus importantes pour construire un système fiable et sûr. L'objectif de la détection d'anomalies est de détecter une déviation significative du comportement du système par rapport au comportement normal. Cette approche est largement utilisée sur des données statiques, par exemple sur des vidages de données de journaux. La plupart des systèmes nécessitent une détection en temps réel des anomalies dans le but spécifique de réduire les dommages qui peuvent être causés par l'ignorance d'une anomalie ou d'une détection ultérieure. Les implémentations récentes de la détection des anomalies sont principalement basées sur des méthodes d'auto-apprentissage. L'apprentissage automatique a entraîné une transformation importante dans le domaine de la détection des anomalies. L'une des méthodologies de détection des anomalies repose sur des algorithmes de regroupement. L'implémentation discutée dans cet article utilise une approche d'évaluation des séries temporelles pour la détection des anomalies. L'article explique le pipeline construit pour la détection des anomalies et la visualisation des résultats.

L'application des méthodologies d'apprentissage machine (ML) dans divers domaines de la vie quotidienne est devenue importante ces dernières années. Les modèles ML sont utilisés dans des environnements opérationnels pour effectuer de nombreuses tâches difficiles, telles que la classification du trafic, la détection automatique des pannes, la reconnaissance d'images, qui nécessitent traditionnellement une expertise humaine spécialisée et des efforts pour être accomplies. Les modèles ML deviennent de plus en plus précis, moins sujets aux erreurs et capables de mettre en évidence des modèles cachés dans les données que même un œil expert ne peut trouver. L'un des objectifs les plus difficiles lors du déploiement d'algorithmes ML, outre le développement des modèles ML, est de faire en sorte que ces modèles ML fonctionnent efficacement dans un environnement opérationnel, par exemple, lorsque l'échelle des données à traiter augmente avec le nombre d'utilisateurs et qu'aucune interruption de service ne peut être tolérée. Dans de tels cas, l'infrastructure matérielle/logicielle qui supporte les modèles ML doit pouvoir évoluer et être résiliente aux pannes logicielles ou matérielles. Dans ce travail, nous proposons un pipeline logiciel distribué, évolutif et tolérant aux pannes qui prend en charge l'ingestion de données et l'application de modèles ML à des données en continu. Le pipeline proposé peut prendre en charge des milliers de sources de données dans un environnement réel et est construit à l'aide de logiciels de pointe et de sources ouvertes qui sont enchaînés pour former un pipeline logiciel qui réalise l'application en temps quasi réel du modèle d'apprentissage automatique. Comme environnement d'application du pipeline d'ingestion de données développé, nous considérons le cas de la gestion des pannes dans les réseaux à micro-ondes, où l'objectif des modèles ML est de détecter et de classer les pannes dans l'équipement à micro-ondes en regardant seulement les journaux de travail du matériel qui rapporte la mesure de puissance sur le lien. Enfin, nous présentons les résultats expérimentaux de ce cas d'utilisation, en nous concentrant sur la latence introduite par les composants du pipeline sur un nombre différent de flux de données actifs.
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