Mark Demore, 2d Lt

CSCE689 – HW2

CODE:

<https://github.com/mdemore2/AFIT-CSCE689-HW2-S>

QUESTIONS:

1. Assess your server/client architecture and identify current risks to Confidentiality, Integrity and Availability

2. Identify at least three security techniques from your reading that you would implement on your server to make it more secure.

3. Besides implementing the algorithm, what resources would you need to implement Kerberos authentication in your architecture?

4. If you were going to implement authorization management to fine-tune user access to information, how would you do it?