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Section 1.1 (old)

Over the past decade, many major companies of have been hit with massive hacks that have resulted in hundreds of millions of people’s private information to be stolen. The old method of username and password are far too susceptible to hacks, and just simply aren’t good enough to keep people’s private data private. Vulnerabilities, such as the reuse of password or the use of weak passwords, are hard to exploited regularly by malicious agents and it is hard to enforce policies on users that protect them. Another problem with passwords is that if you are smart and have many different passwords, it can be almost impossible to keep track of all of them. Because of these problems with usernames and passwords we think that the only way forward is biometric security. What we are proposing to use your face as your password. Advances in machine learning have made it possible for computers to recognize faces with a high degree of accuracy, opening the door for a secure and easy to use credential policy system.

We plan to build a Google Chrome extension to allow people to save their usernames and passwords in our service, and then automatically access these usernames and passwords when they pass a facial recognition test. Our software will be easy to use and free, with the goal of attracting as many every day users as possible. We also want to make sure that our software can work on any computer that has a camera on it, something that existing software doesn’t do.

Section 1.1 (revised)

Many companies and people have had their computer security compromised and the username/password method is clearly insufficient as there are multiple vulnerabilities associated with this method. These include the reuse of passwords or the use of weak passwords as well as having the problem of having to remember multiple passwords. Instead, we will use biometrics to secure one's computer.

We are proposing to use your face as your password. Advances in machine learning have made it possible for computers to recognize faces with a high degree of accuracy, opening the door for a secure and easy to use credential policy system.

We plan to build a Google Chrome extension to allow people to save their usernames and passwords in our service, and then automatically access these usernames and passwords when they pass a facial recognition test. Our software will be easy to use and free, with the goal of attracting as many every day users as possible. We also want to make sure that our software can work on any computer that has a camera on it, something that existing software doesn’t do.

Discussion:

As per the chapter 7 reading, I made the beginning a lot shorter and only left in what I felt was essential in the summary. I wanted the start to be more straight to the point and straightforward to quickly get to what we are proposing. I have also tried to vary paragraph length by splitting the first one.