類別: 資訊安全

題目: 資訊安全的CIA

副標題: 資訊安全的三個重要特質

內容

「資訊安全」的議題常常在各種系統中出現，像是政府部門中個人資料是否會被其他人任意的瀏覽、企業的機密是否會被競爭對手給獲取然後藉此打擊自身……等，都是與資訊安全相關的議題。維持足夠的資訊安全對組織的運作非常的重要，就好比護國神山台積電假如資訊安全嚴重不足的話，所有的製程條件都被其他公司給學走，那麼台積電肯定沒辦法繼續保持它品質世界第一的地位，勢必將嚴重的影響公司的營運。也因此，確保資訊安全可說是任何人、組織或企業都必須努力達成的。

資訊安全有三個面向，分別是「機密性Confidentiality」、「完整性Integrity」與「可用性Availability」，簡稱資訊安全的CIA。這三個面向都需要達到才能夠保護個人或組織的資訊不會受到任意的侵害。那麼以下就以一些例子來介紹這三個特點吧！

機密性Confidentiality

這個特點代表著沒有被授權的對象就沒辦法得到相關的資訊。

好比說我的錢包裡有張信用卡，我不想給任何人看到上面的資訊，例如卡號、到期日、驗證碼。但很不巧的坐在我後面的後面的人他的視力有5.0，就很剛好的在我拿出錢包的時候看到了信用卡上面的資訊，並且默默地記了下來。回到家之後他就到處用我的信用卡亂買東西、訂飯店、訂機票，結果我下個月的帳單可能就莫名其妙的多出10萬塊。很明顯的，與我的信用卡相關的資訊安全機密性遭到完全的破壞了。

完整性Integrity

代表著資訊不會被隨意的篡改。

某天第OO期的大樂透開獎，某個駭客高手他剛好買了這期的樂透，但結果槓龜，於是他惱羞成怒，駭進大樂透的系統然後把中獎號碼改成與他買的號碼一模一樣，然後開開心心的跑去領獎，資訊安全中的完整性也就此不復存在。

可用性Availability

取得授權的人或組織能夠使用特定的資訊。

好比說今天我辦了netflix的高級方案帳號，也繳了錢，結果我登入進去之後，卻只被開通基本方案的權限，其他像是支援高畫質/超高畫質的功能通通都不能用。也就是說我已經被授權能夠使用的資訊或功能(觀看高畫質與超高畫質的影片)卻沒辦法使用，違反了資訊安全中的可用性。

小結

以上就是資訊安全中的CIA。只有確實的達到這三個要求才能夠確保資訊相關的權益不受侵害。在這個網路攻擊、駭客盛行的時代中資訊安全的重要性肯定是會越來越高的！
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