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**INTRODUCTION**

SMS is a text communication platform that allows mobile phone users to exchange short text messages (usually less than 160 seven-bit characters). It is the most widely used data application with an estimated 3.5 billion active users. Although we have seen a decrease in text spams in early 2010s due to people switching over to other messaging applications, SMS spams still remain a persistent problem as OTP messages are now being used for a security link to F2A standards. SMS have become more relevant than ever. Phishing scams, SMS bombs, Virus embedded SMS have shown an increase in the past couple of years. With some of them being capable of evading existing spam filters. As previously mentioned with the decrease in popularity of SMS, the focus for maintaining and updating existing spam filters have been changed to prioritize spam filters for email, other messaging applications,etc.
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